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Introduction

This paper attempts to outline gaps that need to be addressed by CT3 in order to provide a complete DRA solution when a DRA is acting as a redirect or proxy agent.

Discussion
The DRA selects a PCRF upon attachment of the UE. The DRA is contacted upon initial Gx, Gxa/c, Rx and S9 session establishment and shall ensure that the selected PCRF handles all of these sessions. It shall also ensure that IP-CAN session information is removed once the IP-CAN session is terminated.
In the remainder of the section, solutions based on a DRA acting as a redirect agent or proxy are described with an emphasis on differences and gaps.

DRA as redirect agent 
The DRA acting as a redirect agent is contacted on initial session setup and will either select a PCRF for a UE’s IP-CAN session if one hasn’t been assigned yet or use the already assigned PCRF and redirect the client to it. The client will then directly connect with the PCRF and subsequent messages related to the session will not go through the DRA. 

The issue with such a solution is that the DRA will not be aware of the IP-CAN session termination and thus will not be able to remove corresponding state. 

Potential solution:
Once a DRA selects a PCRF, it could subscribe with it to be notified when the IP-CAN session is terminated such that it can remove corresponding state. Such an approach has disadvantages as it will require additional processing at the PCRF and also will require a new application to be supported by both the PCRF and the DRA in order to exchange such messages.
DRA as a proxy agent

The DRA acting as a proxy agent is also contacted on initial session setup and will either select a PCRF for a UE’s IP-CAN session if one hasn’t been assigned yet or use the already assigned PCRF to proxy the message to it. Once the PCRF responds back to the DRA, the DRA will proxy the response to the client. The client at this point knows with which PCRF it is communicating as such information is included in the response (Origin-Host of the PCRF). Subsequent messages for the session can either go through the DRA or the client can directly communicate with the PCRF bypassing the DRA. If the client chooses the latter approach, the DRA will not be informed of the IP-CAN session termination and thus will be facing the same issue as the redirect approach. 

The issue to solve in this case is to ensure that the DRA is in the path of subsequent messages for a session such that it knows when the IP-CAN session is terminated and remove corresponding state. Unfortunately, there are no standard ways to ensure that messages traverse a particular node once a session is established. 
Potential solutions:
· The DRA can add additional information in the initial response back to the client to inform it that subsequent messages for the session shall be sent through the DRA.

· All clients (AF, PCEF, BBERF) are configured to always send messages through the DRA. The DRA acts as an “outbound” proxy.
· The DRA can act as a “back-to-back user agent” such that when responding to the client, it includes its own identity in the Origin-Host, which will ensure that subsequent messages for the session always go through the DRA.

· Alternatively, the DRA can also use an approach similar to the approach described in the previous section, which is to subscribe with the PCRF so it is notified of the IP-CAN session termination.

Comparison between “staying on path for all session messages” and “being involved only for the initial session setup”  
· Need for out-of-band notification of IP-CAN session termination in the redirect case

· Additional load on the DRA in the proxy case for subsequent messages
· Additional load on the PCRFs in the redirect case (more connections to handle as the PCRF will be directly connected with the clients)
· Additional security requirements/configuration in the case of redirect.
Both solutions have their advantages and disadvantages. The proxy solution is slightly superior as it can be implemented without any changes to the PCRF or clients.
Conclusion

Both the redirect and proxy solutions should be allowed as each solution has its advantages and disadvantages and CT3 shall allow the operator to choose the most appropriate solution to deploy. CT3 should focus on providing a full solution for each of the approaches (redirect and proxy). 
