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Introduction

At Sophia-Antipolis meeting, some issues were raised about Diameter usage and related alternative rules were also provided. At the present document, Diameter usage in the past is further analysed and summarized (see the companion document C3-080032 for information), and some more issues or alternative rules are provided as the basis for further discussion to get final conclusion.
Discussion

From the document C3-080032, it is seen that there are clear inconsistent principles for different Diameter-based interface as following:

· Whether "M" bit is set for 3GPP-defined AVPs;

· How to set "M" bit in re-used AVPs;

· How to resolve cross-release issue;

· When to create a new application identifier when a new Diameter-based interface is specified in the first release and afterward releases.

And there are some other issues which also need to discuss further to have a clear set of rules of Diameter usage to avoid interoperability problems, e.g. the impact from adding new values to existing AVPs, how to fill Auth-Application-Id AVP, etc.

Because of relatively restricted requirement of interoperability in 3GPP systems, it is proposed to adopt relatively restricted rules with respect to designment of Diameter-based interface in 3GPP.
According to C3-080032, almost all of 3GPP-specific AVPs are with "M" bit set in the first release in which a 3GPP application is specified and most of 3GPP-specific AVPs are with "M" bit set in afterward releases in the past. So it is proposed to follow the past to have "M" bit set in all 3GPP-specific AVPs unless there are necessary reasons to clear "M" bit in some new defined 3GPP-specific AVPs and it is guaranteed that this will not cause interoperability problems.
For the re-used AVPs, most of AVPs re-used by 3GPP-defined applications follow document in which the AVPs are defined. Only in a small part of re-used AVPs, the status of "M" bit is changed. However end-to-end applications capabilities exchange discussed in Diameter Applications Design Guidelines (draft-ietf-dime-app-design-guide-03.txt) propose to use some optional AVPs in some scenarios to get some benefits meanwhile avoiding too frequent creation of new application identifiers. So it is proposed to decide "M" bit according to actual requirements. 
For the creation of new application identifiers, it is proposed to use relatively restricted rules. And it seems that it is needed to clarify usage of application identifier in messages.
Conclusion
It is proposed to discuss changes below.

Changes to 3GPP TR 29.909 v0.2.0

5
Proposed alternatives rules for identified problems

Editor’s note: The present subclause is give some recommendations for Diameter usage based on 3GPP status, IETF's ongoing work, etc.

5.1
General

The alternative proposals given in this subclause takes several aspects into account:
-  Ongoing work on Diameter application design guidelines in IETF DIME WG [12];

-  Ongoing work on Diameter Base Protocol improvement – IETF RFC 3588bis [11];

-  Solutions provided in 3GPP R6/R7 to the listed Items about Diameter usage as described in subclause 4.
-  New proposals different from the above

In principle, when a proposal to address any of the listed Items is coming by IETF ongoing work it should be the preferred solution to be documented in the conclusion section 6.

Editor’s Note: Any identified problem which is identified will have a corresponding sub-clause, that will be identified as an “Item”. For each Item all possible solutions identified will be documented. Therefore clause 5 only contains the list of all alternatives and proposed solutions during the elaboration of the present TR. The final agreed recommendation for 3GPP are listed in clause 6
5.2
Item 1: Setting of "M" bit on 3GPP defined AVPs
Editor’s Note:
 This item is about how to set "M" bit in new 3GPP-defined AVPs

5.2.1
Proposal 1

Follow IETF RFC 3588 procedures on the setting of the M-bit. The Diameter base RFC defines that M-bit shall be set only when it is required to be understood by the Diameter server. A Diameter client, server, proxy or translation agent receiving such AVP shall behave according to clause 4.1 of IETF RFC 3588 [2].

5.2.2
Proposal 2

"M" bit shall be set in all 3GPP-specific AVPs unless there are necessary reasons to clear the "M" bit in some new defined 3GPP-specific AVPs and it is guaranteed that this will not cause interoperability problems.
Editor’s Note: It is FFS that in what kind of necessary reasons the "M" bit can be cleared in a 3GPP-specific AVP.

5.3
Item 2: Re-use of AVPs

5.3.1
Proposal 1

New or existing Diameter applications incorporate AVPs defined in different Diameter applications.  In such a case, the re-used AVPs shall not be modified and configured with the original Vendor-Id, AVP code and M-bit status.  In order to support the re-used AVP, during capability negotiation the Supported-Vendor-Id shall be configured to include the vendor-id of the re-used AVPs.  

5.3.2
Proposal 2

Vendor-Id and AVP code shall not be modified and shall be used as defined in the AVP's original document. Whether the "M" bit is set or not is based on actual requirements, e.g. support for end-to-end applications capabilities exchange in Diameter application design guidelines [12].
5.4.
Item 3: Cross-Release control
5.4.1
Proposal 1

For cross-release Diameter applications, at most one new Diameter application id for each 3GPP release may be defined. 
5.4.2
Proposal 2

If one or more conditions listed in subclause 5.5.2 about the creation of new applications are true, a new application id shall be defined for an interface in a new release. All of the application identifiers allocated to different releases of the same interface shall be contained in the Vendor-Specific-Application-Id AVP in the Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands.
5.5
Item 4: Setting of a new Application-Id
5.5.1
Proposal 1

Follow IETF RFC 3588 guidelines on defining new application id.  Diameter Base defines that a new application-id shall be defined when new AVPs with M-bit set are defined in a Diameter application.

5.5.2
Proposal 2
A new Application-Id shall be defined when one or more of the conditions below are true:

-
New AVPs with "M" bit set are defined in a Diameter application;

-
Existing AVPs are re-used with "M" bit set in a Diameter application;

-
New values are added to an existing AVP with "M" bit set in a Diameter application;
Editor’s Note: In the case of no confusion or inter-operability problems caused, it is FFS whether creation of a new application identifier can be avoided when one or more conditions above are true.
5.6
Item 5: New Values to an existing enumerated AVP
5.6.1
Proposal 1

Adding new values to an existing AVP with "M" bit set shall lead to creation of a new application identifier.
5.6.2
Proposal 2

If a Diameter peer receives a supported enumerated AVP with some values unknown, the Diameter peer could ignore these unknown values. If the “M” bit is set for the AVP, this might be to indicate that some existing values need to be understood. If some new values are added, a new application identifier is only required if all receivers shall understand them. . 
5.6.3     Proposal 3

If a Diameter peer receives a supported enumerated AVP with some values unknown, the Diameter peer could ignore these unknown values. If the “M” bit is set for the AVP, this might be to indicate that some existing values need to be understood. A new application identifier and new AVP code are required only if all receivers shall understand the values that are add.
End of Changes to 3GPP TR 29.909 v0.2.0













