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1 Introduction

This discussion paper outlines some of the main issues regarding Diameter practices in 3GPP and presents proposals on implementing Diameter on 3GPP applications.

2. Background
2.1 Understanding of Diameter AVPs with M-bit set

There are many interpretations on the method that mandatory AVPs are supported on Diameter applications.  However, according to draft-ietf-dime-app-design-guide-03.  Diameter nodes that receives these AVPs has to understand not only their vaues but their semantics and usage as well.  It is also important to note that a Diameter entity (eg. Diameter client) is not required to always sending AVPs that have an M-bit set.
It is a common practice in some 3GPP groups where 3GPP-specific AVPs are always defined with the M-bit set.  We believe that such procedure should not be followed since it introduces ambiguities on the Diameter application-id

2.2 Diameter application id

The main necessity of the application-id is to differentiate between different Diameter applications.  A new application-id on the same Diameter application is required when new functionalities are added on such application.  The most common reason of requiring a new id is the addition of new AVPs with M-bit set.
2.3 Re-use of AVPs from different SDOs
In many cases 3GPP re-uses AVPs from different SDOs.  For example, Diameter Rx incorporates AVPs from TISPAN.  Such AVPs may have different vendor-id, from the Diameter application that this AVP will be re-used.  It is not clear on how such AVPs must be configured.
3. Proposals
For each of the aforementioned issues we propose the following

· Setting of 3GPP AVPs with the M-bit set

The M-bit shall be set as described in the Diameter RFC, that is only if it is required that the Diameter server must process such AVP.  Hence, if an AVP is informational only and ignoring it doesn’t affect the overall functionality, it should be set with the M bit cleared, otherwise the M bit should be set. Such procedure would alleviate issues of always requiring a new application id, especially on cross-release Diameter applications.

· Setting of Diameter application-id
A new application-id shall be set when AVPs with the M-bit set are added.  For cross-release applications, at most one new Diameter application may be defined for each 3GPP release, if required.
· Re-use of AVPs from other Diameter application or from Diameter applications of different SDOs
If existing AVPs from other applications are re-used on a new application, the body of such AVP must remain unchanged (eg. keep the original vendor-id and AVP code).  In order to support such AVP on the new application the vendor-id shall be added on the Supported-Vendor-Id AVP during capability exchange negotiations.
Based on the proposals above we propose the following additions on TR 29.909
*** Start of Changes ***

5
Proposed Rules

Editor’s note: The present subclause is give some recommendations for Diameter usage based on 3GPP status, IETF's ongoing work, etc.

5.x Inclusion of M-bit on AVPs

According to IETF RFC 3588 [xx] clause 1.2.4, an AVP shall be sent with the M-bit set only when it is required to be understood by the Diameter server.  A Diameter client, server, proxy or translation agent receiving such AVP shall behave according to clause 4.1 of IETF RFC 3588 [xx].
5.y Setting of the Application-Id
A new application-id shall be defined when new AVPs with M-bit set are defined in a Diameter application.  For cross-release Diameter applications, at most one new Diameter application id for each 3GPP release may be defined. 
5.z Re-use of AVPs
There are cases where new or existing Diameter applications incorporate AVPs defined in different Diameter applications.  The re-used AVPs shall not be modified.  For example, the re-used AVP shall be configured with the original Vendor-Id, AVP code and M-bit status.  In order to support the re-used AVP, during capability negotiation the Supported-Vendor-Id shall be configured to include the vendor-id of the re-used AVPs.  
*** End of Changes ***
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