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1 Introduction
During the S2#59 it was discussed that several use cases denote the need to certify the “access type” used by an IMS client. The trustiness and “freshness” of such information may depend on its final usage by the IMS; at a first stage we could limit ourselves to distinguish between "macro" access types, e.g. 3GPP [GERAN/UTRAN], xDSL, WIMAX and 3GPP2.

For example:

1. the P-CSCF may use the “access type” information (e.g. 3GPP, xDSL) to trigger the proper Authentication Procedure at the S-CSCF; 

2. an IMS AS (e.g. Instant Messaging) may use the “access type” (e.g. 3GPP, fixed access) to apply proper charging;

3. IMS may certify the access type used by the terminating party to apply the correct termination fee.

How to transport this kind of information over SIP signaling is a matter of CT1, where the issue begun to be discussed as well (see C1-072338). Nevertheless in SA2 it has been proposed to collect “in a trusted way” the information related to the access network type relying on the capabilities that the PCC architecture offers to the IM Subsystem. For this reason this issue should be discussed and solved in CT3.
Please keep into consideration that SA2 agreed a Rel-8 CR (S2-073835) to the 3GPP TS 23.228 which introduces a new functional requirement for the P-CSCF:

“Ensure that the SIP messages received from the UE to the SIP server (e.g. S-CSCF) contain the correct or up‑to‑date information about the access network type currently used by the UE, when the information is available from the access network”.
2 Discussion
To certify the “access type” used by an IMS client means that:

a. it shall be possible for the IM Subsystem to know “in a trusted way” the access type the UE is currently using;

b. it shall be possible for the IMS to use such a “trusted” information to provide services like the examples listed above (bullets 1 … 3) 

During the last S2#59 it was proposed to collect “in a trusted way” the information related to the access network type relying on the capabilities that the PCC architecture offers to the IM Subsystem. That’s why the issue should be discussed and solved in CT3. 
According to TS 29.212 (section 4.5 “PCC procedures over Gx reference point”), at IP-CAN session establishment the PCEF shall send a CC-Request, via the Gx reference point, supplying user identification and other attributes to allow the PCRF to identify the rules to be applied. Two of the attributes to have to include consists of 
· the type of IP-CAN;

· in case of IP-CAN = 3GPP, the type of RAT.
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The way to transport, inside CCR message, the information about the IP-CAN is the IP-CAN-Type AVP. According to TS 29.212 and thanks also to the two CRs discussed and approved last CT3#45 meeting (C3-070704 and C3-070875), it was defined that:
“The IP-CAN-Type AVP shall always be present during the IP-CAN session establishment. During an IP-CAN session modification, this AVP shall be present when there has been a change in the IP-CAN type and the PCRF requested to be informed of this event. The Event-Trigger AVP with value IP-CAN CHANGE shall be provided together with the IP-CAN-Type AVP.
The following values are defined:
3GPP (0)

This value shall be used to indicate that the IP-CAN is associated with a 3GPP access and is further detailed by the 3GPP-RAT-Type AVP.

DOCSIS (1)

This value shall be used to indicate that the IP-CAN is associated with a DOCSIS access.

xDSL (2)

This value shall be used to indicate that the IP-CAN is associated with an xDSL access.

WiMAX (3)

This value shall be used to indicate that the IP-CAN is associated with a WiMAX access (IEEE 802.16).

3GPP2 (4)

This value shall be used to indicate that the IP-CAN is associated with a 3GPP2 access.”
In case of 3GPP access, the 3GPP-RAT-Type AVP is sent as well. According to TS 29.212:

“This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a RAT change PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request because of a RAT change. The new RAT type shall be provided in the 3GPP-RAT-Type AVP. Applicable only for GPRS.”
According to TS 29.060, the possible RAT type values are indicated in the following table:

	RAT Type values
	Value(s) (Decimal)

	<reserved>
	0

	UTRAN
	1

	GERAN
	2

	WLAN
	3

	GAN
	4

	<spare>
	5-255


The use of this AVP allows in special way to discriminate between UTRAN/GERAN and WLAN, due to the different characteristics of the two “families” of access networks.
In this way the PCC is able to provide, if requested by the AF (e.g. by the P-CSCF), the information related to the access network type. 

How to provide this information to the AF is a matter of discussion in this document, because up to now there is not a mechanism to forward the type of IP-CAN and RAT towards the Rx reference point.
The approach we would like to suggest is to update the PCC procedures inside TS 29.214 in case of:
· initial provisioning of the session information, when a new AF session is being established and media information for this AF session is available at the AF;
· modification of the session information, when the AF modifies the session information (e.g. due to an AF session modification or internal AF trigger), and an IP-CAN change could be happened.  
Both the cases foresee that the AF (in particular, the P-CSCF) shall send an AA-Request command to the PCRF. The information the AF would aim to obtain is the type of IP-CAN and RAT used for the specific AF session. The PCRF has the capabilities to provide to the IM Subsystem this information by replying with an AA-Answer to the AF in response to the AAR command.
Keep in mind that “The AF may request notifications of specific IP-CAN session events through the usage of the Specific-Action AVP in the AA-Request command. The PCRF shall make sure to inform the AF of the requested notifications in the event that they take place”. In this case, another message where to include information regarding the type of IP-CAN and RAT used is the RA-Request command from the PCRF to the AF. The RAR command is sent by the PCRF to the AF in order to indicate an Rx specific action.  
In order to enable this procedure acted to facilitate P-CSCF access awareness the following steps are to be taken into account:

· to provide inside the AAA message and possibly into the RAR message specific AVPs to transport the access type information. The most suitable AVPs to offer this service could be the IP-CAN-Type AVP and the 3GPP-RAT-Type AVP, already used over Gx reference point.
· to add, among the values of Specific-Action AVP, also the case of “RAT change” without IP-CAN change.
3
Proposal
It is proposed to discuss the issue, to collect feedbacks on the proposed solution to transport access type information towards the AF in order to enable P-CSCF awareness of the Access Network. If CT3 agrees on a solution, Telecom Italia can provide the related CRs for TS 29.214 and TS 29.213 for the next CT3 meeting.
_1209449809.doc


SPR







9. 	Install PCC Rules.,



 Ppolicy enforcement











8. 	Diameter CCA











10. 	Establish IP CAN  Session Response







GW







If the PCRF needs subscription-related information and does not have it 



If the PCRF does not have the subscriber's subscription related



information







5. 	Profile Response







PCRF







2. 	Diameter CCR







6. 	PCC Rules Decision,�Policy Decision







Legend:



	       	Mandatory



                	Conditional 







1. 	Establish IP CAN Session Request







3. 	Store Information







7. 	Store PCC Rules 







4. 	Profile Request







Legend:



	      Mandatory



               Conditional 












































































