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*** 1st change ***

4.4.X
Supporting for NAT Devices
Depending on the application, in the Service Information provision, the AF may provide candidate addresses of UE and remote peer. When the AF obtains candidate addresses information from SDP or SIP message, the AF should provide the address information to PCRF with the Candidate-Address AVP(s) which can present within AAR message or Media-Sub-Component AVP. According to candidate address provision, the PCRF shall complete session binding and PCC decision by choose suitable address.
If there is Candidate-Address AVP(s) in AAR message, PCRF shall try to complete session binding with address in Candidate-Address AVP(s) when session can not be completed with Framed-IP-Address AVP or Framed-IPv6-Prefix AVP.

If there are multiple Candidate-Address AVP(s) which is the type of peer address in Media-Sub-Component AVP, the corresponding Flow-Description AVP should be used to deduce multiple IP filters in PCC rules. The number of IP filters deduced from one Flow-Description AVP should be equal to the number of peer address. The remote address (destination in downlink or source in uplink) in IP filters are the corresponding peer addresses.
If there is Candidate-Address AVP which is the type of relay address, an additional IP filter which remote address (source in downlink or destination in uplink) is listen address of relay server should be constructed for every Flow-Description AVP.

Editor’s note: For the PCRF, how to get the listen address of relay server is FFS.

All UE’s side addresses in IP filter (destination in downlink or source in uplink) should be decided through the result of session binding. If session binding is completed with UE’s host address, the UE’s side addresses in IP filter should be corresponding UE’s host address provided in Media-Sub-Component AVP; if session binding is completed with UE’s reflexive address, the UE’s side addresses in IP filter should be corresponding UE’s reflexive address provided in Media-Sub-Component AVP.
Note: The Candidate-Address AVP in AAR message is not always consistent with the Candidate-Address AVP in Media-Sub-Component AVP.
*** 2nd change ***
5.3
Rx specific AVPs

Table 5.3.1 describes the Diameter AVPs defined for the Rx interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415).

NOTE:
Most of these AVPs have already been defined in 3GPP TS 29.209 [5] for Rel-6. Their definition is based on the one used for Rel-6 with some possible modifications to be applied to the Rel-7 protocols.

Table 5.3.1: Rx specific Diameter AVPs 

	
	AVP Flag rules (note 1)
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (note 2)
	Must
	May
	Should not
	Must not
	May Encr.

	Abort-Cause
	500
	5.3.1
	Enumerated
	M,V
	P
	
	
	Y

	Access-Network-Charging-Address
	501
	5.3.2
	Address
	M,V
	P
	
	
	Y

	Access-Network-Charging-Identifier
	502
	5.3.3
	Grouped
	M,V
	P
	
	
	Y

	Access-Network-Charging-Identifier-Value
	503
	5.3.4
	OctetString
	M,V
	P
	
	
	Y

	Acceptable-Service-Info
	526
	5.3.24
	Grouped
	M,V
	P
	
	
	Y

	AF-Application-Identifier
	504
	5.3.5
	OctetString
	M,V
	P
	
	
	Y

	AF-Charging-Identifier
	505
	5.3.6
	OctetString
	M,V
	P
	
	
	Y

	Address-Port
	xxx
	5.3.xx
	Unsigned32
	M,V
	P
	
	
	Y

	Address-Type
	xxx
	5.3.xx
	Enumerated
	M,V
	P
	
	
	Y

	Codec-Data 
	524
	5.3.7
	OctetString
	M,V
	P
	
	
	Y

	Candidate-Address
	xxx
	5.3.xx
	Grouped
	M,V
	P
	
	
	Y

	Flow-Description
	507
	5.3.8
	IPFilterRule
	M,V
	P
	
	
	Y

	Flow-Number
	509
	5.3.9
	Unsigned32
	M,V
	P
	
	
	Y

	Flows
	510
	5.3.10
	Grouped
	M,V
	P
	
	
	Y

	Flow-Status
	511
	5.3.11
	Enumerated
	M,V
	P
	
	
	Y

	Flow-Usage
	512
	5.3.12
	Enumerated
	M,V
	P
	
	
	Y

	Service-URN
	525
	5.3.23
	OctetString
	M,V
	P
	
	
	Y

	Specific-Action
	513
	5.3.13
	Enumerated
	M,V
	P
	
	
	Y

	Max-Requested-Bandwidth-DL
	515
	5.3.14
	Unsigned32
	M,V
	P
	
	
	Y

	Max-Requested-Bandwidth-UL
	516
	5.3.15
	Unsigned32
	M,V
	P
	
	
	Y

	Media-Component-Description
	517
	5.3.16
	Grouped
	M,V
	P
	
	
	Y

	Media-Component-Number
	518
	5.3.17
	Unsigned32
	M,V
	P
	
	
	Y

	Media-Sub-Component AVP
	519
	5.3.18
	Grouped
	M,V
	P
	
	
	Y

	Media-Type
	520
	5.3.19
	Enumerated
	M,V
	P
	
	
	Y

	RR-Bandwidth
	521
	5.3.20
	Unsigned32
	M,V
	P
	
	
	Y

	RS-Bandwidth
	522
	5.3.21
	Unsigned32
	M,V
	P
	
	
	Y

	Service-Info-Status
	527
	5.3.25
	Enumerated
	M,V
	P
	
	
	Y

	SIP-Forking-Indication
	523
	5.3.22
	Enumerated
	M,V
	P
	
	
	Y

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [10].

NOTE 2:
The value types are defined in RFC 3588 [10].


*** 3rd change ***

5.3.18
Media-Sub-Component AVP

The Media-Sub-Component AVP (AVP code 519) is of type Grouped, and it contains the requested QoS bitrate and filters for the set of IP flows identified by their common Flow-Identifier. The Flow-Identifier is defined in Annex B.
Possible Bandwidth information and Flow-Status information provided within the Media-Sub-Component AVP takes precedence over information within the encapsulating Media Component Description AVP. If a Media-Sub-Component- AVP is not supplied, or if optional AVP(s) within a Media-Sub-Component AVP are omitted, but corresponding information has been provided in previous Diameter messages, the previous information for the corresponding IP flow(s) remains valid, unless new information is provided within the encapsulating Media‑Component-Description AVP. If Flow-Description AVP(s) are supplied, they replace all previous Flow‑Description AVP(s), even if a new Flow-Description AVP has the opposite direction as the previous Flow‑Description AVP.

All IP flows within a Media-Sub-Component- AVP are permanently disabled by supplying a Flow Status AVP with value "REMOVED". The server may delete corresponding filters and state information.

AVP format:

Media-Sub-Component ::= < AVP Header: 519 >







{ Flow-Number }      

   ; Ordinal number of the IP flow







0*2[ Flow-Description ]        ; UL and/or DL







[ Flow-Status ]







[ Flow-Usage ]







[ Max-Requested-Bandwidth-UL ]







[ Max-Requested-Bandwidth-DL ]

                        *[ Candidate-Address]
*** 4th change ***

5.3.xx
Candidate-Address AVP

The Candidate-Address AVP (AVP code xxx) is of type Grouped, and it contains the candidate IP address, port and candidate address type. The Candidate-Address may be based on the SDP or SIP information exchanged between the AF and UE. The Candidate-Address may be used by the PCRF for session binding and PCC filter decision.
Multiple Candidate-Address AVP may be included within one Diameter message when multiple addresses need to be transported.

When present within an AA-Request Diameter command, Candidate-Address AVP(s) is used to provide the address information for session binding; when present within Media-Sub-Component AVP(s), Candidate-Address AVP is used to provide the address information for IP filter decision.
AVP format:

Candidate-Address ::= < AVP Header: xxx >







[ Framed-IP-Address ]






[ Framed-IPv6-Prefix ] 







[ Address-Port ]







[ Address-Type ]

*** 5th change ***

5.3.xx
Address-Port AVP

The Address-Port AVP (AVP code xxx) is of type Unsigned32, and it indicates the port number of candidate address.
*** 6th change ***

5.3.xx
Address-Type AVP

The Address-Type AVP (AVP code xxx) is of type Enumerated, and provides information about type of network address. The address type indicate the type of candidate address in the same way as the ICE procedure defined in RFC 3489 [XX] and draft-ietf-behave-turn-04[XX]. The following values are defined:
HOST (0)

This value is used to indicate that candidate address is host address.
SERVER_REFLEXIVE (1)

This value is used to indicate that candidate address is server reflexive address.
PEER_REFLEXIVE (2)

This value is used to indicate that candidate address is peer reflexive address.
RELAY (3)

This value is used to indicate that candidate address is relay address.
PEER (4)

This value is used to indicate that candidate address is remote peer address, i.e. addresses provided by remote node. 
OTHER (5)


This value is used to indicate that other address is used (e.g., the address obtained from “via” lines in SIP message).
*** 7th change ***
5.4
Rx re-used AVPs

Table 5.4.1 lists the Diameter AVPs re-used by the Rx reference point from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their usage within the Rx reference point. Other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 5.4.1, but they are re-used for the Rx protocol.
Table 5.4.1: Rx re-used  Diameter AVPs
	Attribute Name
	Reference
	Comments

	Subscription-Id
	RFC 4006 [14]
	The identification of the subscription (IMSI, MSISDN, etc.)

	Reservation-priority
	TS 183.017 [15]
	The vendor-id shall be set to ETSI (13019) [15].

The support of this AVP shall be advertised in the capabilities exchange mechanisms (CER/CEA) by including the ETSI parameter in the Supported-Vendor-Id AVP. 

	Framed-IP-Address
	RFC 4005 [12]
	The valid routable IPv4 address that is applicable for the IP Flows towards the UE at the PCEF. The PCRF shall use this address to identify the correct IP‑CAN session (session binding). It also can be used as UE’s candidate address provided to PCRF. For example, the IP address may actually be that of the network interface of a NAT device between the UE and the GW. The values 

0xFFFFFFFF and 0xFFFFFFFE are not applicable as described in RFC 4005 [12].

	Framed-IPv6-Prefix
	RFC 4005 [12]
	The valid routable IPv6 address prefix that is applicable for the IP Flows towards the UE at the PCEF. The PCRF shall use this address to identify the correct IP-CAN session (session binding). It also can be used as UE’s candidate address provided to PCRF. For example, the IP address may actually be that of the network interface of a NAT device between the UE and the GW.

The encoding of the value within this Octet String type AVP shall be as defined in RFC 3162 [20], clause 2.3. The "Reserved", "Prefix-Length" and "Prefix" fields shall be included in this order.


*** 8th change ***

5.6.1
AA-Request (AAR) command

The AAR command, indicated by the Command-Code field set to 265 and the 'R' bit set in the Command Flags field, is sent by an AF to the PCRF in order to provide it with the Session Information.

Message Format:

<AA-Request> ::= < Diameter Header: 265, REQ, PXY >





 < Session-Id >





 { Auth-Application-Id }





 { Origin-Host }





 { Origin-Realm }





 { Destination-Realm }





 [ AF-Application-Identifier ]





*[ Media-Component-Description ]




 [Service-Info-Status ]





 [ AF-Charging-Identifier ]





 [ SIP-Forking-Indication ]





*[ Specific-Action ]





*[ Subscription-ID ]





 [ Reservation-Priority ]





 [ Framed-IP-Address ]





 [ Framed-IPv6-Prefix ]





 [ Service-URN ]




*[ Candidate-Address]




 [ Origin-State-Id ]





*[ Proxy-Info ]





*[ Route-Record ]





*[ AVP ]

*** End of Changes ***
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