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1. modified Clause
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication and/or edition number or version number) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 29.210: "Charging Rule Provisioning over Gx Interface".
[3]

3GPP TS 29.207: "Policy control over Go interface".

[4]

3GPP TS 29.208: "End-to-end Quality of Service (QoS) signalling flows".

[5]

IETF RFC 3588: "Diameter Base Protocol".

[6]
IETF RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth".

[7]

3GPP TS 23.203: "Policy Control and Charging architecture".

[8]
3GPP TS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS) parameter mapping".
[9]

IETF RFC 4006: "Diameter Credit Control Application".

[10]

3GPP TS 29.214: "Policy and Charging Control over Rx reference point".

[11]

3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[12]

IETF RFC 4005: "Diameter Network Access Server Application".

[13]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification".
[14]
3GPP TS 29.229: "Cx and Dx interfaces based on Diameter protocol; Protocol details".
[15]
IETF RFC 3162: "Radius and IPv6".
[16]
draft-ietf-ecrit-service-urn-05 (Augustl 2006): "A Uniform Resource Name (URN) for Services".

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

2. modified Clause

4.3.1
PCC Rule Definition

The purpose of the PCC rule is to:
-
Detect a packet belonging to a service data flow.

-
The service data flow filters within the PCC rule are used for the selection of downlink IP CAN bearers.

-
The service data flow filters within the PCC rule are used for the enforcement that uplink IP flows are transported in the correct IP CAN bearer.

-
Identify the service the service data flow contributes to.

-
Provide applicable charging parameters for a service data flow.

-
Provide policy control for a service data flow.
-
Indicate that the service data flow relates to an emergency session.
The PCEF shall select a PCC rule for each received packet by evaluating received packets against service data flow filters of PCC rules in the order of the precedence of the PCC rules.. When a packet matches a service data flow filter, the packet matching process for that packet is completed, and the PCC rule for that filter shall be applied.

There are two different types of PCC rules as defined in [7]:

-
Dynamic PCC rules. Dynamically provisioned by the PCRF to the PCEF via the Gx interface. These PCC rules may be either predefined or dynamically generated in the PCRF. Dynamic PCC rules can be activated, modified and deactivated at any time.
-
Predefined PCC rules. Preconfigured in the PCEF. Predefined PCC rules can be activated or deactivated by the PCRF at any time. Predefined PCC rules within the PCEF may be grouped allowing the PCRF to dynamically activate a set of PCC rules over the Gx reference point.

NOTE:
The operator may define a predefined PCC rule, to be activated by the PCEF. Such a predefined rule is not explicitly known in the PCRF and not under the control of the PCRF.

A PCC rule consists of:

-
a rule name;
-
service identifier;
-
service data flow filter(s);
-
gate status;
-
QoS parameters;
-
charging key (i.e. rating group);
-
other charging parameters.
-
an indication of emergency session.
The rule name shall be used to reference a PCC rule in the communication between the PCEF and the PCRF.
The service identifier shall be used to identify the service or the service component the service data flow relates to.
The service flow filter(s) shall be used to select the traffic for which the rule applies.
The gate status indicates whether the service data flow, detected by the service data flow filter(s), may pass (gate is open) or shall be discarded (gate is closed) in uplink and/or in downlink direction.
The QoS information includes the QoS class identifier (authorized QoS class for the service data flow) and authorized bitrates for uplink and downlink.
The charging parameters define whether online and offline charging interfaces are used, what is to be metered in offline charging, on what level the PCEF shall report the usage related to the rule, etc.
For different PCC rules with overlapping service data flow filter, the precedence of the rule determines which of these rules is applicable. PCC rule also includes Application Function record information for enabling charging correlation between the application and bearer layer if the AF has provided this information via the Rx interface. For IMS this includes the IMS Charging Identifier (ICID) and flow identifiers.
The indication of emergency session may be used by the IP-CAN to prioritise emergency services traffic.
3. modified Clause

4.5.5a
Indication of Emergency Service
The PCRF may indicate to the PCEF that a PCC rule or IP CAN bearer is used for emergency traffic. If the PCEF performs the IP CAN bearer binding, only the indication that a PCC Rule is used for emergency traffic is applicable.
Upon reception of an Indication of Emergency Service, the IP CAN may priortise the related traffic, e.g. by priortising the related IP CAN bearer. The method of performing this priorisation is IP CAN type dependent.
To indicate that the service data flow of a PCC rule relates to emergency traffic, the PCRF shall supply the Emergency-Indication AVP in the Authorized-QoS AVP within the corresponding Charging-Rule-Definition AVP. The PCRF may also activate PCC rules predefined at the PCEF, where the emergency indication is part of the predefined contents.
If the PCRF performs the IP CAN bearer binding, it may indicate that an IP CAN bearer relates to emergency traffic. This indication may be performed separately or in combination with the the PCC rule provisioning procedure. To perform this indication the PCRF shall supply the Bearer-Identifier AVP and the Emergency-Indication AVP in a Authorized-QoS AVP directly within a CCA or RAR Diameter message, i.e. outside a Charging-Rule-Definition AVP. If the PCEF does not perform the IP CAN bearer binding, the PCEF shall use this information provided within the Emergency-Indication AVP in a Authorized-QoS AVP directly within a CCA or RAR Diameter message to decide about a priorisation of an IP CAN bearer.
4. modified Clause

5.3
Gx specific AVPs 

Table 5.3.1 describes the Diameter AVPs defined for the Gx reference point, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-Id header of all AVPs defined in the present document shall be set to 3GPP (10415). 

Table 5.3.1: Gx specific Diameter AVPs 

	
	AVP Flag rules (note 1)
	
	

	Attribute Name
	AVP Code
	Clause defined
	Value Type (note 2)
	Must
	May
	Should not
	Must not
	May Encr.
	Acc. type

	Access-Network-Charging-Identifier-Gx
	1022
	5.3.23
	Grouped
	M,V
	P
	
	
	Y
	All

	Authorized-QoS
	1016
	5.3.16
	Grouped
	M,V
	P
	
	
	Y
	FFS

	Bearer-Identifier
	1020
	5.3.20
	OctetString
	M,V
	P
	
	
	Y
	GPRS

	Bearer-Operation
	1021
	5.3.21
	Enumerated
	M,V
	P
	
	
	Y
	GPRS

	Bearer-Usage
	1000
	5.3.1
	Enumerated
	M,V
	P
	
	
	Y
	FFS

	Charging-Rule-Install
	1001
	5.3.2
	Grouped
	M,V
	P
	
	
	Y
	All

	Charging-Rule-Remove
	1002
	5.3.3
	Grouped
	M,V
	P
	
	
	Y
	All

	Charging-Rule-Definition
	1003
	5.3.4
	Grouped
	M,V
	P
	
	
	Y
	All

	Charging-Rule-Base-Name
	1004
	5.3.5
	UTF8String
	M,V
	P
	
	
	Y
	All

	Charging-Rule-Name
	1005
	5.3.6
	OctetString
	M,V
	P
	
	
	Y
	All

	Charging-Rule-Report
	1018
	5.3.18
	Grouped
	M,V
	P
	
	
	Y
	All

	Emergency-Indication
	102x
	5.3.x
	Enumerated
	M,V
	P
	
	
	Y
	All

	Event-Trigger
	1006
	5.3.7
	Enumerated
	M,V
	P
	
	
	Y
	All

	Metering-Method
	1007
	5.3.8
	Enumerated
	M,V
	P
	
	
	Y
	All

	Offline
	1008
	5.3.9
	Enumerated
	M,V
	P
	
	
	Y
	All

	Online
	1009
	5.3.10
	Enumerated
	M,V
	P
	
	
	Y
	All

	Precedence
	1010
	5.3.11
	Unsigned32
	M,V
	P
	
	
	Y
	All

	Reporting-Level
	1011
	5.3.12
	Enumerated
	M,V
	P
	
	
	Y
	All

	PCC-Rule-Status
	1019
	5.3.19
	Enumerated
	M,V
	P
	
	
	Y
	All

	QoS-Class
	1017
	5.3.17
	Enumerated
	M,V
	P
	
	
	Y
	All

	TFT-Filter
	1012
	5.3.13
	IPFilterRule
	M,V
	P
	
	
	Y
	GPRS

	TFT-Packet-Filter-Information
	1013
	5.3.14
	Grouped
	M,V
	P
	
	
	Y
	GPRS

	ToS-Traffic-Class
	1014
	5.3.15
	OctetString
	M,V
	P
	
	
	Y
	GPRS

	NOTE 1:
The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see RFC 3588 [4].

NOTE 2: 
The value types are defined in RFC 3588 [4].


5. modified Clause

5.3.16
Authorized-QoS AVP (All access types)

The Authorized-QoS AVP (AVP code 1016) is of type Grouped, and it defines the maximum QoS that is authorized for an IP-CAN bearer or service flow. The QoS class defines the maximum authorized QoS class. The Maximum-Requested-Bandwidth-UL defines the maximum bit rate allowed for the uplink direction. The Maximum-Requested-Bandwidth-DL defines the maximum bit rate allowed for the downlink direction. The Emergency-Indication may be used by the IP-CAN to prioritise emergency service traffic.
The Bearer Identifier AVP shall be included as part of Authorized-QoS AVP if the authorized QoS of an IP CAN bearer initiated by the UE is being provisioned and the PCRF performs the bearer binding. The Bearer Identifier AVP identifies this bearer.

If the Authorized-QoS AVP has been supplied previously but is omitted in a Diameter message or AVP, the previous information remains valid. If the Authorized-QoS AVP has not been supplied previously and is omitted in a Diameter message or AVP, no enforcement of the authorized QoS shall be performed.

AVP Format:

Authorized-QoS ::= 
< AVP Header: 1016 >






[ QoS-class ]






[ Maximum-Requested-Bandwidth-UL ]






[ Maximum-Requested-Bandwidth-DL ]





    [ Emergency-Indication ]






[ Bearer-Identifier ]

6. modified Clause

5.3.x
Emergency-Indication AVP (All access types)

The Emergency-Indication AVP (AVP code 102x) is of type Enumerated, and it indicates if a PCC rule or IP CAN bearer is used for emergency traffic. The following values are defined:

None (0)

This value indicates that a PCC rule or IP CAN bearer is not used for emergency traffic. This is the default value applicable if the AVP has not been supplied for a PCC rule or IP CAN bearer. The value may be supplied to overwrite a previous indication that an IP CAN bearer or PCC rule is used for emergency traffic.
SOS (1)

This value shall be used to indicate that the traffic relates to an SOS service type, as defined in [15].
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