

	
[bookmark: _Hlk520728045]TSG-CT WG3 Meeting #110-e	C3-203621
E-Meeting, 2nd – 11th June 2020													(Revision of C3-203344)
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	29.523
	CR
	0023
	rev
	1
	Current version:
	15.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Corrections on supported features definition

	
	

	Source to WG:
	Huawei

	Source to TSG:
	CT3

	
	

	Work item code:
	5GS_Ph1-CT
	
	Date:
	2020-05-26

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	1. The suppFeat attribute within PcEventExposureSubsc is mandatory in the mainbody but not mandatory in the OpenAPI file, since the OpenAPI file take more preference, it’s proposed to change the attribute to be conditional in the mainbody.
Proposal 1: change the attribute to be conditional in the mainbody
2. During GET operation, as described in TS 29.500 subclause 6.6.2 as follows:
The HTTP client acting as NF service consumer may include a query parameter (e.g. "supported-features") of the SupportedFeatures data type defined in 3GPP TS 29.571 [13] in HTTP GET requests to fetch resource(s) associated to the NF Service Consumer of 5G API. This query parameter indicates which of the optional features defined for the corresponding service are supported by the HTTP client. The HTTP server shall determine the supported features for the corresponding resource(s) by comparing the supported features indicated by the client with the supported features the HTTP server supports. Features that are supported both by the client and the server are supported for the resource(s);
Hence, the PCF as the service provider needs to know the features supported by the NF service consumer, and based on that, to determine the features supported by both the PCF and the NF service consumer.
[bookmark: _GoBack]Proposal 2: Remove in PcEventExposureSubsc data type that the PCF shall include the attribute of the SupportedFeatures data type indicating those features in the HTTP GET response due to no supported feature attribute is provided in the HET request.
3. The cardinality for eventsRepInfo within PcEventExposureSubsc is incorrect.

	
	

	Summary of change:
	1. Correct the suppFeat attribute within PcEventExposureSubsc.
2. Correct the cardinality for eventsRepInfo within PcEventExposureSubsc.

	
	

	Consequences if not approved:
	Incorrect definition of supported features and cardinality.
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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
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Table 5.6.2.2-1: Definition of type PcEventExposureSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventSubs
	array(PcEvent)
	M
	1..N
	Subscribed Policy Control events.
	

	eventsRepInfo
	ReportingInformation
	O
	0..1
	Represents the reporting requirements of the subscription.
	

	groupId
	GroupId
	C
	0..1
	Represents an internal group identifier and identifies a group of UEs. It shall be present when the subscription is targeting a Group of UE(s).
	

	filterDnns
	array(Dnn)
	O
	1..N
	Represents the DNNs for which the policy event report shall apply. Each DNN is a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only. If omitted it represents any DNN.
	

	filterSnssais
	array(Snssai)
	O
	1..N
	Represents the S-NSSAIs for which the policy event report shall apply. If omitted it represents any S-NSSAI.
	

	filterServices
	array(ServiceIdentification)
	O
	1..N
	Represents the services for which the policy event report shall apply. If omitted, the policy event report shall apply for all the active services.
	ExtendedSessionInformation

	notifUri
	Uri
	M
	1
	Notification URI for Policy Control event reporting.
	

	notifId
	string
	M
	1
	Notification Correlation ID assigned by the NF service consumer.
	

	suppFeat
	SupportedFeatures
	MC
	0..1
	This IE represents a list of Supported features used as described in subclause 5.8. 
Shall be present in the HTTP POST request/response. (NOTE)In the HTTP POST request it represents the set of NF service consumer supported features. In the HTTP POST and GET responses it represents the set of PCF Event Exposure agreeable supported features.
	

	NOTE:	In the HTTP request, it represents the set of features supported by the NF service consumer. In the HTTP response, it represents the set of features supported by both the NF service consumer and the PCF.
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