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4.3.2.2.2
Request and get from NWDAF Analytics information

Figure 4.3.2.2.2-1 shows a scenario where the NF service consumer (e.g. PCF) sends a request to the NWDAF to request and get from NWDAF analytics information (as shown in 3GPP TS 23.288 [17]).


[image: image1.emf]NF service 

consumer

NWDAF

1. GET «/analytics?query_parameters

2. 200 OK


Figure 4.3.2.2.2-1: Requesting a NWDAF Analytics information

The NF service consumer (e.g. PCF) shall invoke the Nnwdaf_AnalyticsInfo_Request service operation when requesting the NWDAF analytics information. The NF service consumer shall send an HTTP GET request on the resource URI "{apiRoot}/nnwdaf-analyticsinfo/v1/analytics" representing the "NWDAF Analytics" (as shown in figure 4.3.2.2.2-1, step 1), to request analytics data according to the query parameter value of the "event-id" attribute. In addition, the following information may be provided:

-
common reporting requirement in the "ana-req" attribute as follows:

1)
identification of time window to which the subscription applies via identification of date-time(s) in the "startTs" and "endTs" attributes;

2)
preferred level of accuracy of the analytics in "accuracy" attribute; 
3)
percentage of sampling among impacted UEs in the "sampRatio" attribute; and/or

4)
maximum Number of Reports in the "maxReportNbr" attribute;
For different event types:
-
if the event is "LOAD_LEVEL_INFORMATION", it shall provide the event specific filter information within "event-filter" attribute including identification(s) of the network slice via:

1)
identification of network slice(s) in the "snssais" attribute; or

2)
any slices indication in the "anySlice" attribute.

-
if the feature "NfLoad" is supported and the event is "NF_LOAD", it shall provide:

1)
identification of target UE(s) to which the subscription applies by "supi" or "anyUE" in the "tgtUe" attribute; and

2)
identification of network slice(s) to which the subscription applies via identification of network slice(s) in the "snssais" attribute or any slices indication in the "anySlice" attribute;

and may provide:

1)
event specific filter information in the "event-filter" attribute:

a)
either list of NF instance IDs in the "nfInstanceIds" attribute or list of NF set IDs in the "nfSetIds" attribute if the identification of target UE(s) applies to all UEs;

b)
list of NF instance types in the "nfTypes" attribute; and

c)
maximum number of analytics entries expected for an analytics report in the "maxAnaEntry" attribute;

-
if the feature "UeMobility" is supported and the event is "UE_MOBILITY", it shall provide:

1)
identification of target UE(s) to which the subscription applies by "supi" or "intGroupId" attribute in the "tgt-ue" attribute;


and may provide:

1)
event specific filter information in the "event-filter" attribute:

a)
maximum number of analytics entries expected for an analytics report in the "maxAnaEntry" attribute; and

b)
identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;

-
if the feature "UeCommunication" is supported the event is "UE_COMM", it shall provide:

1)
identification of target UE(s) to which the subscription applies by "supi" or "intGroupId" attribute in the "tgt-ue" attribute;


and may provide:

1)
event specific filter information in the "event-filter" attribute:

a)
maximum number of analytics entries expected for an analytics report in the "maxAnaEntry" attribute;

b)
identification of the application as "appIds" attribute;

c)
identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;

d)
identification of DNN in the "dnns" attribute; and 

e)
network slice in the "snssais" attribute;

-
if the feature "NetworkPerformance" is supported and the event is "NETWORK_PERFORMANCE", it shall provide:

1)
identification of target UE(s) to which the subscription applies by "supi", "intGroupId" or "anyUe" attribute in the "tgt-ue" attribute; and

2)
The network performance types via "nwPerfTypes" attribute;


and may provide:

1)
event specific filter information in the "event-filter" attribute:

a)
maximum number of analytics entries expected for an analytics report in the "maxAnaEntry" attribute; and

b)
identification of network area to which the subscription applies via identification of network area by "networkArea" attribute (mandatory if "anyUe" attribute is set to true).

-
if the feature "ServiceExperience" is supported and the event is "SERVICE_EXPERIENCE", it shall provide:

1)
identification of target UE(s) to which the subscription applies by "supi", "intGroupId" or "anyUe" attribute in the "tgt-ue" attribute;

-
and may provide:

1)
event specific filter information in the "event-filter" attribute:

a)
identification of application(s) to which the subscription applies via "appIds" attribute;

b)
identification of network slice(s) by "snssais" attribute; 

c)
identification of DNN via identification of Dnn(s) by "dnns" attribute; 

d)
identification of user plane accesses to one or more DN(s) where applications are deployed via "dnais" attribute;

e)
identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;

f)
if "appIds" attribute is provided, the bandwidth requirement of each application by "bwRequs" attribute.

-
if the feature "QoSSustainability" is supported and the event is "QOS_SUSTAINABILITY", it shall provide:

1)
identification of network area to which the subscription applies via identification of network area by "networkArea" attribute; 
2)
QoS requirements via "qosRequ" attribute; and

3)
identification of target UE(s) to which the subscription applies by "anyUe" in the "tgtUe" attribute;

and may provide:

1)
identification of network slice(s) by "snssais" attribute;

-
if the feature "AbnormalBehaviour" is supported and the event is "ABNORMAL_BEHAVIOUR", it shall provide:

1)
identification of target UE(s) to which the subscription applies by "supi" , "intGroupId" or "anyUe" attribute in the "tgtUe" attribute; and

2)
either the expected analytics type via "exptAnaType" attribute or a list of exception Ids via "exptIds" attribute.


and may provide:

1)
identification of network area to which the subscription applies via identification of network area by "networkArea" attribute;

2)
identification of application to which the subscription applies via identification of application(s) by "appIds" attribute;

3)
identification of DNN to which the subscription applies via identification of application(s) by "dnns" attribute;
4) identification of network slice(s) by "snssais" attribute; and

5)
expected UE behaviour via "exptUeBehav" attribute.

-
if the feature "UserDataCongestion" is supported and the event is "USER_DATA_CONGESTION", it shall provide one of the following attributes:

1)
identification of network area to which the subscription applies by "networkArea" attribute within the "event-filter" attribute; or

2)
identification of UE via "supi" attribute within "tgt-ue" attribute.

Upon the reception of the HTTP GET request, the NWDAF shall:

-
analyse the requested analytic data according to the requested event
If the HTTP request message from the NF service consumer is accepted, the NWDAF shall respond with "200 OK" status code with the message body containing the analytics with parameters as relevant for the requesting NF service consumer. The AnalyticsData data structure in the response body shall include:

-
analytics with the corresponding information as described in subclause 4.2.2.4.2.

If the request NWDAF Analytics data does not exist, the NWDAF shall respond with "204 No Content".

If the feature "AbnormalBehaviour" is supported and the expected analytics type via "exptAnaType" attribute is received in figure 4.3.2.2.2-1, step 1, the NWDAF shall derive the corresponding Exception Ids from the expected analytics type as follows:

-
if "exptAnaType" attribute sets to "MOBILITY", the corresponding list of Exception Ids are "UNEXPECTED_UE_LOCATION" and "PING_PONG_ACROSS_CELLS";

-
if "exptAnaType" attribute sets to "COMMUN", the corresponding list of Exception Ids are "UNEXPECTED_LONG_LIVE_FLOW", "UNEXPECTED_LARGE_RATE_FLOW", "UNEXPECTED_WAKEUP", "SUSPICION_OF_DDOS_ATTACK", "WRONG_DESTINATION_ADDRESS", "TOO_FREQUENT_SERVICE_ACCESS", "ABNORMAL_TRAFFIC_VOLUME" and "UNEXPECTED_RADIO_LINK_FAILURES";

-
if "exptAnaType" attribute sets to "MOBILITY_AND_COMMUN", the corresponding list of Exception Ids includes all above derived exception Ids.

The derived list of Exception Ids are used by the NWDAF to inform the NF service consumer when UE’s behaviour is exceptional based on one or more Exception Ids within the list.
	End of changes
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