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*** Next Change ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

CSMA/CD
Carrier Sense Multiple Access/Collision Detection 

DHCPv4
Dynamic Host Configuration Protocol version 4

DHCPv6
Dynamic Host Configuration Protocol version 6

DN
Data Network
DR
Designated Router
GPSI
Generic Public Subscription Identifier
N3IWF
Non-3GPP InterWorking Function

PIM
Protocol-Independent Multicast
PIM-DM
Protocol-Independent Multicast- Dense Mode

PIM-SM
Protocol-Independent Multicast- Sparse Mode

PtP
Point-to-Point

RP
Rendezvous Point
SFD
Start Frame Delimiter

SMF
Session Management Function
SSC
Session and Service Continuity
UPF
User Plane Function

WAN
Wide Area Network

*** Next Change ***
15w
Interworking with DN (PIM)

15w.1
General

PIM (Protocol-Independent Multicast), including PIM-SM (Protocol-Independent Multicast-Sparse Mode, IETF RFC 7761 [4y]) and PIM-DM (Protocol-Independent Multicast- Dense Mode, IETF RFC 3973 [4z]), are commonly used to efficiently routing multicast groups that may span wide-area (and inter-domain) internets. 
The 3GPP network support IPTV multicast packets transmission over PDU Session as specified in 3GPP TS 23.316 [4x] clause 7.7.1. UPF acts as the PIM router which is clostest to UE and receive multicast packets originated from multicast source via perform PIM function. 

Based on local policy, UPF support either PIM-SM or PIM-DM or both.
15w.2
DN interworking Model of UPF for PIM
UPF shall acts as PIM router used for interworking with the IP network as illustrated in figure 15w.2-1.
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Figure 15w.2-1: The protocol stacks for the N6 reference point for PIM
PIM function in UPF shall interacts with PIM routers in IP network.

· In case of PIM-SM, PIM router in UPF acts as DR (Designated Router) which is clostest to UE and send register message to RP (Rendezvous Point). It receive multicast packets over shared tree from RP. Refer to IETF RFC 7761 [4y] for more details.

· In case of PIM-DM, PIM router in UPF sends Upstream Prune Messages to indicate that designated multicast traffic is not desired, It sends Upstream Graft message to re-join a previously pruned branch to the delivery tree. Refer to IETF RFC 3973 [4z] for more details.

*** End of Changes ***
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