Page 1



TSG-CT WG3 Meeting #102
C3-191159
Xi An, China, 8 - 12 April 2019                                                           (revision of)
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	29.513
	CR
	0059
	rev
	-
	Current version:
	15.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Remove NSI ID

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	C3

	
	

	Work item code:
	5GS_Ph1-CT
	
	Date:
	2019-04-08

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	The NSI ID is mentioned in the BSF service which is not required for binding query, the S-NSSAI is sufficient to distinguish different binding resource if there is IPv4 overlapping.


	
	

	Summary of change:
	Remove NSI ID from the whole specification.


	
	

	Consequences if not approved:
	Stage 3 specification is a misleading, and potentially may cause interoperability problems.

	
	

	Clauses affected:
	3.1, 3.2, 8.4.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


Additional discussion(if needed):
…
Proposed changes:

*** 1st Change ***
3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

*** Next Change ***
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

5GC
5G Core Network
5QI
5G QoS Identifier

AF
Application Function
AMBR
Aggregate Maximum Bit Rate
AMF
Access and Mobility Management Function
ARP
Allocation and Retention Priority
AW
Average Window
BSF
Binding Support Function

CHF
Charging Function

LBO
Local Breakout
MBR
Maximum Bitrate
MPD
Media Presentation Description
MPS
Multimedia Priority Service
NEF
Network Exposure Function
NRF
Network Repository Function

NWDAF
Network Data Analytics Function
PCC
Policy and Charging Control

PCF
Policy Control Function
PDB
Packet Delay Budget

PER
Packet Error Rate

PFD
Packet Flow Description
PFDF
Packet Flow Description Function
PL
Priority Level

QNC
QoS Notification Control

QoS
Quality of Service
SDP
Session Description Protocol
SEPP
Security Edge Protection Proxy
SMF
Session Management Function
S-NSSAI
Single Network Slice Selection Assistance Information
UDR
Unified Data Repository

UPF
User Plane Function
UPSI
UE policy section identifier
*** Next Change ***
8.4.2
Binding Support Function (BSF)
The BSF has the following characteristics:
a)
The BSF has information about the user identity, the DNN, the UE (IP or Ethernet) address(es) , S-NSSAI, the IPv4 address domain (if applicable) and the selected PCF address for a certain PDU session. This information is stored internally in the BSF.
b)
For the storage of binding information, the PCF utilizes the Nbsf_Management service of the BSF to register, update or remove the binding information from the BSF. The PCF ensures that the binding information is updated each time an IP address is allocated or released for the PDU Session or, for Ethernet PDU Sessions, each time the PCF is notified that a MAC address is taken into use or no more used in the PDU Session.
c)
For the retrieval of binding information, any NF, such as NEF or AF, that needs to discover the selected PCF for the tuple (UE address, DNN, SUPI, GPSI, S-NSSAI, IPv4 address domain) (or for a subset of this tuple) uses the Nbsf_Management_Discovery service operation as defined in 3GPP TS 29.521 [22].
d)
The BSF is able to proxy or redirect Rx requests based on the IP address of a UE. For any AF using Rx, such as P-CSCF, the BSF determines the selected PCF address according to the information carried by the incoming Rx requests.
It shall support the functionality of a proxy agent and a redirect agent as defined in IETF RFC 6733 [29]. The mode in which it operates (i.e. proxy or redirect) shall be based on operator’s requirements.
e)
The BSF may be deployed standalone or may be collocated with other network functions such as the PCF, UDR, NRF, and SMF.

NOTE:
Collocation allows combined implementation.
f)
The NF may discover the BSF via NRF by invoking the Nnrf_NFDiscovery service operation or based on local configuration. In case of via NRF the BSF registers the NF profile in NRF. The Range(s) of UE IPv4 addresses, Range(s) of UE IPv6 prefixes supported by the BSF may be provided to NRF.
*** End of Changes ***

