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	Reason for change:
	It is specified in stage 2 that the UE shall reattempt an emergency call in CS domain if IMS emergency call fails as follows;

TS23.167 section 7.3
If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice).
This error handling is already captured in NAS spec. For example, if the service request procedure for initiating a PDN connection for emergency bearer services is not accepted by the network in S1 mode, there is a choice for the UE to reattempt an emergency call via CS domain as follows;
TS24.301 section 5.6.1.5A
a)
inform the upper layers of the failure of the procedure; or

NOTE 1:
This can result in the upper layers requesting establishment of a CS emergency call (if not already attempted in the CS domain) or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [13D] can result in the emergency call being attempted to another IP-CAN.
The same handling can be applied for the case that TAU or Attach procedure for initiating a PDN connection for emergency bearer services is not accepted by the network. The same sentence is also described in TS24.008 for Iu mode. So, an error handling in EMM layer is already captured in stage 3 NAS spec.
Furthermore, if an emergency call fails in ESM layer, it is also specified that the UE shall retry an emergency call via CS domain as follows;
TS24.301 section 6.5.1.4.1
If the PDN CONNECTIVITY REQUEST message was sent with request type set to "emergency" in a stand-alone PDN connectivity procedure and the UE receives a PDN CONNECTIVITY REJECT message, then the UE may inform the upper layers of the failure to establish the emergency bearer.

NOTE 2:
This can result in the upper layers requesting establishment of a CS emergency call (if not already attempted in the CS domain) or other implementation specific mechanisms, e.g. procedures specified in 3GPP TS 24.229 [13D] can result in the emergency call being attempted to another IP-CAN.
So, an error handling in ESM layer is also covered in stage 3 NAS spec.

On the other hand, there is no specific description in stage 3 about the case of IMS emergency call failure in SIP layer. In particular, the case when the INVITE for IMS emergency call from the UE is rejected by the network. Because above stage 2 sentence does not limit a failure cause, this handling should also be applied for the case of IMS emergency call failure in SIP layer in order to increase the availability of emergency call as much as possible.

	
	

	Summary of change:
	It is specified that the UE should reattempt emergency call via CS domain if an IMS emergency call fails in SIP layer due to receiving 4xx, 5xx or 6xx response to an INVITE request.

	
	

	Consequences if not approved:
	Emergency call retry handling may not be implemented and it may deprive users of opportunities to connect emergency calls.
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	Other comments:
	


***** First change *****
5.1.6.8.1
General

The UE shall translate any user indicated emergency number as specified in 3GPP TS 22.101 [1A] to an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69].
When an initial request for a dialog or a standalone transaction, or an unknown method transmitted as part of UE detected emergency call procedures as defined in subclause 5.1.6 is initiated:

-
in event other than reception of a 380 (Alternative Service) response to an initial request for a dialog, or a standalone transaction, or an unknown method as defined in procedures in subclause 5.1.2A.1.1, subclause 5.1.3.1, subclause 5.1.6.8.1, subclause 5.1.6.8.3 and subclause 5.1.6.8.4; or

-
upon reception of a 380 (Alternative Service) response to an initial request for a dialog, or a standalone transaction, or an unknown method as defined in procedures in subclause 5.1.2A.1.1, subclause 5.1.3.1, subclause 5.1.6.8.1, subclause 5.1.6.8.3 and subclause 5.1.6.8.4, and the 380 (Alternative Service) response does not contain a Contact header field containing a service URN with a top-level service type of "sos",

the Request-URI of the initial request for a dialog or the standalone transaction, or the unknown method transmitted as part of UE detected emergency call procedures as defined in subclause 5.1.6 shall include one of the following service URNs; "urn:service:sos", "urn:service:sos.ambulance", "urn:service:sos.police", "urn:service:sos.fire", "urn:service:sos.marine", "urn:service:sos.mountain", "urn:service:sos.ecall.manual", "urn:service:sos.ecall.automatic". If the UE can determine the type of emergency service the UE shall use an emergency service URN with a sub-service type corresponding to the type of emergency service.

NOTE 1:
A service URN with a top-level service type of "sos" is used only when the user intends to establish an emergency call.
When an initial request for a dialog or a standalone transaction, or an unknown method transmitted as part of UE detected emergency call procedures as defined in subclause 5.1.6 is initiated upon reception of 380 (Alternative Service) response to an initial request for a dialog, or a standalone transaction, or an unknown method as defined in procedures in subclause 5.1.2A.1.1, subclause 5.1.3.1, subclause 5.1.6.8.1, subclause 5.1.6.8.3 and subclause 5.1.6.8.4, and if the 380 (Alternative Service) response contains a Contact header field containing a service URN with a top-level service type of "sos", the UE shall set the Request-URI of the initial request for a dialog or the standalone transaction, or the unknown method transmitted as part of UE detected emergency call procedures as defined in subclause 5.1.6 to the service URN of the Contact header field of the 380 (Alternative Service) response.

In the event the UE receives a 380 (Alternative Service) response to an INVITE request the response including a 3GPP IM CN subsystem XML body as described in subclause 7.6 that includes an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2), the UE shall automatically send an ACK request to the P-CSCF as per normal SIP procedures and terminate the session. In addition, if the 380 (Alternative Service) response includes a P-Asserted-Identity header field with a value equal to the value of the last entry on the Path header field value received during registration:

-
the UE may also provide an indication to the user based on the text string contained in the <reason> child element of the <alternative-service> child element of the <ims-3gpp> element; and

-
one of subclause 5.1.6.8.3 or subclause 5.1.6.8.4 applies.

NOTE 2:
Emergency numbers which the UE does not detect, will be treated as a normal call.

NOTE 3:
The last entry on the Path header field value received during registration is the value of the SIP URI of the P-CSCF. If there are multiple registration flows associated with the registration, then the UE has received from the P-CSCF during registration multiple sets of Path header field values. The last entry of the Path header field value corresponding to the flow on which the 380 (Alternative Service) response was received is checked.
If the UE receives a 4xx, 5xx or 6xx response to an INVITE request, and the CS domain is available, the UE shall attempt the emergency call via the CS domain.
***** End of change *****
