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***** Next change *****
7.3.2.7
Data Semantics

The "domain" attribute of the <mcptt-UE-configuration> element contains the domain name of the mission critical organization.

Editor’s Note:
The semantics of the <mcptt-UE-id> is FFS

The <common> element contains MCPTT UE configuration data common to both on and off network service.

The <on-network> element contains MCPTT UE configuration data for on-network service only.

In the <common> element:

1)
the < Max-Simul-Call-N10> element of the  <private-call> element contains an integer indicating the maximum number of simultaneous calls (N10) allowed for an on-network or off-network private call with floor control;

2)
the < Max-Simul-Call-N4> element of the <MCPTT-Group-Call> element contains an integer indicating the number of simultaneous calls (N4) allowed for an on-network or off-network group call;

3)
the <Max-Simul-Trans-N5> element of the <MCPTT-Group-Call> element contains an integer indicating the maximum number of allowed simultaneous transmissions for an on-network or off-network group call ;

4)
the <Prioritized-MCPTT-Group> element of the <MCPTT-Group-Call> element contains a list of <MCPTT-Group-Priority> elements that each contain "MCPTT-Group-ID " attribute identifying a MCPTT group and a "group-priority-hierarchy" attribute that contain an integer that identifies the relative priority level of that MCPTT group with 0 being the lowest priority and 7 being the highest priority;
In the <on-network> element:

1)
 the <IPv6Preferred> element,

a)
if the UE has both IPv4 and IPv6 host configuration and:
i)
if IPv6Preferred is set to true then the UE shall user IPv6 for all on‑network signalling and media; otherwise

ii)
if IPv6Preferred is set to false then the UE shall user IPv4 for all on‑network signalling and media;

b)
if the UE has only IPv4 host configuration then the UE shall user IPv4 for all on‑network signalling and media;
c)
if the UE has only IPv6 host configuration then the UE shall user IPv6 for all on‑network signalling and media; and
2)
the <Relay-MCPTT-Groups> element of the <Relay-Service> element contains a list of <Relay-MCPTT-Group-ID> elements that each contain "MCPTT-Group-ID" attribute identifying an MCPTT group that is allowed to be used via a relay and a "Relay-Service-Code" attribute as specified in 3GPP TS 24.333 [12].
**** Next change *****
7.4.2.7
Data Semantics

The <ProfileName> element is of type "token", and corresponds to the "Name" element of subclause 5.2.3 in 3GPP TS 24.383 [4].

The <alias-entry> element is of type "token", and corresponds to the leaf nodes of the "UserAlias" element of subclause 5.2.8 in 3GPP TS 24.383 [4].

The <display-name> element is of type "string", is optional, and does not appear in the User Profile object specified in 3GPP TS 24.383 [4].
The <uri-entry> element is of type "anyURI".

The "index" attribute is of type "token".

The "user-profile-index" is of type "token".
The <MCPTTUser ID> element contains the element <uri-entry> which is of type "anyURI", and corresponds to the "MCPTTUserID" element of subclause 5.2.9 in 3GPP TS 24.383 [4].

The <MaxAffiliations> element is of type "nonNegativeInteger", and corresponds to the "MaxAffiliations" element of subclause 5.2.10 in 3GPP TS 24.383 [4].

The <MaxCalls> element is of type "positiveInteger", and corresponds to the "MaxCalls" element of subclause 5.2.19 in 3GPP TS 24.383 [4].

The <MaxTransmissions> element is of type "positiveInteger", and corresponds to the "MaxTransmissions" element of subclause 5.2.20 in 3GPP TS 24.383 [4].

The <Priority> element is of a type "unsignedShort" with a range of 0 to 7 and corresponds to the "Priority" element of subclause 5.2.41 in 3GPP TS 24.383 [4].

The <allow-private-call> element is of type Boolean, as follows, and corresponds to the "Authorized" element of subclause 5.2.12 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function that the user is authorized to request a private call request using procedures as defined by the enabler. The recipient must be a user identified in a <user-entry> element of the <PrivateCall> element, which corresponds to leaf nodes of "UserAuthorized" in subclause 5.2.13 in 3GPP TS 24.383 [4].

	"false"
	instructs the Application Server performing the originating participant function to reject private call request using procedures as defined by the enabler. This shall be the default value taken in the absence of the element;


The <allow-manual-commencement> element is of type Boolean, as follows, and corresponds to the "ManualCommence" element of subclause 5.2.14 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request a private call with manual commencement using procedures as defined by the enabler. 

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request a private call with manual commencement using procedures as defined by the enabler.


The <allow-automatic-commencement> element is of type Boolean, as follows, corresponds to the "AutoCommence" element of subclause 5.2.15 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request a private call with automatic commencement using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request a private call with automatic commencement using procedures as defined by the enabler.


The <allow-force-auto-answer> element is of type Boolean, as follows, and corresponds to the "AutoAnswer" element of subclause 5.2.16 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request a private call with forced automatic commencement using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request a private call with forced automatic commencement using procedures as defined by the enabler.


The <allow-failure-restriction> element is of type Boolean, as follows, and corresponds to the "FailRestrict" element of subclause 5.2.17 in 3GPP TS 24.383 [4].

	"true"
	

	"false"
	


The <allow-emergency-group-call> element is of type Boolean, as follows, and corresponds to the "Enabled" element of subclause 5.2.22 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request an emergency group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request an emergency group call using procedures as defined by the enabler.


The <allow-emergency-private-call> element is of type Boolean, as follow, and corresponds to the "Authorized" element of subclause 5.2.23 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request an emergency private call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request an emergency private call using procedures as defined by the enabler.


The <allow-cancel-group-emergency-call> element is of type Boolean, as follows, and corresponds to the "CancelMCPTTGroup" element of subclause 5.2.25 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an emergency group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an emergency group call using procedures as defined by the enabler.


The <allow-cancel-private-emergency-call> element is of type Boolean, as follows, and corresponds to the "CancelPrivate" of subclause 5.2.26 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an emergency private call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an emergency private call using procedures as defined by the enabler.


The <allow-imminent-peril-call> element is of type Boolean, as follows, and corresponds to the "Authorized" of subclause 5.2.29 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to request an imminent peril group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to request an imminent peril group call using procedures as defined by the enabler.


The <allow-cancel-imminent-peril-call> element is of type Boolean, as follows, and corresponds to the "Cancel" of subclause 5.2.30 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an imminent peril group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an imminent peril group call using procedures as defined by the enabler.


The <allow-activate-emergency-alert> element is of type Boolean, as follows, and corresponds to the "Authorized" of subclause 5.2.33 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to activate an emergency alert using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to activate an emergency alert using procedures as defined by the enabler.


The <allow-cancel-emergency-alert> element is of type Boolean, as follows, and corresponds to the "Cancel" of subclause 5.2.34 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to cancel an emergency alert using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to cancel an emergency alert using procedures as defined by the enabler.


The <allow-offnetwork> element is of type Boolean, as follows, and corresponds to the "Authorized" of subclause 5.2.42 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized for off-network service using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized for off-network service using procedures as defined by the enabler.


The <allow-imminent-peril-change> element is of type Boolean, as follows, and corresponds to the "Change" of subclause 5.2.47 in 3GPP TS 24.383 [4].

	"true"
	instructs the Application Server performing the originating participant function to that the user is authorized to change an off-network group call in-progress to an off-network emergency group call using procedures as defined by the enabler.

	"false"
	instructs the Application Server performing the originating participant function to that the user is not authorized to change an off-network group call in-progress to an off-network emergency group call using procedures as defined by the enabler.


***** End of changes *****
