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	Reason for change:
	At SA6#10, SA6 agreed to specify configuration paramters to authorise protection of media and floor control to user profile and group configuration data for on-network and off-network operation (TS23.179 CR0099R3 in S6-160342).
So, it is proposed to add these configuration paramters to MCPTT user profile and MCPTT group configuration MO in TS 24.383.


	
	

	Summary of change:
	- Add media and floor control authorisation paramters for private call in MCPTT

user profile MO

- Add media and floor control authorisation paramters in MCPTT group

configuration MO

	
	

	Consequences if not approved:
	Media and floor control protection for security configuration cannot be implemeted and misalignment between the stage 2 and stage 3 specification.
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	Other comments:
	


* * * First Change * * * *

5.2.24
/<x>/<x>/Common/PrivateCall/AllowedMediaProtection
Table 5.2.24.1: /<x>/<x>/Common/PrivateCall/AllowedMediaProtection
	<x>/Common/PrivateCall/AllowedMediaProtection

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates authorisation to protect confidentiality and integrity of media for private calls.


When set to "true" the MCPTT user is authorised to protect confidentiality and integrity of media for private calls.

When set to "false" the MCPTT user is not authorised to protect confidentiality and integrity of media for private calls.
The default value is set to "true".
* * * Next Change * * * *

5.2.25
/<x>/<x>/Common/PrivateCall/AllowedFloorControlProtection
Table 5.2.25.1: /<x>/<x>/Common/PrivateCall/AllowedFloorControlProtection
	<x>/Common/PrivateCall/AllowedFloorControlProtection

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates authorisation to protect confidentiality and integrity of floor control signalling for private calls.


When set to "true" the MCPTT user is authorised to protect confidentiality and integrity of floor control signalling for private calls.

When set to "false" the MCPTT user is not authorised to protect confidentiality and integrity of floor control signalling for private calls.
The default value is set to "true".
* * * Next Change * * * *

6.2.22
/<x>/<x>/Common/AllowedMediaProtection
Table 6.2.22.1: /<x>/<x>/Common/AllowedMediaProtection
	<x>/Common/AllowedMediaProtection

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This leaf node indicates whether confidentiality and integrity of media is permitted on the MCPTT group.


When set to "true" confidentiality and integrity of media is allowed on the group.

When set to "false" confidentiality and integrity of media is not allowed on the group.
The default value is set to "true".
* * * Next Change * * * *

6.2.23
/<x>/<x>/Common/AllowedFloorControlProtection
Table 6.2.23.1: /<x>/<x>/Common/AllowedFloorControlProtection
	<x>/Common/AllowedFloorControlProtection

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get, Replace
	

	
	This interior node indicates whether confidentiality and integrity of floor control signalling is permitted on the MCPTT group.


When set to "true" confidentiality and integrity of floor control signalling is allowed on the group.

When set to "false" confidentiality and integrity of floor control signalling is not allowed on the group.
The default value is set to "true".
* * * End of Changes * * * *
