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	Reason for change:
	The following issues are found in subclause 6.3.2.2.5.2 "Automatic commencement for On-Demand session":

1)

The SIP 183 (Session Progress) can be sent reliable or unreliable and this is depending on if 100rel was included in the SIP INVITE request or not. If included in the Supported header field, it is a local policy in the the participating MCPTT function to decide what to do)
2)

In subclause 10.1.1.3.2 step 5 b automatic commencement shall be selected based on the MCPTT service settings. The local policy is not reflected in 6.3.2.2.5.2 subclause.

3) If PRACK request is already received when the SIP 200 (OK) response is received, the SIP 200 (OK) shall be sent directly otherwise the participating MCPTT server need to wait for the PRACK request.

	if
	

	Summary of change:
	1) A NOTE is inserted to clarify when the 183 (Session Progress) response is sent realiable or not.
The subclause 6.3.2.2.4.1 is updated to (optionally) send the SIP 183 (session Progress) response.

2) An Answer-Mode header field is included based on the MCPTT service setting. In this case with the value "Auto"..

4) An additional condition "… or if the SIP PRACK request is already received" is added.

	
	

	Consequences if not approved:
	The MCPTT service settings for "auto-answer" will never be enforced and the SIP 200 (OK) response will never be sent.
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	Other comments:
	Compared to the already agreed CR in the previous meeting in Ljubljana, an additional reference to subclause 7.3.3 is added in subclause 10.1.1.3.2.


***** Next change *****
6.3.2.2.4.1
Provisional response
This subclause is referenced from other procedures.
When sending a SIP provisional responses other than the SIP 100 (Trying) response to the SIP INVITE request, the participating MCPTT function shall generate a SIP provisional response according to 3GPP TS 24.229 [4] and:
1)
shall, if privacy is requested, include value "id" in the Privacy header field according to 3GPP TS 24.229 [4];

Editor's Note [CT1#94, C1-153766]: The exact use of "id" is FFS.
2)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag; and
b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";
3)
if the outgoing SIP provisional response is to be sent in response to the receipt of a SIP provisional response and the response contains an "application/g.3gpp.mcptt-info+xml" MIME body, shall copy the "application/g.3gpp.mcptt-info+xml" MIME body to the outgoing SIP provisional response; and
4)
if the incoming SIP INVITE request included the Supported header field with the value "100rel" and according to local policy, may include the Require header field with the value "100rel".
***** Next change *****
6.3.2.2.5.2
Automatic commencement for On-Demand session

When receiving a "SIP INVITE request for terminating participating MCPTT function" for an on-demand session that requires automatic commencement mode the participating MCPTT function:
1)
shall generate a SIP 183 (Session Progress) response to the "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.4.1;
NOTE:
The SIP 183 (session Progress) response can be sent reliably or unreliably depending on the content of the received SIP INVITE request. Regardless of if the SIP 183 (Session Progress) response is sent reliably or unreliably, SDP is not included in the SIP 183 (Session Progress) response.
2)
shall set the P-Answer-State header field to "Unconfirmed" in the SIP 183 (Session Progress) response;

3)
shall generate a SIP INVITE request as specified in subclause 6.3.2.2.3;

4)
shall set the Request-URI to the public user identity associated to the MCPTT ID of the MCPTT user to be invited based on the contents of the Request-URI of the received "SIP INVITE request for terminating participating MCPTT function";

5)
shall copy the contents of the "application/g.3gpp.mcptt-info+xml" MIME body of the incoming "SIP INVITE request for terminating participating MCPTT function" to the outgoing SIP INVITE request;

6)
shall copy the contents of the P-Asserted-Identity header field of the incoming "SIP INVITE request for terminating participating MCPTT function" to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

7)
shallinclude an Answer-Mode header field with the value "Auto";
8)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for terminating participating MCPTT function" as specified in subclause 6.3.2.2.1; and

9)
shall send the SIP INVITE request towards the MCPTT client according to 3GPP TS 24.229 [4].

If the SIP 183 (Session Progress) response was sent reliably, then upon receiving a SIP PRACK request, the participating MCPTT function shall generate a SIP 200 (OK) response to the SIP PRACK request and forward the SIP 200 (OK) response, according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the above SIP INVITE request sent to the MCPTT client, the participating MCPTT function:

1)
if the SIP 183 (Session Progress) was sent unreliably, shall send the SIP 200 (OK) response immediately; and

2)
if the SIP 183 (Session Progress) was sent reliably,

a)
if the SIP PRACK request to the SIP 183 (Session Progress) response has been received by the participating MCPTT function and the SIP 200 (OK) response to the SIP PRACK request has been sent, shall send the SIP 200 (OK) response immediately;
b)
if the SIP PRACK request to the SIP 183 (Session Progress) response has not yet been received, then upon receipt of  the SIP PRACK request, the participating MCPTT function shall generate a SIP 200 (OK) response to the SIP PRACK request and forward the SIP 200 (OK) response, according to 3GPP TS 24.229 [4], before sending the SIP 200 (OK) response to the "SIP INVITE request for terminating participating MCPTT function".


When the participating MCPTT function sends the SIP 200 (OK) response to the "SIP INVITE request for terminating participating MCPTT function", the participating MCPTT function:

1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and

4)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [4].

The participating MCPTT function shall forward any other SIP response that does not contain SDP along the signalling path to the originating network according to 3GPP TS 24.229 [4].
***** Next change *****
10.1.1.3.2
Terminating Procedures

NOTE:
This subclause covers both on-demand session and pre-established sessions.

Upon receipt of a "SIP INVITE request for terminating participating MCPTT function", the participating MCPTT function:

Editor's Note [CT1#94, C1-153763]: The name of the above SIP INVITE request assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer). Requirements for encryption are FFS, If encryption is required then the above SIP request will also exist in a form that identifies that the request carries sensitive data, e.g. "SIP INVITE request for originating participating function with application data encryption"
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. Otherwise, continue with the rest of the steps;

2)
shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCPTT function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps; and

Editor's Note [CT1#94, C1-153763]: If privacy is included in the request, policy may exist on the server to reject the request if anonymity is disallowed. This is FFS.

Editor's Note [CT1#94, C1-153763]: It is still to be determined how priority is specified for MCPTT. Priority would be a factor for the participating server when considering Resource-Priority in the case of possible congestion.

3)
shall use the MCPTT ID present in the <mcptt-request-uri> element of the "application/vnd.3gpp.mcptt-info" MIME body of the incoming SIP INVITE request to retrieve the binding between the MCPTT ID and public user identity;

4)
if the binding between the MCPTT ID and public user identity does not exist, then the participating MCPTT function shall reject the SIP INVITE request with a SIP 404 (Not Found) response. Otherwise, continue with the rest of the steps;
5)
shall perform the automatic commencement procedures specified in subclause 6.3.2.2.5.1 and according to IETF RFC 5373 [18], if 

"SIP INVITE request for terminating participating MCPTT function" does not contain an Answer-Mode header field and the Answer-Mode Indication received in the application/poc-settings+xml MIME body received from the invited MCPTT client as per subclause 7.3.3 or subclause 7.3.4 is set to "auto-answer"; and

6)
shall perform the manual commencement procedures specified in subclause 6.3.2.2.6.1 and according to IETF RFC 5373 [18] if the following conditions are met:
a)
"SIP INVITE request for terminating participating MCPTT function" contains an Answer-Mode header field with the value "Manual"; or

b)
"SIP INVITE request for terminating participating MCPTT function" does not contain an Answer-Mode header field and the default policy for answering the call at the invited MCPTT client is to use manual commencement mode.

***** End changes *****
