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	Reason for change:
	The purpose of this CR is to add a mechanism in the AS to avoid double triggering of CFNR service both in IMS (AS) and CS (VMSC) in case of IMS Centralized Service (ICS) when the UE is accessed via IMS but is only under CS domain coverage.

When the call forwarding service data is stored in the HLR, the VMSC will retrieve the service data including the CFNR service. 3GPP defined a mechanism to prevent VMSC from CF invocation but depending on VMSC standard implementation, it is possible to have CFNRc (not reachable) triggered in the IMS instead of a CFNR in a no answer condition.

To avoid CF triggering in CS, TS 24.292 defined a "+g.3gpp.ics" feature-capability indicator set by the SCC AS as following:
Upon receiving a SIP 200 (OK) response from the remote UE, the SCC AS shall send a SIP 200 (OK) response on both the leg with the ICS UE and on the leg with the CS domain. The SCC AS may, based on operator policy, include a Feature-Caps header field defined in IETF RFC 6809 [48] with a "+g.3gpp.ics" header field parameter as described in clause B.4. 

At the SIP – ISUP/BICC interworking, for the support of ICS call, TS 29.163 in section §7.2.3.1.2.12 defined a mechanism using this new value for the Feature-Caps header to set the redirection counter in CS to its maximum value (eg. 5).

From ITU-T Q.732.2, in the VMSC, when the no reply timer expires,  and the receiving redirection counter reached the maximum value allowed (eg.5) ; then the VMSC should, either keep sending backward a ringing signal ignoring the no reply timer (ringing continues) [option A] or clear the call by sending a REL message with the cause 19 ("no answer from user") [option B]. With option B, the AS should receive a 480 response with a Reason header containing a Q.850 with the cause value #19. Unfortunately, this 480 (Q.850 cause #19), will not be considered as a no answer response but as a CFNRc (not reachable) condition as defined in TS 24.604. In this configuration, CFNR will never be invoked in IMS.

With this CR, it is proposed to add in the CDIV AS (TS 24.604) the consideration of a 480 (Temporarily unavailable) final response including a Reason header field with the protocol set to "Q.850" and the cause set to "19" as a no reply answer that will not affect the no reply timer duration to allow CFNR to be invoked from IMS network even if call forwarding data is set in the HLR (and so VMSC). 
At the same time and to ensure a backward compatibility, it is proposed to add in the not reachable section that if this specific error response is considered for CNR, it shall be excluded from the not reachable condition.

	
	

	Summary of change:
	In §4.5.2.6.3, this CR adds the 480 (Temporarily unavailable) final response including a Reason header field with the protocol set to "Q.850" and the cause set to "19" as a no reply condition answer that will not affect the no reply timer running.

In §4.5.2.6.6, this CR states that if the 480 (Temporarily unavailable) final response including a Reason header field with the protocol set to "Q.850" and the cause set to "19"  is used for CFNR, it shall be excluded from the not reachable conditions.

	
	

	Consequences if not approved:
	risk of having CFNR service triggered both simultaneously from IMS and CS domains with a bad user experience and unexpected side effects.
There is also a possible risk of having a CFNRc invoked in the IMS instead of a CFNR.
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***** Next change *****
4.5.2.6.3
Diversion procedures at the diverting AS
The diverting AS shall continue the communication depending on the service that is causing the diversion:

1)
Communication Forwarding Unconditional or Communication Forwarding Busy under network determined user busy or Communication forwarding on Not Logged in


The AS shall continue in the following manner:

-
If the notification procedure of the originating user is supported then the originating user shall be notified as described in the subclause 4.5.2.6.4. 

-
An initial INVITE request containing the diverted-to URI shall be sent to the (outgoing) S-CSCF. The initial INVITE request shall includes the parameter information as shown in table 4.5.2.6.2.4 and described in subclause 4.5.2.6.2.

-
If the served user has subscribed to the indication of communication diversion to the diverting user, then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.

2)
Communication Forwarding No Reply 


After receiving the first 180 (Ringing) response the no reply timer (definition see subclause 4.8) shall be started. If forking is provided by the S-CSCF a further received 180 (Ringing) response does not refresh the timer.

When receiving a 480 (Temporarily unavailable) final response including a Reason header field (see RFC 3326 [24]) with the protocol set to "Q.850" and the cause set to "19" the AS shall not refresh the no reply timer. 

When receiving any other final response the no reply timer shall be terminated.


When the no reply timer defined in subclause 4.8 expires:

-
The dialog(s) to the diverting user shall be terminated e.g. by sending a CANCEL request or BYE request according to the rules and procedures in IETF RFC 3261 [6], including a Reason header field (see RFC 3326 [24]) with the protocol set to "SIP" and the cause set to "408".

-
If the notification procedure of the originating user is supported then the originating user shall be notified as described in the subclause 4.5.2.6.4.

-
An initial INVITE request is sent to the (outgoing) S-CSCF towards the diverted-to user. The initial INVITE request includes the parameter information as shown in table 4.5.2.6.2.4.
-
If the diverting AS receives a SIP 18x response from the diverted-to user and the SIP 18x response does not contain a P-Early-Media header field, the diverting AS shall:

a)
when sending the next SIP message towards the calling party on the existing early dialog, include a P-Early-Media header field with value "inactive"; or

b)
send a SIP 199 (Early Dialog Terminated) response towards calling party on the existing early dialog, and forward the SIP 18x response on a new early dialog.

NOTE:
A SIP 199 (Early Dialog Terminated) response can only be sent if the calling party has indicated support of it.
-
If the served user has subscribed to the indication of communication diversion to the diverting user, then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.
3)
Communication Forwarding No Reply (ringing continues)


After receiving the first 180 (Ringing) response the no reply timer (definition see subclause 4.8) shall be started. If forking is provided by the S-CSCF a further received 180 (Ringing) response does not refresh the timer.


When the no reply timer defined in subclause 4.8 expires, an initial INVITE request is sent to the outgoing S-CSCF towards the diverted to user. The initial INVITE request includes the parameter information as shown in table 4.5.2.6.2.4.


When the diverting AS receives a provisional response or 200 (OK) response to initial INVITE request from diverted-to-user based on operator policy, The dialog(s) to the diverting user shall be terminated e.g. by sending a CANCEL request or a BYE request according to the rules and procedures in IETF RFC 3261 [6], including a Reason header field (see IETF RFC 3326 [24]) with the protocol set to "SIP" and the cause set to "408", and if the notification procedure of the originating user is supported, the originating user shall be notified as described in subclause 4.5.2.6.4.

If the served user has subscribed to the indication of communication diversion to the diverting user then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.


If diverting user accepts the communication after sending the initial INVITE request the communication path towards the diverted to user shall be released according to the rules and procedures in RFC 3261 [6].
4)
Communication Forwarding Busy under User Determined User Busy


When the Communication Forwarding Busy under User Determined User Busy is offered to the served user, the AS shall proceed as follows:
-
The received 486 (Busy Here) shall be acknowledged with an ACK request.

-
If the notification procedures of the originating user is supported then the originating user shall be notified as described in the subclause 4.5.2.6.4.
-
An initial INVITE request containing the diverted-to URI is sent to the outgoing S-CSCF. The initial INVITE request includes the parameter information as shown in table 4.5.2.6.2.4.


If the served user has subscribed to the indication of communication diversion to the diverting user, then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.
5)
Communication Deflection immediate response


The Communication Deflection immediate response is offered to the served user.


A 302 (Moved Temporarily) response is received.


If the notification procedures of the originating user is supported then the originating user shall be notified as described in subclause 4.5.2.6.4.

An initial INVITE request containing the diverted-to URI is sent to the outgoing S-CSCF. The initial INVITE request includes the parameter information as shown in table 4.5.2.6.2.4.


If the served user has subscribed to the indication of communication diversion to the diverting user, then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.
6)
Communication Deflection during alerting


When Communication Deflection during alerting is invoked after the AS receives a 180 (Ringing) "Ringing" response. then:

-
A 302 (Moved Temporarily) response is received; and

-
if the notification procedures of the originating user is supported then the originating user shall be notified as described in subclause 4.5.2.6.4; and 

-
an initial INVITE request containing the URI received in the Contact header of the 302 (Moved Temporarily) response as the diverted-to URI shall be sent as specified in 3GPP TS 24.229 [2]. The diverted-to URI could be restricted by setting the privacy header for the entry of the diverted-to URI to "history"; and

-
the initial INVITE request shall include the parameter information as shown in table 4.5.2.6.2.4 "Parameter information for multiple redirection".

If the served user has subscribed to the indication of communication diversion to the diverting user, then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.
7)
Communication Forwarding on Subscriber Not Reachable


When the AS receives a not reachable indication (see subclause 4.5.2.6.6) on the initial INVITE request forwarded to the served user, then the following criteria shall apply before the Communication Forwarding on Subscriber Not Reachable procedure is executed:

-
the served user has an active forwarding rule containing not-reachable condition (see subclause 4.9)

The following steps shall be followed to perform Communication Forwarding on Subscriber Not Reachable:

1)
If the notification procedures of the originating user is supported then the originating user shall be notified as described in the subclause 4.5.2.6.4.
2)
An initial INVITE request with the Request-URI set to the diverted-to URI is sent to the outgoing S-CSCF. The initial INVITE request includes the parameter information as shown in table 4.5.2.6.2.4.

If the served user has subscribed to the indication of communication diversion to the diverting user, then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5. 

***** Next change *****
4.5.2.6.6
Not reachable indication

It is recommended that the AS interprets the reception of one of the following response events as not reachable indication:

-
408 (Request timeout) response;

-
503 (Service unavailable) response;

-
500 (Server Internal Error) response;

and no provisional response, different than a 100 (Trying) response, has been received on the same dialog.

NOTE:
There can be other means to discover this condition. These other means are out of the scope of the present document.
If the 480 (Temporarily unavailable) final response including a Reason header field (see RFC 3326 [24]) with the protocol set to "Q.850" and the cause set to "19" is used as a no reply indication (for CFNR), the AS shall exclude this specific response from the not reachable condition.
***** Next change *****
