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1. Introduction
This P-CR proposes to define a Group Affiliation Document separate from the Group Members Document.
2. Reason for Change
Concerns have been expressed about keeping the affiliation data stored for the users on a group basis within the group members document itself, because the affiliation data may change frequently, and authorised users (e.g. dispatchers) may wish to only be notified of the affiliation status of members of the group, whereas normal users may be more interested in the properties of the group.

CT1 sent an LS to SA6 on MCPTT group data and affiliation in C1-160783 and SA6 replied in S6-160148 with:

Group affiliation status is dynamic data, and is not stored together with the static group configuration data listed in Annex B of TS 23.179.  The affiliation status is known to the MCPTT server.  How this status is stored is outside the scope of Stage 2.  TS 23.179 contains information flows and procedures which include the storage of group affiliation status.

CT1 can conclude that the affiliation data is not stored within the group document.

CT1 can conclude that the affiliation status is known to the MCPTT server

CT1 cannot clearly conclude from the LS whether the MCPTT server or the group management server is the master of this data.

CT1 can conclude that how the status is stored is outside of the scope of Stage 2.

Thus, CT1 needs to come up with a proposal.

Given that the LS indicates that the affiliation status is known to the MCPTT Server, this seems to be an indication that the MCPTT Server is not the master of the data.

Therefore, CT1 should conclude that the affiliation status is stored in a separate document in the group management server.
The idea is that the affiliation document will only contain information related to the users affiliated. If a user is not affiliated, then the user will not have an "uri" attribute associated with an <entry> in the affiliation document. An <affiliation> element is required to store the time element associated with the SIP PUBLISH request.

Example of the group user affiliation document
Assume that there is a could called MCPTTGroupXYZ@example.com on the group management server which has three group members. sip:user1@example.com and sip:user2@example.com are affiliated to the group, but sip:user3@example.com is not affiliated to the group.

The following example shows what the group affiliation document would look like for the group MCPTTGroupXYZ@example.com:
<?xml version="1.0" encoding="UTF-8"?>
<group
  xmlns="urn:oma:xml:poc:list-service"
  xmlns:rl="urn:ietf:params:xml:ns:resource-lists"
  xmlns:mcpttgai="urn:3gpp:ns:mcpttGroupAffiliationInfo:1.0"
  >
  <list-service uri="sip:MCPTTGroupXYZ@example.com">
    <list>
      <entry uri="sip:user1@example.com">
        <mcpttgai:affiliated>2016-02-30T09:30:10.5</mcpttgai:affiliated>
      </entry>
      <entry uri="sip:user2@example.com">

        <mcpttgai:affiliated>2016-11-23T12:30:20.5</mcpttgai:affiliated>
      </entry>
    </list>
  </list-service>
</group>
There are resource dependancies between the group document and the group affiliation document and these can be summarised as:

1)
if a group document is present on the group management server, but the group user affiliation document for the group is not present, then no users are affiliated to the group;

2)
when a member of a group tries to affiliate to a group, the group user affiliation document for the group is not present on the group management server and the member 's affiliation to the group is successful, then the group affiliation document is created on the group management server containing a <entry> element for the user;

3)
a group document cannot be deleted in the group management server if the group affiliation document exists for that group.

4)
a group member cannot be removed from a group document if an entry exists in the group affiliation document for the group member. The affiliation entry must be first removed from the group affiliation document.
5)
if there is only one group member in the group user affiliation document and that member de-affiliates to the group, then the MCPTT Server should request the Group Management Server to delete the group affiliation document.

Figure 1 illustrates the case when a user affiliates to a group, but the group affiliation document has not yet been created on the group management server:
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Figure 1: Affiliate to the group when the group affiliation document does not exist

Figure 2 illustrates the case when a user de-affiliates from a group, and this is the only user affiliated to the group.
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Figure 2: De-affiliate to the group when the group affiliation document has only one entry
3. Proposal
It is proposed to agree the following changes to 3GPP TS 24.381 v.1.0.0 in order to define a document for group user affiliation data.
* * * First Change * * * *
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<Proposed change in revision marks>

7.x
Group user affiliation coding

7.x.1
General

Group is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Group".

The requirements in remaining subclauses of the parent subclause of this subclause apply for an MCPTT group.

The affiliation procedure for a MCPTT user of an MCPTT group is described in 3GPP TS 24.379 [5].
7.x.2
Structure

The group structure is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Structure" with the MCPTT specific requirements specified in this subclause.
The following attribute and element of the <list-service> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for purposes of MCPTT group user affiliation:

a)
a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing the MCPTT group identity;

b)
a <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing the MCPTT group members;

The following element of the <list> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the purposes of MCPTT group affiliation:

a)
an <entry> element specified in OMA OMA-TS-XDM_Group-V1_1 [3].

The following attribute and element of the <entry> element specified in OMA OMA-TS-XDM_Group-V1_1 [3] are specified for the purposes of MCPTT group affiliation:

a)
a "uri" attribute specified in OMA OMA-TS-XDM_Group-V1_1 [3] containing the MCPTT ID;

b)
an <affiliated> element specified in subclause 7.x.4.2.
Elements and attributes of the group user affiliation document are defined in various namespaces. The group document refers to namespaces using prefixes in table 7.x.2-1.

Table 7.2.2-1: Assignment of prefixes to namespace names in group user affiliation documents

	Prefix
	Namespace

	rl
	urn:ietf:params:xml:ns:resource-lists

	mcpttgai
	urn:3gpp:ns:mcpttGroupAffiliationInfo:1.0

	NOTE:
The "urn:oma:xml:poc:list-service" namespace is the default namespace so no prefix is used for it in the group document.


7.x.3
Application Unique ID
The AUID allocated to the MCPTT affiliation XCAP application usage is: org.3gpp.mcptt.affiliation.
7.x.4
XML schema

7.x.4.1
General

The group affiliation XML document is composed according the XML schema described in the OMA OMA-SUP-XSD_poc_listService-V1_0 [xx] and extended with extensions from the XML schema defined in subclause 7.x.4.2.
7.x.4.2
XML schema for MCPTT specific extensions

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema 

  targetNamespace="urn:3gpp:ns:mcpttGroupAffiliationInfo:1.0"

  xmlns:xs=http://www.w3.org/2001/XMLSchema
  xmlns:mcpttgai="urn:3gpp:ns:mcpttGroupAffiliationInfo:1.0"

  elementFormDefault="qualified" attributeFormDefault="unqualified">

<!-- MCPTT specific "entry" child elements -->
  <xs:element name="affiliated" type="xs:dateTime"/>

</xs:schema>
7.x.5
Default namespace

Default namespace is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Default Namespace".
7.x.6
MIME type

MIME type is described in the OMA OMA-TS-XDM_Group-V1_1 [3] "MIME Type".
7.x.7
Validation constraints

Validation constraints are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Validation Constraints".
7.x.8
Data semantics

Data semantics are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Data Semantics" with the MCPTT specific clarifications specified in this subclause.
The <entry> element must always be present with both a "uri" attribute and an <affiliated> element.
The <affiliated> element in the <entry> element of the MCPTT group indicates that the MCPTT group member identified by the <entry> element is affiliated to the MCPTT group until the date and time indicated by the value of the <affiliated> element. 
7.x.9
Naming conventions

Naming conventions are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Naming conventions".
7.x.10
Global documents

Global documents are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Global Documents".
7.x.11
Resource interdependencies

Resource interdependencies are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Resource interdependencies" together with the following resource interdependencies with the Group document described in subclause 7.2:

1)
if a group document is present on the group management server, but the group user affiliation document for the group is not present, then no users are affiliated to the group;

2)
when a member of a group tries to affiliate to a group, the group user affiliation document for the group is not present on the group management server and the member 's affiliation to the group is successful, then the group affiliation document is created on the group management server containing a <entry> element for the user;

3)
a group document cannot be deleted in the group management server if the group affiliation document exists for that group.

4)
a group member cannot be removed from a group document if an entry exists in the group affiliation document for the group member. The affiliation entry must be first removed from the group affiliation document.
5)
if there is only one group member in the group user affiliation document and that member de-affiliates to the group, then the MCPTT Server should request the Group Management Server to delete the group affiliation document.
7.x.12
Authorization policies

Authorization policies are described in the OMA OMA-TS-XDM_Group-V1_1 [3] "Authorization policies".
An MCPTT user is authorised to modify its own affiliation status in group affiliation documents.

An authorised user or dispatcher can be authorised to change the affiliation status of another MCPTT user in group affiliation documents, by remote change.
An MCPTT user can subscribe to and be notified of the group affiliation document associated with an MCPTT group.
* * * Next Change * * * *
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