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1. Introduction
This P-CR introduces changes to TS 24.379 at the non-controlling MCPTT function, for the untrusted model of Group Calls in Multiple MCPTT Systems.
2. Reason for Change
The non-controlling MCPTT function of an MCPTT group in an MCPTT system will receive a SIP INVITE targeted to an MCPTT Group Id that is owned by that MCPTT system, from the controlling function of another MCPTT system.

Following the structure of TS 24.379, procedures will need to be specified for the terminating side and originating side of the non-controlling function, specifically:

-
Originating side:

-
sending out INVITE requests to MCPTT clients owned by this MCPTT system and handling responses from these clients

-
Terminating side:

-
Handling the INVITE request from the controlling MCPTT function  by retrieving the group member information, initiating INVITE requests to MCPTT clients and running of the acknowledged call set up timer on the   non-controlling MCPTT function.

-
Processing the responses from the the MCPTT client to the INVITE sent out by the originating side.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v1.0.0.
* * * First Change * * * *
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10.1.1.5
Non-controlling function of an MCPTT group procedures

10.1.1.5.1
Originating procedures

This subclause describes the procedures for inviting an MCPTT user to an MCPTT session. The procedure is initiated by the non-controlling MCPTT function of an MCPTT group as the result of an action in subclause 10.1.1.5.2.
The non-controlling MCPTT function:

1)
shall invite the MCPTT clients as specified in subclause 6.3.x.1.2;

2)
shall include in each SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the controlling MCPTT function according to the procedures specified in subclause 6.3.x.1.1; and
3)
shall send each SIP INVITE request towards the terminating network in accordance with 3GPP TS 24.229 [4].
For each SIP 183 (Session Progress) response received to each SIP INVITE sent to an MCPTT client, the non-controlling MCPTT function of an MCPTT group:

1)
For each SIP 183 (Session Progress) response containing the option tag "100rel", shall send a SIP PRACK request towards the MCPTT client according to 3GPP TS 24.229 [4];
2)
shall cache the received response; and
3)
shall create and cache an anonymous MCPTT ID for the invited MCPTT user, if anonymity is requested via a Privacy header field containing the tag "id" in the SIP response and an anonymous MCPTT ID has not been created yet for the invited MCPTT user.

NOTE 1:
The anonymous MCPTT ID is an alias for the MCPTT user, and this address appears in participant information and the media plane Floor Taken message as described in 3GPP TS 24.380 [5]. This alias MCPTT ID is used when expelling an MCPTT participant from the MCPTT session.
For each SIP 200 (OK) response received to each SIP INVITE request sent to an MCPTT client, the non-controlling MCPTT function of an MCPTT group:
1)
shall cache the SIP 200 (OK) response;
2)
shall start the SIP session timer according to rules and procedures of IETF RFC 4028 [7]; and
3)
shall create and cache an anonymous MCPTT address for the invited MCPTT user, if anonymity is requested via a Privacy header field containing the tag "id" in the SIP response and an anonymous MCPTT address has not been created yet for the invited MCPTT user;

NOTE 2:
The anonymous MCPTT ID is an alias for the MCPTT user, and this address appears in participant information and the media plane Floor Taken message as described in 3GPP TS 24.380 [5]. This alias MCPTT ID is used when expelling an MCPTT participant from the MCPTT session.
On receipt of a SIP 3xx, 4xx, 5xx or 6xx response from an invited MCPTT client, the non-controlling MCPTT function of an MCPTT group:

1)
shall send an SIP ACK request towards the MCPTT client as specified in 3GPP TS 24.229 [4];

2)
shall remove the cached provisional responses received from the MCPTT client, if any cached provisional responses exists; and 
3)
shall cache the SIP 3xx, 4xx, 5xx or 6xx response; 
NOTE 3:
The procedures executed by the non-controlling MCPTT function of an MCPTT group prior to sending a response to the controlling MCPTT function are specified in subclause 10.1.1.5.2
10.1.1.5.2
Terminating procedures

Upon receipt of a "SIP INVITE request for non-controlling MCPTT function of an MCPTT Group", the non-controlling MCPTT function of an MCPTT group:
NOTE 1:
The Contact header field of the SIP INVITE request contains the "isfocus" feature media tag.
1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];
Editor's Note [CT1#95-bis, C1-160458]: The priority mechanisms are still to be specified for MCPTT. The priority mechanisms may be a factor in determining whether to reject or allow the request.
2)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;
3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; 
4)
if the partner MCPTT system does not have a mutal aid relationship with the primary MCPTT system identified by the contents of the P-Asserted-Identity, shall reject the "SIP INVITE request for non-controlling MCPTT function of an MCPTT Group" with a SIP 403 (Forbidden) response, with warning text set to "XXX Isfocus already assigned" in a Warning header field as specified in subclause 4.4, and shall not process the remaining steps;
5)
if a trusted mutual aid relationship exists between the partner MCPTT system and the primary MCPTT system and the procedure in 3GPP TS 23.179 subclause 10.6.2.4.2 is supported:
a)
shall generate a SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4];
b)
shall retrieve the group members of the pre-arranged group identified by the Request-URI as specified subclause 6.3.4;
c)
if the the retrival of group members was successful shall include a P-Refused-URI-List header field populated with members of the pre-arranged group in accordance with the IETF RFC 5318 [xx]:

c)
shall include the warning text set to "XXX Isfocus already assigned" in a Warning header field as specified in subclause 4.4;
d)
shall send the SIP 403 (Forbidden) response towards the controlling MCPTT function as specified in 3GPP TS24.229 [4]; and
e)
shall not process the remaining steps;
6)
shall retrieve the group document from the group management server for the MCPTT group ID contained in the Request-URI of the SIP INVITE request and carry out initial processing as specified in subclause 6.3.4.2 and continue with the rest of the steps if the checks in subclause 6.3.4.2 succeed;

Editor's Note [CT1#95-bis, C1-160458]: OMA PCPS procedures check whether privacy is allowed for the user when anonymity is requested i.e. the privacy header field containing the value "id", by checking the <allow-anonymity> field in the Group Document as specified in OMA-TS-XDM_Group-V1. This is not yet specified in TS 24.381 and it is FFS if this is required for MCPTT.

7)
shall cache the content of the SIP INVITE request, if received in the Contact header field and if the specific feature tags are supported;
8)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [4];

Editor's Note [CT1#95, C1-154731]: The values of Resource-Priority header field are FFS. How the participating function processes the Resource-Priority header in conjunction with other data is to be determined.

9)
may, according to local policy, send a SIP 183 (Session Progress) response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group as specified in subclause 6.3.x.2.3.1;
10)
determine the members to invite to the pre-arranged MCPTT group call as specified in subclause 6.3.4.5; 

11)
shall invite each group member determined in step 8) above, to the group session, as specified in subclause 10.1.1.5.1; and

12)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; 
Unless a SIP response has been sent to the controlling MCPTT function due to local policy as specified in step 8 above, the non-controlling MCPTT function of an MCPTT group shall wait for the firstSIP provisional response or first SIP 200 (OK) response from one of the invited MCPTT clients, before sending a response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group.

Upon receiving the first 18x response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, not containing a P-Answer-State header field, and if a SIP 183 (Session Progress) response has not already been sent in response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group, the non-controlling MCPTT function of an MCPTT group:
1)
shall generate a SIP 183 (Session Progress) response as described in subclause 6.3.x.2.3.1; and

2)
shall forward the SIP 183 (Session Progress) response to the controlling MCPTT function according to 3GPP TS 24.229 [4].
Upon receiving the first 18x response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, containing a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [34], a SIP 183 (Session Progress) response has not already been sent in response to the SIP INVITE request for non-controlling MCPTT function of an MCPTT group and the non-controlling MCPTT function of an MCPTT group supports media buffering, the non-controlling MCPTT function of an MCPTT group:
1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.x.2.2 before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.x.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and
NOTE 2:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response to the controlling MCPTT function according to 3GPP TS 24.229 [4];

Upon receiving the first SIP 200 (OK) response to a SIP INVITE request sent to an invited MCPTT client as specified in subclause 10.1.1.5.1, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.x.2.2 before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.x.2.1;
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5] subclause 6.3; and
NOTE 3:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response to the controlling MCPTT function according to 3GPP TS 24.229 [4];

If all invited MCPTT clients have rejected SIP INVITE requests with a SIP 3xx, 4xx, 5xx or 6xx response, the non-controlling MCPTT function of an MCPTT group:

1)
shall generate a SIP reject response as specified in 3GPP TS 24.229 [4];

2)
shall, from the list of reject response codes cached by the non-controlling MCPTT function of an MCPTT group, select the highest prioritized cached reject response code as specified in IETF RFC 3261 [24]; and

3)
shall send the reject response towards the controlling MCPTT function as specified in 3GPP TS24.229 [4].
* * * End Changes * * * *

