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1. Introduction
Here is a set of questions for CT1 regarding MCPTT registration and call handling and the related impacts on CT4 interfaces. Questions are divided in two types :

· Assumptions that should be confirmed 

· Questions that to be answered
2. Questions
A/ During IMS Registration phase

Q1:
Is it assumed that IMPI/IMPU used in SIP register by MCPTT UE are provisioned/configured in the UE before sending the first REGISTER? If not, the existing derivation mechanism to create IMPI and temporary IMPU is only based on IMSI. Is it required to define something else (impact on TS 23.003)?
ANSWER: discussion in SA3 ongoing on what relation between IMS identities and MCPTT identities. IMS services and IMPU should happen normally, we rely on what is already defined in IMS
Q2:
Sending the SIP REGISTER, it is assumed that the Requested-URI is always populated using the domain name normally used by the UE i.e. the one used for the normal IMS registration, not dependent on whether the SIP REGISTER is sent for an MCPTT user. There is no need to define a specific Home Network Domain Name for MCPTT in 23.003 (managed by CT4). Is it correct?
ANSWER: Correct
Q3:
As the Diameter authorization request can be sent by the I-CSCF to different domains (i.e. the PLMN domain or the MCPTT service provider), the I-CSCF needs to know the domain name of the network in which the SIP database/HSS is located. Is it assumed that this information is known by the I-CSCF after receiving SIP REGISTER? In the existing procedure, Diameter requests are always sent in the domain of the I-CSCF. There is no need to discover the domain.
ANSWER: assumption is that this can be resolved from IMPI? 
Q4:
It is assumed that the registration authorization given by the HSS to the I-CSCF does not depend on the fact that the registration is requested for MCPTT or not. It is a normal IMS registration authorization request procedure i.e. no specific information to add in the Diameter request sent to the HSS nor in the response received by the I-CSCF. Is it correct?
ANSWER: Correct
Q5:
As the Diameter authentication request can be sent by the S-CSCF to different domains (i.e. the PLMN domain or the MCPTT service provider), the S-CSCF needs to know the domain name of the network in which the SIP database/HSS is located. Is it assumed that this information is known by the S-CSCF after receiving SIP REGISTER? In the existing procedure, Diameter requests are always sent in the domain of the S-CSCF. There is no need to discover the domain.
ANSWER:Correct
Q6:
The server assignment procedure will be used to receive the service profile. Is it OK for the S-CSCF to receive multiple iFCs in the service profile received from the HSS (e.g. one for MCPTT, one for MMTEL) when registering an IMPU?
ANSWER: MCPTT is treated as any other IMS service
Q7:
Is it assumed the AS address received from the HSS (as SIP URI) is enough to route the 3pty REGISTER to an MCPTT server located in another domain?
ANSWER: Correct
Q8:
Is it assumed that the S-CSCF does not need to know that the AS to which the 3pty REGISTER has to be sent (the SIP URI in the iFC) is an MCPTT server?
ANSWER: For CT1, MCPTT is a regular SIP AS
B/ Handling of Terminating calls

Q9:
It is assumed that the I-CSCF will receive SIP invite containing a PSI in the Requested-URI. Is it correct?
ANSWER: R-URI will be either an IMPU or a PSI, but it is not clear yet. This is an open issue.
Q10:
It is assumed that the I-CSCF will contact the HSS to retrieve either an AS address (MCPTT server address) or an S-CSCF address using the PSI as key entry in the request. Is it still valid in the MCPTT use case?
ANSWER: If PSI is used, then it is like described.
Q11:
Is it required to define a function for PSI-to-MCPTT server resolution when multiple MCPTT servers are deployed in the network? If yes, where should be done this resolution? Or does the PSI identify a unique MCPTT server?
ANSWER: if IMPU, no problem. If PSI and this is a generic identifier then further study is required how this resolves to correct MCPTT server, but assumption is that this could be solved on application layer.
C/ MCPTT related Identifiers

Q12:
Is it required to define a specific format for the PSI?
ANSWER: no answer given
Q13:
Is it required to define a specific format for the MCPTT ID beyond TS 23.179 requirements?
ANSWER: this will need input from SA3
D/ Data conveyed over MCPTT-2 and CSC-13
Q14:
Is it assumed that the MCPTT user profile contained only user configuration data as described in Annex B.3 of TS 23.179?
ANSWER: only user configuration data as described in Annex B.3 of TS 23.179 available so far, no further information given
Q15:
Are any other data than MCPTT user profile conveyed over MCPTT-2 (e.g. temporary data "affiliation data")?
ANSWER: assumption is that this is only user profile
Q16:
Is it assumed that the user configuration data conveyed over MCPTT-2 are the user configuration data conveyed over CSC-13?
ANSWER: No 
Q17:
Is it assumed that the user profile exchanged over MCPTT-2 is in XML format?
ANSWER: this is the assumption
Q18:
Is it required to retrieve/update individually data element/subset inside this user profile over MCPTT-2?
ANSWER: this has not been decided in CT1 yet
D/ Operation over MCPTT-2
Q19:
Is it possible for the MCPTT server to update data in the MCPTT user database? Which data?
ANSWER: No transfer of data from the MCPTT server to the MCPTT user database
4. Proposal

It is proposed to discuss these points with CT1 during a joint session.
