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1. Reason for Change
The TS 23.179 specifies a Broadcast group call in subclause 10.6.2.5.

The information flow is as follows:
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1.
MCPTT user at MCPTT client 1 initiates the broadcast group call setup procedure with the indication of broadcast group call. The signalling procedure is identical to the group call setup as described in subclause 10.6.2 with the inclusion of the parameter for broadcast group call indicator.
2.
MCPTT client 1 starts to transmit media. 

NOTE 1:
Only the call originating MCPTT user is allowed to transmit media on broadcast group call. 

NOTE 2:
A broadcast group call transmitted on a user-broadcast group has priority over group calls involving users within the user hierarchy. A broadcast group call transmitted on a group-broadcast group has priority over group calls on its subordinate groups.

3.
If the media transmission from call originating MCPTT user is complete, the broadcast group call is released.

Conclusion:

The broadcast group call is very similar as a pre-arranged group call. The only difference is that the initiator needs to indicate that it is a broadcast call and that the broadcast group call is released when the media transmission is completed.
In the media plane the only difference is that the initiator is the only one allowed to speak, se other pCR.
2. Summary of Change
1.
Introduced a broadcast group call indicator element in a new <mcpttclient-ParamsType>, i.e. a <broadcast-ind> element. The <broadcast-ind> element is included by the MCPTT client when a broadcast call is initiated and forwarded all the way to invited MCPTT clients.

2.
When the media transmission is completed the MCPTT client receives an indication from the media plane and the broadcast group call is released.
3. Consequence if not approved

Broadcast group calls can't be established.
4. Comments
This is one out of several pCRs implementing the broadcast group call.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 0.4.0.
* * * 1st Change * * * *

6.2.4.1
On-demand session case

Upon receiving a request from an MCPTT user to leave an MCPTT session established using on-demand session signalling or on receipt of an indication from the media plane that media transmission in a broadcast group call is completed, the MCPTT client:
1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];

2)
shall generate a SIP BYE request according to 3GPP TS 24.229 [4];
3)
shall set the Request-URI to the MCPTT session identity to leave;
4)
shall, if privacy is requested, include the value "id" in the Privacy header field according to 3GPP TS 24.229 [4]; and
5)
shall send a SIP BYE request towards MCPTT Server according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the SIP BYE request, the MCPTT Client shall interact with the media plane as specified in 3GPP TS 24.380 [5].

6.2.4.2
Pre-established session case
Upon receiving a request from an MCPTT user to leave an MCPTT session within a pre-established session or on receipt of an indication from the media plane that media transmission in a broadcast group call is completed, the MCPTT client:
1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5];

2)
shall generate an initial SIP REFER request outside a dialog in accordance with the procedures specified in 3GPP TS 24.229 [4], IETF RFC 4488 [22] and IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27];
3)
shall set the Request-URI of the SIP REFER request to the public service identity identifying the pre-established session on the MCPTT server serving the MCPTT user;
4)
shall include the Refer-Sub header field with value "false" according to rules and procedures of IETF RFC 4488 [22];
5)
shall include the Supported header field with value "norefersub" according to rules and procedures of IETF RFC 4488 [22];
Editor's Note [CT1#95, C1-154537]: Need to discuss if the MCPTT client includes the "norefersub" in a Supported header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should also or instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field, of the REFER request, or both.
6)
shall set the Refer-To header field of the SIP REFER request to the MCPTT session identity to leave;
7)
shall include the "method" SIP-URI parameter with the value "BYE" in the URI in the Refer-To header field;
8)
shall, if privacy is requested, include the value "id" in the Privacy header field according to 3GPP TS 24.229 [4];
9)
shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established session; and;

10)
shall send the SIP REFER request according to 3GPP TS 24.229 [4].
Upon receiving a SIP 2xx response to the SIP REFER request, the MCPTT client shall interact with media plane as specified in 3GPP TS 24.380 [5].

* * * 2nd Change * * * *

6.2.8.1.2
Request for an originating broadcast group calls
NOTE 1:
This subclauses is referenced from other procedures.
When the MCPTT user initiates a broadcast group call, the MCPTT client:

1)
in the case of the pre-arranged group call is initiated on-demand, shall include in the "application/g.3gpp.mcptt-info+xml" MIME body the <broadcast-ind> element set to "true" as defined in clause F.1; and

2)
in the case the pre-arranged group call is initiated using a pre-established session, shall include in the "application/g.3gpp.mcptt-info+xml" MIME body in the "body" URI header field in the Refer-To header field the <broadcast-ind> element set to "true" as defined in clause F.1.
* * * 3rd Change * * * *

6.3.2.1.3
Sending an INVITE request on receipt of an INVITE request
NOTE:
This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP INVITE request, the participating MCPTT function: 
Editor's Note [CT1#94, C1-153763]: The incoming SIP INVITE request may contain a Privacy header field. The behaviour of the server receiving the Privacy header field is FFS.

1)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] if included in the incoming SIP INVITE request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

5)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE;

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
7)
if the incoming SIP INVITE request contained a MIME resource-lists body with the MCPTT ID of the invited MCPTT user, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the MIME resource-lists body, according to rules and procedures of IETF RFC 5366 [20]; and
7)
if the incoming SIP INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall include a Content-Type header field with multipart/mixed (if not already included in step 7), as specified in IETF RFC 2046 [21], and copy the "application/g.3gpp.mcptt-info+xml" MIME body, according to rules and procedures of IETF RFC 5366 [20].
Editor's Note [CT1#94, C1-153763]: Considerations need to also be made for inclusion of the Priority header field or Resource Priority Header field depending on the contents of the incoming SIP INVITE request and the type of request (i.e. whether emergency or non-emergency). This is FFS.
* * * 4th Change * * * *

6.3.2.1.4
Sending an INVITE request on receipt of a REFER request
NOTE:
This subclause is referenced from other procedures.

When generating an initial SIP INVITE request according to 3GPP TS 24.229 [4], on receipt of an incoming SIP REFER request, the participating MCPTT function:
1)
shall include in the SIP INVITE request all header fields included in the headers portion of the SIP URI in the Refer-To header field in the incoming SIP REFER request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

3)
shall include the option tag "timer" in the Supported header field;

4)
shall copy the contents of the P-Asserted-Identity header field of the incoming SIP REFER request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;

5)
shall include the g.3gpp.mcptt media feature tag into the Contact header field of the outgoing SIP INVITE; and

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), into the P-Asserted-Service header field of the outgoing SIP INVITE request; and

7)
if the incoming SIP REFER request contained an "application/g.3gpp.mcptt-info+xml" MIME body in the "body" URI header field, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the "application/g.3gpp.mcptt-info+xml" MIME body to the SIP INVITE request, according to rules and procedures of IETF RFC 5366 [20].
Editor's Note [CT1#94, C1-153763]: Considerations need to also be made for inclusion of the Priority header field or Resource Priority Header field depending on the contents of the incoming SIP REFER request and the type of request (i.e. whether emergency or non-emergency). This is FFS.
* * * 5th Change * * * *

6.3.2.2.3
SIP INVITE towards the terminating MCPTT client

The participating MCPTT function shall generate an initial SIP INVITE request according to 3GPP TS 24.229 [4] and:
Editor's Note [CT1#94, C1-153763]: The incoming SIP INVITE request may contain a Privacy header field with "id". The behaviour of the server receiving the Privacy header field with "id" is FFS.
1)
shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] if included in the incoming SIP INVITE request;

2)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
3)
shall include the option tag "timer" in the Supported header field;

4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";

c)
the isfocus media feature tag;

d)
an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the incoming SIP INVITE request; and

e)
any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;

5)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23];
6)
may include a Resource-Share header field in accordance with subclause 5.7.1.20.3 in 3GPP TS 24.229 [4]; and
Editor's Note [CT1#94, C1-153763]: Need to discuss if the participating MCPTT function includes the "norefersub" in a Supported header field and includes the Refer-Sub header field equal to "false" as specified in RFC 4488 or whether the participating MCPTT function should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tags in the Require header.
Editor's Note [CT1#94, C1-153763]: Considerations need to also be made for inclusion of the Priority header field or Resource Priority Header field depending on the contents of the incoming SIP INVITE request and the type of request (i.e. whether emergency or non-emergency). This is FFS. 
Editor's Note [CT1#95, C1-154398]:
Further specification of the inclusion of the Resource-Share header field for the case where the INVITE request was received without SDP offer needs to be studied.
7)
if the incoming SIP INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the "application/g.3gpp.mcptt-info+xml" MIME body, according to rules and procedures of IETF RFC 5366 [20].
Editor's note: If the broadcast call can be initiated over the MBMS bearer without using an SIP session (on-demand or pre-established) is FFS. There may be security issues with such a solution if security keys are not distributed to affiliated group members prior to the establishment of the broadcast call.

6.3.3.1.2
Sending an INVITE request

NOTE:
This subclause is referenced from other procedures.

The controlling MCPTT function shall generate an initial SIP INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:

1)
shall include in the Contact header field an MCPTT session identity for the MCPTT session with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
5)
shall set the Request-URI to the public user identity associated to the MCPTT user to be invited as specified in subclause 6.3.3.x;

Editor's Note [C1#95, C1-154535]: Subclause 6.3.3.x is to be provided.
6)
shall include the P-Asserted-Identity header field of the inviting MCPTT client;

7)
shall include a Referred-By header field with the MCPTT address of the inviting MCPTT client;

8)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;
9)
shall include the Supported header field set to "timer";

10)
shall, if privacy is requested by the inviting MCPTT client, include the value "id" in a Privacy header field according to rules and procedures of IETF RFC 3325 [14];
11)
shall include an unmodified Answer-Mode header field if present in the incoming SIP INVITE request or in the headers portion of the SIP URI in the Refer-To header field in the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated; and

12)
if the incoming SIP INVITE request contained an "application/g.3gpp.mcptt-info+xml" MIME body, shall include a Content-Type header field with multipart/mixed, as specified in IETF RFC 2046 [21], and copy the "application/g.3gpp.mcptt-info+xml" MIME body to the outgoing INVITE request, according to rules and procedures of IETF RFC 5366 [20].
Editor's Note [CT1#94, C1-153739]: RFC 5373 also defines the "Priv-Answer-Mode" header field. It is FFS if "Priv-Answer-Mode" is required for MCPTT.

* * * 6th Change * * * *

10.1.1.2.1.1
Client originating procedures
Editor's Note: This subclause contains the procedures for the MCPTT client initiating a pre-arranged group call. There may be aspects of this clause that may be common for other session initiation procedures and in such cases some of this text may be moved to a common procedures section.

Upon receiving a request from an MCPTT user to establish an MCPTT pre-arranged group session the MCPTT client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:
1)
if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an MCPTT pre-arranged group call and the MCPTT emergency state is already set, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.1;
2)
if the MCPTT user has requested the origination of an broadcast group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.2;
3)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];
4)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
5)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
7)
should include the "timer" option tag in the Supported header field;
8)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
9)
shall set the Request-URI of the SIP INVITE request to the MCPTT Group Identity;

Editor's Note: The Request-URI may contain the MCPTT Group Identity in deployments where identity hiding is not required. For deployments requiring identity hiding, consideration should be given to having the MCPTT Group Identity and the MCPTT id of the sender contained in a MIME body. Consideration should be given to encrypting this body or the sensitive contents therein as a means of providing confidentiality. Consideration needs to be made for the To header field also.

10)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [4];
Editor's Note [CT1#95, C1-154553]: The Resource-Priority header field may need to be used to indicate the need for elevated bearer priority for emergency calls. This aspect of its usage is under study.

11)
shall contain an "application/vnd.3gpp.mcptt-info" MIME body with the <mcpttinfo> element containing the <mcpttclient-Params> element with the <session-type> element set to a value of "prearranged";

12)
shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1;

13)
if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and
14)
shall send the SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

Editor's Note: Need to be consistent whether SIP features that affect the application should be mentioned here (e.g. local storing of information).

1)
shall interact with the user plane as specified in 3GPP TS 24.380 [5].
* * * 7th Change * * * *

10.1.1.2.2.1
Client originating procedures
Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity identifying a pre-arranged MCPTT group within the pre-established session, the MCPTT client shall generate a SIP REFER request as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and in accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client shall follow the procedures specified in subclause 10.1.2.2.2.1 with the clarification in step 2) of subclause 10.1.2.2.2.1 that the Refer-To header field of the SIP REFER: 

1)
shall contain a URI of the pre-arranged MCPTT group; and

2)
shall contain a Content-Type URI header field containing an "application/vnd.3gpp.mcptt-info"MIME type of the "body" URI header field and the body URI header field containing the <mcptt-info> element with the <mcpttclient-Params> element and with the <session-type> element set to a value of "prearranged"; and

3)
if the MCPTT user has requested the origination of an broadcast group call, the MCPTT client shall comply with the procedures in subclause 6.2.8.1.2.
* * * 8th Change * * * *

F.1.2
XML schema

<?xml version="1.0"?>

<xs:schema

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  elementFormDefault="qualified"

  attributeFormDefault="unqualified">
  <xs:element name="mpcttinfo" type="mcpttinfo-Type"/>
  <xs:complexType name="mcpttinfo-Type">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

</xs:complexType> 
  <xs:element name="mcpttclient-Params" type=" mcpttclient-ParamsType"/>

  <xs:complexType name="mcpttclient-ParamsType">

    <xs:sequence>

      <xs:element name="session-type" type="xs:string" minOccurs="0"/> 

      <xs:element name="emergency-ind" type="xs:boolean" minOccurs="0"/>
      <xs:element name="alert-ind" type="xs:boolean" minOccurs="0"/>
      <xs:element name="imminentperil-ind" type="xs:boolean" minOccurs="0"/>
      <xs:element name="broadcast-ind" type="xs:boolean" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

  <xs:complexType name="anyExtType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

  </xs:complexType>
</xs:schema>

F.1.3
Semantic

The <mcpttinfo> element is the root element of the XML document. The <mcpttinfo> element can contain subelements.

NOTE:
The subelements of the <mcptt-info> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <mcptt-info> element
If the <mcpttinfo> contains the <mcpttclient-Params> element then: 
1)
the <session-type> is included with:

a)
a value of "chat" to indicate that the MCPTT client wants to join a chat group call

b)
a value of "prearranged" to indicate the MCPTT client wants to make a pre-arranged group call; or

c)
a value of "private" to indicate the MCPTT client wants to make a private call;

2)
optionally:

a)
the <emergency-ind>:

i)
set to "true" to indicate that the call that the MCPTT client is initiating is an emergency MCPTT call; or

ii)
set to "false" to indicate that the MCPTT client is cancelling an emergency MCPTT call (i.e. converting it back to a non-emergency call);
b)
the <alert-ind>: 
i)
set to "true" in an emergency call initiation to indicate that an alert to be sent; or
ii)
set to "false" when cancelling an emergency call which requires an alert to be cancelled also;
c) if the <session-type> is set to "chat" or "prearranged":

i)
the <imminentperil-ind> set to "true" to indicate that the call that the MCPTT client is initiating is an imminent peril group MCPTT call; and
d)
the <broadcast-ind>:

i)
set to "true" indicates that the MCPTT client is initiateing a broadcast group call; or

ii)
set to "false" indicateing that the MCPTT client is initiating a non- broadcast group call.
Absence of the <emergency-ind>, <alert-ind> and <imminentperil-ind> in a SIP INVITE request indicates that the MCPTT client is initiating a non-emergency private call or non-emergency group call.
Absence of the <broadcast-ind> in a SIP INVITE request indicates that the MCPTT client is initiating a non-broadcast group call.
The recipient of the XML ignores any unknown element and any unknown attribute.

* * * End Change * * * *
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