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1. Overall Description:

SA3 would like to thank CT1 for the LS on GUSS to include AS address. SA3 has discussed the LS and would like to provide the following answers:

Question-2: Does definition of the GUSS enable inclusion of an AS instance address to be used by AP to route a received HTTP request to, if there are several AS instances providing the service requested in the received HTTP request?
SA3 answer: The functionality of the security parts of an AP is defined in TS 33.222, which specifies in clause 6.5.1 regarding the use of GUSS as follows:" This user security setting may contain the public user identities in the authentication part of the USS. The authorisation part of the USS may contain indications, which of the applications residing on the AP, and the Application Servers behind the AP, a user is allowed to access." 
This means that the GUSS is meant to include authorization information, not routing information. Authorization information indicates which ASs the user is allowed to access. Choosing an AS instance from a group of several ASs providing the same service (e.g. for load balancing) is a routing issue and not an authorization issue. Therefore, SA3 opinion is that GUSS should not include such routing information. The routing issue should be solved by other groups. However, it is the understanding of SA3 that there are already mechanisms specified for routing of requests to ASs behind an AP, e.g. for XCAP in TS 24.623. 
Question-3: In case there are several AS instances providing the service requested in the received HTTP request sent from UE, what should the value of the NAF_ID contained in the query request from AP to BSF be? 
SA3 answer: The value of the NAF_ID should include the FQDN that was received in the UE’s request. 

Question-3 (continued): Is NAF_ID an FQDN which determines a unique AS IP address or AS hostname which can be retrieved from the HTTP request sent from UE to AP?
SA3 answer: The relevant part from SA3 point of view is the FQDN in the HTTP request, which the AP received. It is not in the area of SA3 to determine whether the FQDN determines a unique AS IP address or AS hostname or not. See also SA3 answer to Question-2 on existing mechanisms for routing of requests.
2. Actions:

To CT1 group:
ACTION: 
SA3 kindly asks CT1 to take the above information into account. 
3. Dates of next SA3 meetings:
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