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1. Introduction
At SA2#111 meeting, SA2 has reached agreements on CIoT architecture for NB-IOT and sent an LS C1-154066/S2-153695 to CT1 to inform the agreements on the normative work that to progress Solution 2 from TR 23.720 v1.1.0 as a mandatory feature for the UE and the network and Solution 18 as an optional feature.

At SA2#112 meeting, several P-CRs tabled for C-IoT were technically endorsed following the conclusion of TR work. One CR (i.e. S2-154451) captured the Solution #2 for the procedure of data transport in control plane CIoT EPS optimisation. Before the MO/MT C-IoT data transport via control plane is enabled, the UE supports C-IoT (namely C-IoT capable UE) needs to perform a successful C-IoT attach to the network supporting C-IoT as well. This optimized attach procedure was captured in another SA2 CR (i.e. S2-154452). During this attach procedure, both UE and the MME have exchanged the supported C-IoT capabilities. Furthermore, some general description on the C-IoT terminologies, architecture, general concepts and general functions were also given in SA2 CRs (i.e. S2-154394/S2-154395) to pave a good way for the common understanding on the C-IoT optimization. 

This discussion paper attempts to analyze alternative solutions to implement the C-IoT data transport via control plane between the UE and the MME based on the observations on the current status of stage 2 on C-IoT data transport via control plane and the summary of the main optimized points provided by the C-IoT data transport via control plane between the UE and the MME. Finally a solutions was proposed as a way for specification work based on the detail solution evaluation.

2. Discussion
2.1 The current status of stage 2 on C-IoT data transport via control plane
Considering the time limitation for completion of stage 3 C-IoT work in Rel-13 timeframe, it was a work assumption during the CT1 C-IoT telco that CT1 work can be started based on the technically endorsed SA2 CRs.

[bookmark: OLE_LINK1]Based on technically endorsed procedure in SA2 TS 23.401, the main optimized points provided by the C-IoT data transport via control plane between the UE and the MME can be summarised as below:
(1) For the UL C-IoT data, the UE can send an NAS message which capsulated the C-IoT data to the eNB and then forwarded to the MME. For the idle mode UE, this NAS message was sent during the RRC connection establishment procedure while for the connected UE, this NAS message can be directly piggybacked in an RRC direct transport message.
(2) For the DL C-IoT data, the MME can send an NAS message which capsulated the C-IoT data to the eNB and then forwarded to the UE. This can only be done when the UE was in connected mode.
(3) The UE or the network may indicate whether the immediate ack/response to the corresponding CIoT data is expected.
(4) [bookmark: OLE_LINK14]The UE needs to indicate the data type (i.e. IP, non-IP, SMS) of C-IoT data to the MME in the NAS message. Even this was not clearly indicated in the endorsed S2-154451, but it was covered in the TR 23.720 to enable the further transport to P-GWs, SCEF or SMS-GSMC.
(5) The capsulated UL/DL C-IoT data needs to be encrypted and integrity protected, even from the idle mode UE.

For (2), for idle mode UEs, the paging and the service request procedure (as response) were used in the endorsed S2-154451. However, the required optimization for paging for C-IoT was not technically endorsed in SA2 (note that the agreed CR S2-153701 was endorsed under TEI13, not for C-IoT). Furthermore, whether the Service Request procedure is reused as paging response is also under discussion during the SA2 C-IoT telcos and not determined yet. Hence, the required optimization for the paging and the service request procedure is out of the scope of this paper.

For (3), even not explicitly specified in the endorsed SA2 CR S2-154451, but from stage 3 perspective, it is reasonable for the network to expect the immediate ack/response to the corresponding DL CIoT data as well.

Also for (4), even not explicitly specified in the endorsed SA2 CR S2-154451, but from stage 3 perspective, it is reasonable for the network to indicate the data type (i.e. IP, non-IP, SMS) of C-IoT data to the UE in the NAS message as well, to facilitate the proper handling at the UE.

Furthermore, for (5), it was also under discussion in SA2 and no any guidance from SA3 received so far. Hence this can be discussed separately and hold on for a while (e.g. by adding required Editorial Notes).

[bookmark: OLE_LINK3]Note that in the endorsed SA2 CR S2-154451, it also specified that “The UE may also indicate whether the S1 connection has to be released when DL data is received”. However, from stage 3 perspective, the release of S1 connection was totally controlled by the network, not based on the indication from the UE. Furthermore, the network can refer the ack/response indication provided by the UE to decide the release of S1 connection, e.g. if the acknowledgement data is expected by the UE, the network will not release the S1 connection immediately after UL CIoT data received. Hence no separate indication for S1 release is needed in stage 3 specifications.

2.2 Alternative implementation for C-IoT data transport via control plane
Based on the observations in section 2.1, the main principle is to capsulate the C-IoT data into a NAS message. Currently there are already two NAS messages which are used to carry SMS messages (i.e. Uplink/Downlink NAS Transport) or protocol messages (i.e. Uplink/Downlink generic NAS transport) from various applications (e.g., an LCS application to send an LPP message or a location service message) in an encapsulated form between the MME and the UE. Now when thinking to implement the endorsed C-IoT data transport via control plane between the UE and the MME in CT1 and taking three types of C-IoT data, there are four possible alternative solutions can be considered:

(1) Reusing an existing NAS message for all type of C-IoT data transport

The existing NAS message can be reused is either Uplink/Downlink NAS Transport message or Uplink/Downlink generic NAS transport message.

(2) Reusing Uplink/Downlink NAS Transport for SMS transport while Uplink/Downlink generic NAS transport for IP/non-IP data transport

(3) Define an new NAS message for all type of C-IoT data transport

(4) Define an new NAS message for IP/non-IP data transport while reusing Uplink/Downlink NAS Transport for SMS transport

Note that saying “reusing” does not mean the existing messages can be fully reused but the enhancement is required as well.

2.3 Evaluation
To make the implementation easier, we should evaluate whether reusing the existing NAS message is workable as far as possible. 

2.3.1 Evaluation point on size limitation
When reusing the existing NAS message, one key point is whether the maximum size of data capsulated into the message can meet the traffic models for the C-IoT.

For the Uplink/Downlink NAS Transport message, as specified in TS 24.301 subclause 8.2.12/8.2.30, the maximum length of NAS message container IE is 252 bytes. Exclude one byte of length field, the value field is only 251 bytes length. When referring the traffic models for C-IoT compiled in the Table 4.3-1 of TR 23.720, for some IP/non-IP data (e.g. software update/reconfiguration model), the data size can be larger than 251 bytes. To avoid the unnecessary segmentation and reassembly of an IP/non-IP data at the UE and the MME, the Uplink/Downlink NAS Transport message cannot be re-used for IP/non-IP data transport. 

For the Uplink/Downlink generic NAS transport message, as specified in TS 24.301 subclause 8.2.31/8.2.32, the maximum length of Generic message container IE can be up to 65535 bytes. Exclude two bytes of length field, the value field can still be up to 65533 bytes which is enough for all category of IP/non-IP data transport. Hence, for IP/non-IP data, the Uplink/Downlink generic NAS transport message can be reused when only taking the size limitation.

2.3.2 Evaluation point on new IEs
When taking the optimized point (3) and (4) in section 2.1, the UE needs further provide data type (i.e. IP, non-IP, SMS) and indications to the MME. For the Uplink/Downlink NAS Transport message, there is no spare/unused bits in the existing IEs. For the Uplink/Downlink generic NAS transport message, there are spare/unused bits in the Generic message container type IE and Additional information IE. The data type can be specified in the Generic message container type IE while additional indications can be included in the Additional information IE. From this point, reusing the Uplink/Downlink generic NAS transport message for all type of C-IoT data transport seems better.
2.3.3 Evaluation point on UE ECM mode
When taking the optimized point (1) in section 2.1, typically the UE can send the UL NAS message from the idle mode, if reusing the existing NAS message, the UE’s behaviour needs to be enhanced further due to currently both the Uplink NAS Transport message and the Uplink generic NAS transport message can only be initiated by the connected mode UE. But one fact is the enhancement on the UE for C-IoT is inevitable.

[bookmark: OLE_LINK2]2.3.4 Evaluation point on backward compatibility
[bookmark: OLE_LINK25]Another key point is the backward compatibility for all alternative solutions. Considering the network is aware whether a UE was attached for C-IoT or not, for the cases of UEs not supporting C-IoT, regardless of network supporting C-IoT or not, nothing was optimized for C-IoT. Also for the case of UEs supporting C-IoT attached to the network supporting C-IoT, everything will work well. Hence, for the backward compatibility, only one case needs to be considered: UEs supporting C-IoT attached to the network not supporting C-IoT. In this case, if the UE is aware that the registered network does not support C-IoT, the simply way is the UE does not use any optimization for C-IoT and hence there is no backward compatibility issue. This can be guaranteed by the network feedback during the C-IoT attach procedure (e.g. the legacy MME rejects the C-IoT attach with a cause “#96: invalid mandatory information” and then the UE falls back to a legacy UE to initiate a legacy attach procedure). Hence, for all alternative solutions in section 2.2, there is no backward compatibility issue.

Here, one typical case is the UE supporting C-IoT only, and the open issue is whether this UE can successfully attach to a legacy network not supporting C-IoT? Due to this was not resolved in SA2 and hence it proposes this to be discussed separately.

2.3.5 Evaluation point on complexity
To provide a single NAS message to transport all type of C-IoT data will be simper. When considering to define the new NAS message (i.e. solution #3, #4), it needs more work for the implementation, including, e.g. to add the new message identity and required IEs, to cover the new abnormal cases handling, to cover the new procedure collision handling etc.

The evaluation for all alternative solutions can be summarized in below Table 1. Note that for the solution (1) below, it refers only to reuse the Uplink/Downlink generic NAS transport message.

Table 1: Solution evaluation
	Solution
	Pros.
	Cons.
	Backward compatibility

	(1)
	· Simpler, all types of C-IoT data were transported via the same NAS message.
· The existing NAS message with all IEs can be reused.
	· The UE’s behaviour needs to be enhanced to enable sending the existing NAS message from the idle mode.
	· No issue if the UE is aware that the registered network does not support C-IoT.

	(2)
	· The existing NAS messages can be reused.
	· The UE’s behaviour needs to be enhanced to enable sending the existing messages from the idle mode.
· Different types of C-IoT data were transported via different NAS messages.
· For C-IoT SMS, new IEs need to be added in the existing NAS message.
	· No issue if the UE is aware that the registered network does not support C-IoT.

	(3)
	· Simpler, all types of C-IoT data were transported via the same NAS message.
· The UE’s behaviour for existing NAS messages is not impacted.
	· To add a new NAS message, including the new message type and new IEs, hence more complicated for implementation.
· New UE/MME’s behaviour need to be added, e.g. handling of new abnormal cases and procedure collisions.
	· No issue if the UE is aware that the registered network does not support C-IoT.

	(4)
	· The UE’s behaviour for existing generic NAS message is not impacted.
	· To add a new NAS message, including the new message type and new IEs, hence more complicated for implementation.
· New UE/MME’s behaviour need to be added, e.g. handling of new abnormal cases and procedure collisions.
· For C-IoT SMS, the UE’s behaviour needs to be enhanced to enable sending the existing NAS message from the idle mode.
· Different types of C-IoT data were transported via different NAS messages.
· For C-IoT SMS, new IEs need to be added in the existing NAS message.
	· No issue if the UE is aware that the registered network does not support C-IoT.



2.4 Proposal
Based on the solution evaluation given in section 2.3, the solution#1 is better than other three alternative solution when taking all Pros. and Cons into account. Hence, it proposes to adopt solution#1 as a stage 3 implementation way to enable C-IoT data transport via control plane between the UE and the MME.

3. Conclusion
This discussion paper has observed the current status of stage 2 on C-IoT data transport via control plane (based on the technically endorsed SA2 CRs) and summarized the main optimized points provided by the C-IoT data transport via control plane between the UE and the MME.

Based on the optimized points, four alternative solutions from stage 3 perspective to implement the C-IoT data transport via control plane between the UE and the MME were proposed and the detail evaluation was given.

Based on the solution evaluation, it proposes CT1 to adopt solution#1 as a way forward

[bookmark: _GoBack]Considering standard progress for C-IoT needs to be done in stage 2 and stage 3 in parallel, it proposes to table a CR (C1-160165) to capture the above proposal into CT1 specification in this meeting.
