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1. Reason for Change
There are a couple of editor's notes that needs to be resolved.
Editor's note:
The content of this subclause is FFS.

Editor's note: The content of this subclause is FFS. It should contain an overview of different types of messages used in this specification.
Further, the general part needs to be aligned with the rest of the parts in clause 8.

2. Summary of Change
-
Added text in the general to explain how messages are buildt up in clause 8.
-
Clarified the use of the name (ASCII) showing the different protocols provided in TS 24.380.

-
Algned terminology and methodology with the rest of the clause 8.

-
Removed the editor's notes.
3. Consequence if not approved

Incomplete specification.
4. Comments
This is one pCR out of many pCRs updateing Ts 24.380 with the intention to complete the coding of messages and parameters.
It is recommended to review this pCR in "Final" mode, i.e. without all the changes visible.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.380 1.0.0.
* * * First Change * * * *

8
Coding

8.1
Introduction


8.1.1
General

The media control protocols specified in this document are based on the RTCP Application Packets (RTCP: APP), as defined in IETF RFC 3550 [3], but the media control messages do not conform to the rules for compound RTCP packets or RTCP packet transmission.

Each media control message shall be one RTCP: APP packet. These RTCP: APP packets shall not be sent in compound RTCP packets, but more than one media control message may be sent in a single IP packet.
The three first 32-bit words in any of the media control protocols defined in this document are structured in a general way. The general structure of media control messages are described in subclause 8.1.2.

8.1.2
RTCP: APP message format

The definition of the fields in the RTCP APP packet is found in IETF RFC 3550 [3].

Table 8.1.2-1 shows the RTCP APP packet format.

Table 8.1.2-1: RTCP: APP message format.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| Subtype |   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                           SSRC                                |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name (ASCII)                         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                 application-dependent data                    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

P

The padding bit P shall be set to 0.
Subtype:

Any of the message types in table 8.2.2-1.
Length

The length field in the RTCP header is the length of the packet in 32-bit words, not counting the first 32-bit word in which the length field resides.

NOTE: 
The length field can indicate message size longer than specified in this version of the protocol. This can be the case e.g. if message is of later version of this protocol.

Name

The 4-byte ASCII string in the RTCP header shall be used to define the set of media control messages to be unique with respect to other APP packets that the media plane might receive.
The present document specified the use of the following names:
1.
For the floor control protocol specified in present document the ASCII name string shall be: MCPT (Mission Critical Push-to-Talk).

2.
For the pre-established session call control protocol specified in present document the ASCII name string shall be: MCPC (Mission Critical Pre-established session Control).

3.
For the MBMS subchannel control protocol specified in present document the ASCII name string shall be: MCMC (Mission Critical MBMS subchannel Control).

Application-dependent data

The use of application dependent data is specified in the following subclauses. If the length of the application dependent data is not a multiple of 4 bytes, the application dependent data shall be padded to a multiple of 4 bytes. The value of the padding bytes should be set to zero. The receiver of padding bytes in a message shall ignore the value of the padding bytes.

* * * End Change * * * *

