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1. Introduction
Terminating client procedures do not consider human interaction when the MCPTT client receives the group call.
2. Reason for Change
Commencement mode for group calls is specified differently to that of private calls for MCPTT. At the client side, the following requirements in TS 22.179 subclause are applicable:

[R-6.2.1-002] An MCPTT User currently affiliated to an MCPTT Group shall acknowledge receipt of an MCPTT Group call setup request, if requested to do so by the MCPTT Service.

[R-6.2.1-003] The MCPTT User's acknowledgement may require direct interaction of the MCPTT UE with the human user, or may be automatically executed by the MCPTT UE, in accordance with policy established by an MCPTT Administrator.
Requirement [R-6.2.1-002] is effectively indicating that the MCPTT service requires an acknowledgement from the MCPTT user for the group call to go ahead.

Requirement [R-6.2.1-003] is refining requirement in [R-6.2.1-002] by indicating that the acknowledgement can either involve interaction with the human user or can be automatically executed by the UE.

Requirement [R-6.2.1-003] also indicates that the policy set up by the administrator indicates whether the UE answers automatically or human interaction is required.

If human interaction is required, it is assumed that either:

-
the user accepts the call and the UE sends SIP 200 (OK) response;

-
the user rejects the call and a SIP 4xx response is sent back.

The MCPTT client that is configured for human interaction on receipt of the SIP invite request may send a SIP 183 (session progress) with the P-Answer-State header field set to "Unconfirmed" prior to the human interaction taking place, to allow for deployments where the MCPTT server performs media buffering.

For pre-established sessions, there would not be any gain if human interaction is required, so it should be assumed that the pre-established session support is assumed that users are configured to automatically answer. However if pre-established sessions can be established for MCPTT clients that required human interaction for group call commencement, it should be assumed that the participating function sends a SIP re-INVITE request to the terminating client.

The originating procedures for pre-established session for pre-arranged group call are also provided.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v.0.3.0
* * * First Change * * * *
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6.2.3
Commencement modes
6.2.3.1
Automatic commencement mode
6.2.3.1.1
Automatic commencement mode for private calls
When performing the automatic commencement mode procedures, the MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 2xx response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag "timer" in a Require header field of the SIP 2xx response;

3)
shall include value "id" in a Privacy header field of the SIP 2xx response according to 3GPP TS 24.229 [4], if anonymity is requested by the invited MCPTT user;
4)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 2xx response; 

5)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 2xx response;

6)
shall include the Session-Expires header field in the SIP 2xx response and start the SIP session timer according to IETF RFC 4028 [7], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uas";

7)
shall include an SDP answer in the SIP 2xx response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
8)
 shall send the SIP 2xx response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4]; and
9)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].
6.2.3.1.2
Automatic commencement mode for group calls
When performing the automatic commencement mode procedures, the MCPTT client shall follow the procedures in subclause 6.2.3.1.1 with the following clarification:

-
The MCPTT client may include a P-Answer-State header field with the value "Confirmed" as specified in IETF RFC 4964 [xx] in the SIP 2xx response.
6.2.3.2
Manual commencement mode
6.2.3.2.1
Manual commencement mode for private calls
When performing the manual commencement mode procedures:

1)
if the MCPTT user declines the MCPTT session invitation the MCPTT client shall send a SIP 480 (Temporarily Unavailable) response towards the MCPTT server with the warning text set to: "xxx user declined the call invitation" in a Warning header field as specified in subclause 4.4, and not continue with the rest of the steps in this subclause.
The MCPTT client:

1)
shall accept the SIP INVITE request and generate a SIP 180 (Ringing) response according to rules and procedures of 3GPP TS 24.229 [4];

2)
shall include the option tag 'timer' in a Require header field of the SIP 180 (Ringing) response;

3)
shall include value "id" in a Privacy header field of the SIP 180 (Ringing) response according to 3GPP TS 24.229 [4], if anonymity is requested by the invited MCPTT user;

4)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 180 (Ringing) response;
5)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" in the Contact header field of the SIP 180 (Ringing) response; and

6)
shall send the SIP 180 (Ringing) response to the MCPTT server.

When sending the SIP 200 (OK) response to the incoming SIP INVITE request, the MCPTT client shall follow the procedures in subclause 6.2.3.1.1.
When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].
6.2.3.2.2
Manual commencement mode for group calls
When performing the manual commencement mode procedures:
1)
the terminating MCPTT client may automatically generate a SIP 183 (Session Progress) in accordance with 3GPP TS 24.229 [4], prior to the MCPTT user's acknowledgement; and
2)
if the MCPTT user declines the MCPTT session invitation the MCPTT client shall send a SIP 480 (Temporarily Unavailable) response towards the MCPTT server with the warning text set to: "xxx user declined the call invitation" in a Warning header field as specified in subclause 4.4, and not continue with the rest of the steps in this subclause.
When generating a SIP 183 (Session Progress) response, the MCPTT client shall:
1)
include value "id" in the Privacy header field according to 3GPP TS 24.229 [4], if privacy is requested by the invited MCPTT user; and
2)
include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag; and
b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and
3)
include a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [xx]; 
When sending the SIP 200 (OK) response to the incoming SIP INVITE request, the MCPTT client shall follow the procedures in subclause 6.2.3.1.2.
When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].
* * * Next Change * * * *
10.1.1.2.1.2
Client terminating procedures
Editor's Note: This subclause contains the procedures for the MCPTT client being invited to a pre-arranged group call. 3GPP TS 23.179 [3] does not describe "manual answer mode" or "auto answer mode" for pre-arranged group call. 3GPP TS 23.179 [3] states: "The receiving MCPTT client accepts the MCPTT group call request, and an acknowledgement is sent to the group host MCPTT server."
Upon receipt of an initial SIP INVITE request, the MCPTT client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.

The MCPTT client: 

Editor's Note: How the SIP INVITE may be rejected should be handled in a separate subclause. The decision to reject a SIP INVITE request to an MCPTT Session can e.g. be based on procedures between the MCPTT Client and the MCPTT User outside the scope of this specification.

Editor's Note: There needs to be a check for the max number of sessions the MCPTT client can handle at once

Editor's Note: What happens if the MCPTT Client determines that there are not enough resources to handle the MCPTT Session?

1)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4].

Editor's Note: The values of Resource-Priority header field are FFS.

2)
may display to the MCPTT user the MCPTT address of the inviting MCPTT user;
3)
shall perform the automatic commencement procedures specified in subclause 6.2.3.1.2 if the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Auto"; or

b)
SIP INVITE request does not contain an Answer Mode header field and the policy for answering the call at the invited MCPTT client is to use automatic commencement mode; and
4)
shall perform the manual commencement procedures specified in subclause 6.2.3.2.2 if the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Manual"; or

b)
SIP INVITE request does not contain an Answer Mode header field and the policy for answering the call at the invited MCPTT client is to use manual commencement mode.











* * * Next Change * * * *
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10.1.1.2.2
Pre-arranged group call using pre-established session
10.1.1.2.2.1
Client originating procedures
Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity identifying a pre-arranged MCPTT group within the pre-established session, the MCPTT client shall generate a SIP REFER request as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and in accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.
The MCPTT client shall follow the procedures specified in subclause 10.1.2.2.2.1 with the clarification in step 2) of subclause 10.1.2.2.2.1 that the Refer-To header field of the SIP REFER: 
1)
shall contain a URI of the pre-arranged MCPTT group; and
2)
shall contain a Content-Type URI header field containing an "application/vnd.3gpp.mcptt-info"MIME type of the "body" URI header field and the body URI header field containing the <mcptt-info> element with the <mcpttclient-Params> element and with the <session-type> element set to a value of "prearranged".
10.1.1.2.2.2
Client terminating procedures
Upon receiving a SIP re-INVITE request within a pre-established Session without an associated MCPTT session or when generating SIP responses to the SIP re-INVITE request, the MCPTT client shall follow the procedures in subclause 10.1.1.2.1.2.

NOTE:
In subclause 10.1.1.2.1.2, the reader is assumed to replace occurrences of SIP INVITE with SIP re-INVITE.
* * * Next Change * * * *

11.1.1.2.1.2
Client terminating procedures
Upon receipt of an initial SIP INVITE request, the MCPTT client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.
The MCPTT client:

Editor's Note [CT1#94, C1-153762]: There needs to be a check for the max number of sessions the MCPTT client can handle at once

Editor's Note [CT1#94, C1-153762]: What happens if the MCPTT client determines that there are not enough resources to handle the MCPTT session?

Editor's Note [CT1#94, C1-153762]: The SIP INVITE could be rejected as follows a) MCPTT client is occupied in another session and cannot handle simultaneous sessions; b) MCPTT client does not have enough resources to handle the call; c) The SIP INVITE requires the terminating client to answer using an answering mode but the client does not support that answering mode; d) any other reason; How the SIP INVITE may be rejected should be handled in a separate subclause.

Editor's Note [CT1#94, C1-153762]: Caching of the contact information related to the "application session identifier" may need to be specified.
1)
may check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [4];

2)
may display to the MCPTT user the MCPTT address of the inviting MCPTT user;
3)
shall perform the automatic commencement procedures specified in subclause 6.2.3.1.1 if the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Auto"; or

b)
SIP INVITE request does not contain an Answer Mode header field and the policy for answering the call at the invited MCPTT client is to use automatic commencement mode; and
4)
shall perform the manual commencement procedures specified in subclause 6.2.3.2.1 if the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Manual"; or

b)
SIP INVITE request does not contain an Answer Mode header field and the policy for answering the call at the invited MCPTT client is to use manual commencement mode.

Editor's Note [CT1#94, C1-153762]: In 3) and 4), the terminating client may need to check for existence of the "require" modifier, and Priv-Answer-Mode header field may be included instead of Answer-Mode. This is FFS.
* * * End Changes * * * *

