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ALTERNATIVE 2( using ESM information procedure)
***** Next change *****
6.4.1
Default EPS bearer context activation procedure

6.4.1.1
General

The purpose of the default bearer context activation procedure is to establish a default EPS bearer context between the UE and the EPC. The default EPS bearer context activation procedure is initiated by the network as a response to the PDN CONNECTIVITY REQUEST message from the UE. The default bearer context activation procedure can be part of the attach procedure, and if the attach procedure fails, the UE shall consider that the default bearer activation has implicitly failed. The default EPS bearer context does not have any TFT assigned during the activation procedure. This corresponds to using a match-all packet filter. The network may at anytime after the establishment of this bearer assign a TFT to the default EPS bearer and may subsequently modify the TFT or the packet filters of this default bearer.
6.4.1.2
Default EPS bearer context activation initiated by the network

The MME shall initiate the default bearer context activation procedure by sending an ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message and enter the state BEARER CONTEXT ACTIVE PENDING (see example in figure 6.4.1.2.1). When the default bearer is activated as part of the attach procedure, the MME shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message together with ATTACH ACCEPT and shall not start the timer T3485. When the default bearer is activated as the response to a stand-alone PDN CONNECTIVITY REQUEST message apart from the attach procedure, the MME shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message alone, and start the timer T3485.

The MME shall assign and include an EPS bearer identity in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message. The MME shall retrieve the PTI from the PDN CONNECTIVITY REQUEST message and include it in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message. Both the network identifier part and the operator identifier part shall be included in the Access Point Name IE.
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Figure 6.4.1.2.1: Default EPS bearer context activation procedure
6.4.1.3
Default EPS bearer context activation accepted by the UE

Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, the UE shall stop timer T3396 if it is running for the APN indicated in the message, and send an ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message and enter the state BEARER CONTEXT ACTIVE. When the default bearer is activated as part of the attach procedure, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message together with ATTACH COMPLETE message. When the default bearer is activated as the response to the stand-alone PDN CONNECTIVITY REQUEST message, the UE shall send the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message alone.

If a WLAN offload indication information element is included in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, the UE shall store the WLAN offload acceptability values for this PDN connection and use the E-UTRAN offload acceptability value to determine whether this PDN connection is offloadable to WLAN or not.

The UE checks the PTI in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message to identify the UE requested PDN connectivity procedure to which the default bearer context activation is related (see subclause 6.5.1).
When the UE acts as a ProSe UE-to-network relay UE, the UE may set the ESM information transfer flag in the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message to indicate that it has ESM information, i.e. Remote UE report such as remote user info and its IP address, that need to be sent after the NAS signalling security has been activated between the UE and the MME.
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message, the MME shall enter the state BEARER CONTEXT ACTIVE and stop the timer T3485, if the timer is running. The MME checks whether the ESM information transfer flag is included. If the flag is included the MME initiates the ESM information request procedure. If the PDN CONNECTIVITY REQUEST message included a low priority indicator set to "MS is configured for NAS signalling low priority", the MME shall store the NAS signalling low priority indication within the default EPS bearer context.
***** Next change *****
6.4.2
Dedicated EPS bearer context activation procedure

6.4.2.1
General

The purpose of the dedicated EPS bearer context activation procedure is to establish an EPS bearer context with specific QoS and TFT between the UE and the EPC. The dedicated EPS bearer context activation procedure is initiated by the network, but may be requested by the UE by means of the UE requested bearer resource allocation procedure (see subclause 6.5.3) or the UE requested bearer resource modification procedure (see subclause 6.5.4). The dedicated bearer context activation procedure can be part of the attach procedure or be initiated together with the default EPS bearer context activation procedure when the UE initiated stand-alone PDN connectivity procedure. If the attach procedure or the default EPS bearer context activation procedure fails, the UE shall consider that the dedicated bearer activation has implicitly failed. The network may initiate the dedicated EPS bearer context activation procedure together with the completion of the service request procedure.
NOTE:
3GPP TS 23.060 [74] subclause 9.3 specifies that a packet filter applicable for the downlink direction is not mandatory in a TFT.

6.4.2.2
Dedicated EPS bearer context activation initiated by the network

The MME shall initiate the dedicated bearer context activation procedure by sending an ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, start the timer T3485, and enter the state BEARER CONTEXT ACTIVE PENDING (see example in figure 6.4.2.2.1).

The MME allocates the EPS bearer identity and includes it in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message. The MME shall include the EPS bearer identity of the associated default bearer as the linked EPS bearer identity in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message. If this procedure was initiated by a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST shall contain the procedure transaction identity (PTI) value received by the MME in the BEARER RESOURCE ALLOCATION REQUEST or BEARER RESOURCE MODIFICATION REQUEST respectively.
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Figure 6.4.2.2.1: Dedicated EPS bearer context activation procedure

6.4.2.3
Dedicated EPS bearer context activation accepted by the UE

Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, the UE shall stop timer T3396, if it is running for the APN associated with the PDN connection, and check the received TFT before taking it into use. Then the UE shall send an ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message and enter the state BEARER CONTEXT ACTIVE. The ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message shall include the EPS bearer identity.

The linked EPS bearer identity included in the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message indicates to the UE to which default bearer, IP address and PDN the dedicated bearer is linked.

If the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message contains a PTI value other than "no procedure transaction identity assigned" and "reserved" (see 3GPP TS 24.007 [12]), the UE uses the PTI to identify the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure to which the dedicated bearer context activation is related.
If the ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message contains a PTI value other than "no procedure transaction identity assigned" and "reserved" (see 3GPP TS 24.007 [12]) and the PTI is associated to a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the UE shall release the traffic flow aggregate description associated to the PTI value provided.

The UE shall use the received TFT to apply mapping of uplink traffic flows to the radio bearer.

The UE shall treat any packet filter without explicit direction as being bi-directional.
When the UE acts as a ProSe UE-to-network relay UE, the UE may set the ESM information transfer flag in the ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message to indicate that it has ESM information, i.e. Remote UE report such as remote user info and its IP address, that need to be sent after the NAS signalling security has been activated between the UE and the MME.
Upon receipt of the ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message, the MME shall stop the timerT3485 and enter the state BEARER CONTEXT ACTIVE. The MME checks whether the ESM information transfer flag is included. If the flag is included the MME initiates the ESM information request procedure.
***** Next change *****
6.4.3
EPS bearer context modification procedure

6.4.3.1
General

The purpose of the EPS bearer context modification procedure is to modify an EPS bearer context with a specific QoS and TFT. The EPS bearer context modification procedure is initiated by the network, but it may also be initiated as part of the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure.

The network may also initiate the EPS bearer context modification procedure to update the APN-AMBR of the UE, for instance after an inter-system handover. See 3GPP TS 23.401 [10] annex E.
The MME may also initiate the EPS bearer context modification procedure to update the WLAN offload indication to the UE, for instance after the MME received an updated WLAN offload indication of a PDN Connection from HSS. See 3GPP TS 23.401 [10] subclause 4.3.23.
The network may initiate the EPS bearer context modification procedure together with the completion of the service request procedure.
6.4.3.2
EPS bearer context modification initiated by the network

The MME shall initiate the EPS bearer context modification procedure by sending a MODIFY EPS BEARER CONTEXT REQUEST message to the UE, starting the timer T3486, and entering the state BEARER CONTEXT MODIFY PENDING (see example in figure 6.4.3.2.1).
The MME shall include an EPS bearer identity that identifies the EPS bearer context to be modified in the MODIFY EPS BEARER CONTEXT REQUEST message.

If this procedure was initiated by a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the MODIFY EPS BEARER CONTEXT REQUEST shall contain the procedure transaction identity (PTI) value received by the MME in the BEARER RESOURCE ALLOCATION REQUEST or BEARER RESOURCE MODIFICATION REQUEST respectively.
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Figure 6.4.3.2.1: EPS bearer context modification procedure
6.4.3.3
EPS bearer context modification accepted by the UE

Upon receipt of the MODIFY EPS BEARER CONTEXT REQUEST message, the UE shall stop timer T3396 if it is running for the APN associated with the PDN connection, check the received TFT before taking it into use and then send a MODIFY EPS BEARER CONTEXT ACCEPT message to the MME.

If the MODIFY EPS BEARER CONTEXT REQUEST message contains a PTI value other than "no procedure transaction identity assigned" and "reserved" (see 3GPP TS 24.007 [12]), the UE uses the PTI to identify the UE requested bearer resource allocation procedure or the UE requested bearer resource modification procedure to which the EPS bearer context modification is related (see subclause 6.5.3 and subclause 6.5.4).
If the MODIFY EPS BEARER CONTEXT REQUEST message contains a PTI value other than "no procedure transaction identity assigned" and "reserved" (see 3GPP TS 24.007 [12]) and the PTI is associated to a UE requested bearer resource allocation procedure or a UE requested bearer resource modification procedure, the UE shall release the traffic flow aggregate description associated to the PTI value provided.
If the EPS bearer context that is modified is a GBR bearer and the MODIFY EPS BEARER CONTEXT REQUEST message does not contain the Guaranteed Bit Rate (GBR) and the Maximum Bit Rate (MBR) values for uplink and downlink, the UE shall continue to use the previously received values for the Guaranteed Bit Rate (GBR) and the Maximum Bit Rate (MBR) for the corresponding bearer.

The UE shall use the received TFT to apply mapping of uplink traffic flows to the radio bearer if the TFT contains packet filters for the uplink direction.

If a WLAN offload indication information element is included in the MODIFY EPS BEARER CONTEXT REQUEST message, the UE shall store the WLAN offload acceptability values for this PDN connection and use the E-UTRAN offload acceptability value to determine whether this PDN connection is offloadable to WLAN or not.
When the UE acts as a ProSe UE-to-network relay UE, the UE may set the ESM information transfer flag in the MODIFY EPS BEARER CONTEXT ACCEPT message to indicate that it has ESM information, i.e. Remote UE report such as remote user info and its IP address, that need to be sent after the NAS signalling security has been activated between the UE and the MME.
Upon receipt of the MODIFY EPS BEARER CONTEXT ACCEPT message, the MME shall stop the timer T3486 and enter the state BEARER CONTEXT ACTIVE.
***** Next change *****
6.6.1.2
ESM information request procedure

6.6.1.2.1
General

The ESM information request procedure is used by the network to retrieve ESM information, i.e. 
-
protocol configuration options, APN, or both from the UE during the attach procedure if the UE indicated in the PDN CONNECTIVITY REQUEST message that it has ESM information that needs to be sent security protected, which is to provide privacy for the ESM information if ciphering is enabled in the network; or
-
Remote UE report such as remote user info and its IP address if the ProSe UE-to-network relay UE indicated in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST or ACTIVATE DEDICATED EPS BEARER CONTEXT or MODIFY EPS BEARER CONTEXT ACCEPT message, which is to provide IP connectivity information of the remote UE(s).
6.6.1.2.2
ESM information request initiated by the network

The network intiates the ESM information request procedure by sending a ESM INFORMATION REQUEST message to the UE, starting timer T3489 and entering the state PROCEDURE TRANSACTION PENDING (see example in figure 6.6.1.2.2.1). This message shall be sent only after the security context has been setup, and if the ESM information transfer flag has been set in the PDN CONNECTIVITY REQUEST message or the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST or ACTIVATE DEDICATED EPS BEARER CONTEXT or MODIFY EPS BEARER CONTEXT ACCEPT message. If the flag is in the PDN CONNECTIVITY REQUEST message, the MME shall set the EPS bearer identity of the ESM INFORMATION REQUEST message to the value "no EPS bearer identity assigned" and include the PTI from the associated PDN CONNECTIVITY REQUEST message. If the flag is in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST or ACTIVATE DEDICATED EPS BEARER CONTEXT or MODIFY EPS BEARER CONTEXT ACCEPT message, the MME shall include the EPS bearer identity of the corresponding default EPS bearer context and the PTI from the associated ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST or ACTIVATE DEDICATED EPS BEARER CONTEXT or MODIFY EPS BEARER CONTEXT ACCEPT message
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Figure 6.6.1.2.2.1: ESM information request procedure

6.6.1.2.3
ESM information request completion by the UE

Upon receipt of the ESM INFORMATION REQUEST message, the UE shall send an ESM INFORMATION RESPONSE message to the network. If the UE included in the ESM information flag in the PDN CONNECTIVITY REQUEST message, the UE shall include all the protocol configuration options that need to be transferred security protected, and APN if required, to the network in the ESM INFORMATION RESPONSE message. The UE shall set the EPS bearer identity of the ESM INFORMATION RESPONSE message to the value "no EPS bearer identity assigned" and include the PTI from the ESM INFORMATION REQUEST message.
When the UE acts as a ProSe UE-to-network relay UE, if the UE included in the ESM information flag in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST or ACTIVATE DEDICATED EPS BEARER CONTEXT or MODIFY EPS BEARER CONTEXT ACCEPT message, the UE shall include all the remote UE’s Remote UE report to the network in the ESM INFORMATION RESPONSE message. The UE shall set the same EPS bearer identity and PTI of the ESM INFORMATION RESPONSE message as the ESM INFORMATION REQUEST message.
6.6.1.2.4
ESM information request completion by the network
Upon receipt of the ESM INFORMATION RESPONSE message, the network shall stop timer T3489 and enter the state PROCEDURE TRANSACTION INACTIVE. A protocol configuration options IE included in the ESM INFORMATION RESPONSE message replaces any protocol configuration options IE that the network previously may have received during the attach procedure execution.
Upon receipt of the ESM INFORMATION RESPONSE message containing the Remote UE report, the MME updates the list of remote UE information connected to the ProSe UE-to-network relay UE.
6.6.1.2.5
Abnormal cases in the UE

Apart from the case described in subclause 6.3.3, no abnormal cases have been identified.

6.6.1.2.6
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Expiry of timer T3489:

On the first expiry of the timer T3489, the MME shall resend the ESM INFORMATION REQUEST message and shall reset and restart timer T3489. This retransmission is repeated two times, i.e. on the third expiry of timer T3489, the MME shall abort the procedure, release any resources for this procedure and, if the ESM information request procedure was triggered by the PDN CONNECTIVITY REQUEST message,reject the associated PDN connectivity procedure including the ESM cause #53 "ESM information not received", in the PDN CONNECTIVITY REJECT message.

***** Next change *****
8.3.1
Activate dedicated EPS bearer context accept

8.3.1.1
Message definition

This message is sent by the UE to the network to acknowledge activation of a dedicated EPS bearer context associated with the same PDN address(es) and APN as an already active EPS bearer context. See table 8.3.1.1.

Message type:
ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT

Significance:

dual

Direction:


UE to network

Table 8.3.1.1: ACTIVATE DEDICATED EPS BEARER CONTEXT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity

9.4
	M
	V
	1

	
	Activate dedicated EPS bearer context accept message identity
	Message type

9.8
	M
	V
	1

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.11
	O
	TLV
	3-253

	
	NBIFOM container
	NBIFOM container
9.9.4.22
	O
	TLV
	3-253

	D-
	ESM information transfer flag
	ESM information transfer flag
9.9.4.5
	O
	TV
	1


8.3.1.2
Protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
8.3.1.3
NBIFOM container
In the Network-initiated mode, this IE is included in the message to provide routing rules information accepted or rejected by the UE as specified in 3GPP TS 23.161 [34]. If the UE rejected the routing rule with restrictions, this IE shall also include the rejected cause value.
8.3.1.x
ESM information transfer flag
This IE is included in the message when the UE acts as a ProSe UE-to-network relay UE and has Remote UE report to be sent to the network.
***** Next change *****
8.3.4
Activate default EPS bearer context accept

8.3.4.1
Message definition

This message is sent by the UE to the network to acknowledge activation of a default EPS bearer context. See table 8.3.4.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT

Significance:

dual

Direction:


UE to network

Table 8.3.4.1: ACTIVATE DEFAULT EPS BEARER CONTEXT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity

9.4
	M
	V
	1

	
	Activate default EPS bearer context accept message identity
	Message type

9.8
	M
	V
	1

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.11
	O
	TLV
	3-253

	D-
	ESM information transfer flag
	ESM information transfer flag
9.9.4.5
	O
	TV
	1


8.3.4.2
Protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
8.3.4.x
ESM information transfer flag
This IE is included in the message when the UE acts as a ProSe UE-to-network relay UE and has Remote UE report to be sent to the network.
***** Next change *****
8.3.16
Modify EPS bearer context accept

8.3.16.1
Message definition

This message is sent by the UE to the network to acknowledge the modification of an active EPS bearer context. See table 8.3.16.1.

Message type:
MODIFY EPS BEARER CONTEXT ACCEPT

Significance:

dual

Direction:


UE to network

Table 8.3.16.1: MODIFY EPS BEARER CONTEXT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity

9.4
	M
	V
	1

	
	Modify EPS bearer context accept message identity
	Message type

9.8
	M
	V
	1

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.11
	O
	TLV
	3-253

	
	NBIFOM container
	NBIFOM container
9.9.4.22
	O
	TLV
	3-253

	D-
	ESM information transfer flag
	ESM information transfer flag
9.9.4.5
	O
	TV
	1


8.3.16.2
Protocol configuration options
This IE is included in the message when the UE wishes to transmit (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
8.3.16.3
NBIFOM container
In the Network-initiated mode, this IE is included in the message to provide routing rules information accepted or rejected by the UE as specified in 3GPP TS 23.161 [34]. If the UE rejected the routing rule with restrictions, this IE shall also include the rejected cause value.
8.3.16.x
ESM information transfer flag
This IE is included in the message when the UE acts as a ProSe UE-to-network relay UE and has Remote UE report to be sent to the network.
***** Next change *****
8.3.14
ESM information response

8.3.14.1
Message definition

This message is sent by the UE to the network in response to an ESM INFORMATION REQUEST message and provides the requested ESM information. See table 8.3.14.1.

Message type:
ESM INFORMATION RESPONSE

Significance:

dual

Direction:


UE to network

Table 8.3.14.1: ESM INFORMATION RESPONSE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity

9.4
	M
	V
	1

	
	ESM information response message identity
	Message type

9.8
	M
	V
	1

	28
	Access point name
	Access point name

9.9.4.1
	O
	TLV
	3-102

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.11
	O
	TLV
	3-253

	
	Remote UE report
	Remote UE report list
9.9.4.x
	O
	TLV
	TBD


8.3.14.2
Access point name
This IE is included in the message when the UE wishes to request network connectivity as defined by a certain access point name during the attach procedure.

8.3.14.3
Protocol configuration options
This IE is included in the message when, during the attach procedure, the UE wishes to transmit security protected (protocol) data (e.g. configuration parameters, error codes or messages/events) to the network.
This IE shall be included if the UE supports local IP address in traffic flow aggregate description and TFT filter.
8.3.14.x
Remote UE report
This IE is included in the message when the UE acts as a ProSe UE-to-network relay UE and has Remote UE report to be sent to the network.
***** Next change *****
9.9.4.x
Remote UE report list
This parameter is used to deliver IP connectivity information of remote UE(s) to the network.

The Remote UE report list is coded as shown in figure 9.9.4.x.1 and table 9.9.4.x.1.

	
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	Remote UE report list IEI
	octet 1

	
	Length of Remote UE report list contents
	octet 2

	
	Remote UE report 1


	octet 3

octet y+19

	
	Remote UE report 2


	octet y+20

octet 36+y*2

	
	……

	octet 3+(y+17)*i

octet 2+(y+17)*(i+1)

	
	Remote UE report n


	octet 3+(y+17)*(n-1)

octet 2+(y+17)*n


Figure 9.9.4.x.1: Remote UE report list information element

The Remote UE report is coded as shown in figure 9.9.4.x.2 and table 9.9.4.x.2.
	
	8
	
	7
	
	6
	5
	4
	
	3
	
	2
	
	1
	

	
	0
	0
	0
	Spare
0
	0
	0
	0
	Status
	octet 1
	

	
	Remote UE’s User Info


	octet 2

octet y
	

	
	Remote UE’s IPv6 PDN address

	octet y+1

octet y+17
	


Figure 9.9.4.x.2: Remote UE report parameter

Table 9.9.4.x.2: Remote UE report parameter
	Connection Status (octet 1)

Bit 1
0

connection with the remote UE is released
1

connection with the remote UE is established
User Info (octets 2 to y)

User Info field is coded same as User Info IE in the figure figure 12.x.1.3.1/3GPP TS 24.334 [32] and table 12.x.1.3.1/3GPP TS 24.334 [32]. 

IPv6 PDN address (octets y+1 to y+17)

IPv6 PDN address field contains the remote UE’s IPv6 prefix and the IPv6 prefix is encoded as the 16 octet IPv6 address followed by one octet which specifies the prefix length, which is same as table 10.5.162/3GPP TS 24.008 [13].


Editor’s note (WI: eProSe-ext-CT, CR#xxxx): .length of User Info is dependent on how User Info is used to identify the one-to-one communication user is to be clarified by Stage 2 (e.g., SA3 WG).
***** Next change *****
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