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1. Introduction
This contribution specifies the general clause of the TS.
2. Reason for Change
General clause of this TS is not specified yet.
3. Conclusions

NA.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.cde v0.1.0.
* * * First Change * * * *

4
General


This document specifies the procedures for network-based IP flow mobility as specified in 3GPP TS 23.161 [2] from UE and network perspectives respectively.
This document also defines the coding of the PDUs and parameters for NBIFOM in clause 6.
The functionalities of the NBIFOM procedures are specified as follows.
4.1
NBIFOM capability discovery
If the UE wants to setup a PDN connection with NBIFOM support, the UE shall discover whether the network supports NBIFOM or not. The NBIFOM capability discovery can be performed using the following methods:

-
as part of attach procedure for 3GPP access based on protocol configuration options in NAS signalling;
-
as part of EAP authentication and authorization procedure for trusted WLAN access using SCM based on protocol configuration options in EAP attribute;
-
as part of attach procedure for trusted WLAN access using MCM based on protocol configuration options in WLCP signalling;
-
as part of a IKEv2 tunnel setup procedure based on IKEv2 attribute.
For 3GPP access, trusted WLAN access using SCM and trusted WLAN access using MCM, the UE shall perform NBIFOM capability discovery via the NBIFOM request indicator in the PCO as specified in 3GPP TS 24.008 [r24008].
For untrusted WALN access, the UE shall perform NBIFOM capability discovery via inclusion of the NBIFOM_GENERIC_CONTAINER IKEv2 configuration attribute as specified in 3GPP TS 24.302 [r24302].
4.2
NBIFOM mode selection
UE-initiated NBIFOM mode and network-initiated NBIFOM mode can be operated over NBIFOM connection as specified in clause 5.4 of 3GPP TS 23.161 [2]. Only one mode is selected during initial PDN connection establishment procedures as specified in clause 5.2.
Editor's note: It is FFS which IE will be used to includeNBIFOM mode indication.
4.3
NBIFOM default access
NBIFOM default access shall be determined during attach to additional access network procedures as specified in clause 5.3.
For 3GPP access and trusted WLAN access using MCM, the default access shall be included in the NBIFOM container IE as specified in 3GPP TS 24.008 [r24008].

For trusted WLAN access using SCM, the default access shall be included in the AT_TWAN_CONN_MODE attribute as specified in 3GPP TS 24.302 [r24302].
For untrusted WALN access, the default access shall be included in the NBIFOM_GENERIC_CONTAINER IKEv2 configuration attribute as specified in 3GPP TS 24.302 [r24302].
4.4
NBIFOM routing rules
The NBIFOM routing rules may be exchanged between the UE and the network during following prcocedrues:

-
attach to additional access network procedures as specified in clause 5.3 if UE-initiated mode is selected; or
-
IP flow mobility between 3GPP and WLAN procedures as specified in clause 5.4;
For 3GPP access and trusted WLAN access using MCM, the default access shall be included in the NBIFOM container IE as specified in 3GPP TS 24.008 [r24008].

For untrusted WALN access, the default access shall be included in the NBIFOM_GENERIC_CONTAINER IKEv2 configuration attribute as specified in 3GPP TS 24.302 [r24302].
NOTE:
The delivery of routing rules over trusted WLAN access using SCM is not supported in this release of specification.
4.5
NBIFOM IP flow mapping
When network-initiated mode is selected, the UE may initiate NBIFOM IP flow mapping procedure as specified in clause 5.6.
For 3GPP access and trusted WLAN access using MCM, the NBIFOM IP flow mapping shall be included in the NBIFOM container IE as specified in 3GPP TS 24.008 [r24008].

For untrusted WALN access, the NBIFOM IP flow mapping shall be included in the NBIFOM_GENERIC_CONTAINER IKEv2 configuration attribute as specified in 3GPP TS 24.302 [r24302].

NOTE:
The delivery of IP flow mapping information over trusted WLAN access using SCM is not supported in this release of specification.
4.6
Handling of NBIFOM access usability indication
The UE shall initiate handling of NBIFOM access usability indication procedures if the UE detects the loss or recovery of the access as specified in clause 5.7.
For 3GPP access and trusted WLAN access using MCM, the NBIFOM access usability indication shall be included in the NBIFOM container IE as specified in 3GPP TS 24.008 [r24008].

For untrusted WALN access, the NBIFOM access usability indication shall be included in the NBIFOM_GENERIC_CONTAINER IKEv2 configuration attribute as specified in 3GPP TS 24.302 [r24302].

NOTE:
The delivery of IP flow mapping information over trusted WLAN access using SCM is not supported in this release of specification.
4.7
Handling of RAN rules
4.7.1
RAN rules handling parameter
When network-initiated mode is selected, a RAN rules handling parameter may be provided to the UE by the network during attach to additional access network procedures as specified in clause 5.3. The value of RAN rule handling parameter indicates whether UE shall use the indications from RAN rules as specified in subclause 5.3.1 of 3GPP TS 23.161 [2].
For 3GPP access and trusted WLAN access using MCM, the RAN rules handling parameter shall be included in the NBIFOM container IE as specified in 3GPP TS 24.008 [r24008].

For untrusted WALN access, the NBIFOM IP flow mapping shall be included in the NBIFOM_GENERIC_CONTAINER IKEv2 configuration attribute as specified in 3GPP TS 24.302 [r24302].
Editor's note: It is FFS which IE will be used to RAN rules handling parameter during the addition of trusted WLAN using SCM procedure.
4.7.2
RAN rules
When network-initiated mode is selected and RAN rules handling parameter is set, the UE shall perform the handling of RAN rule indication procedures as specified in clause 5.8.
For 3GPP access and trusted WLAN access using MCM, the NBIFOM RAN rules status parameter shall be included in the NBIFOM container IE as specified in 3GPP TS 24.008 [r24008].

For untrusted WALN access, the NBIFOM RAN rules status parameter shall be included in the NBIFOM_GENERIC_CONTAINER IKEv2 configuration attribute as specified in 3GPP TS 24.302 [r24302].

NOTE:
The delivery of NBIFOM RAN rules status parameter over trusted WLAN access using SCM is not supported in this release of specification.
* * * Next Change * * * *


* * * End of Changes * * * *

