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***** First change *****
3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

1xx
A status-code in the range 101 through 199, and excluding 100

2xx
A status-code in the range 200 through 299

AAA
Authentication, Authorization and Accounting

APN
Access Point

APN
Access Point Name

AS
Application Server

ATCF
Access Transfer Control Function

AUTN
Authentication TokeN

AVP
Attribute-Value Pair
B2BUA
Back-to-Back User Agent

BFCP
Binary Floor Control Protocol

BGCF
Breakout Gateway Control Function

c
conditional

BRAS
Broadband Remote Access Server

BSSID
Basic Service Set Identifier
CCF
Charging Collection Function

CDF
Charging Data Function

CDR
Charging Data Record

CK
Ciphering Key

CN
Core Network

CPC
Calling Party's Category

CLF
Connectivity session Location and repository Function

CSCF
Call Session Control Function

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

DOCSIS
Data Over Cable Service Interface Specification

DTD
Document Type Definition

DTLS
Datagram Transport Layer Security

DTMF
Dual Tone Multi Frequency
DVB
Digital Video Broadcast

DVB-RCS2
Second Generation DVB Interactive Satellite System
e2ae-security
End-to-access edge security
EATF
Emergency Access Transfer Function

EC
Emergency Centre

ECF
Event Charging Function

ECI
E-UTRAN Cell Identity

ECN
Explicit Congestion Notification

E-CSCF
Emergency CSCF

EF
Elementary File
eP-CSCF
P-CSCF enhanced for WebRTC
EPS
Evolved Packet System

FAP
cdma2000® 1x Femtocell Access Point
FQDN
Fully Qualified Domain Name

GBA
Generic Bootstrapping Architecture

GBR
Guaranteed Bit Rate
GCID
GPRS Charging Identifier
GGSN
Gateway GPRS Support Node

GPON
Gigabit-capable Passive Optical Networks
GPRS
General Packet Radio Service

GRUU
Globally Routable User agent URI

GSTN
General Switched Telephone Network
HPLMN
Home PLMN

HSS
Home Subscriber Server

HTTP
HyperText Transfer Protocol

i
irrelevant

IARI
IMS Application Reference Identifier
IBCF
Interconnection Border Control Function

ICE
Interactive Connectivity Establishment
I-CSCF
Interrogating CSCF

ICS
Implementation Conformance Statement

ICID
IM CN subsystem Charging Identifier
ICSI
IMS Communication Service Identifier
ID
Identifier
IK
Integrity Key

IM
IP Multimedia

IMC
IMS Credentials
IMEI
International Mobile Equipment Identity
IMS
IP Multimedia core network Subsystem

IMS-AGW
IMS Access Gateway
IMS-ALG
IMS Application Level Gateway
IMSI
International Mobile Subscriber Identity

IMSVoPS
IMS Voice over PS Session

IOI
Inter Operator Identifier
IP
Internet Protocol

IP-CAN
IP-Connectivity Access Network

IPsec
IP security

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

ISC
IP Multimedia Subsystem Service Control

ISIM
IM Subscriber Identity Module

I-WLAN
Interworking – WLAN

IWF
Interworking Function

KMS
Key Management Service

LRF
Location Retrieval Function

m
mandatory

MAC
Message Authentication Code

MBR
Maximum guaranteed Bit Rate

MCC
Mobile Country Code

MEID
Mobile Equipment IDentity

MGCF
Media Gateway Control Function

MGW
Media Gateway

MNC
Mobile Network Code

MRB
Media Resource Broker

MRFC
Multimedia Resource Function Controller

MRFP
Multimedia Resource Function Processor

MSC
Mobile-services Switching Centre
MSRP
Message Session Relay Protocol

n/a
not applicable

NAI
Network Access Identifier
NA(P)T
Network Address (and Port) Translation

NASS
Network Attachment Subsystem

NAT
Network Address Translation

NCC
Network Control Center

NCC_ID
Network Control Center Identifier
NP
Number Portability

o
optional

OCF
Online Charging Function

OLI
Originating Line Information

OMR
Optimal Media Routeing

PCC
Policy and Charging Control
PCRF
Policy and Charging Rules Function

P-CSCF
Proxy CSCF

PDG
Packet Data Gateway

PDN
Packet Data Network

PDP
Packet Data Protocol

PDU
Protocol Data Unit

P-GW
PDN Gateway

PICS
Protocol Implementation Conformance Statement
PIDF-LO
Presence Information Data Format Location Object

PLMN
Public Land Mobile Network

PSAP
Public Safety Answering Point

PSI
Public Service Identity

PSTN
Public Switched Telephone Network

QCI
QoS Class Identifier

QoS
Quality of Service

RAND
RANDom challenge

RCS
Return Channel via Satellite

RCST
Return Channel via Satellite Terminal

RES
RESponse

RTCP
Real-time Transport Control Protocol

RTP
Real-time Transport Protocol

SAC
Service Area Code

SAI
Service Area Identifier

S-CSCF
Serving CSCF

SCTP
Stream Control Transmission Protocol

SDES
Session Description Protocol Security Descriptions for Media Streams

SDP
Session Description Protocol

SDU
Service Data Unit

SIP
Session Initiation Protocol

SLF
Subscription Locator Function

SNR
Serial Number
SQN
SeQuence Number

STUN
Session Traversal Utilities for NAT

SVN
Satellite Virtual Network

SVN-MAC
SVN Medium Access Control label
TAC
Type Approval Code

TFT
Traffic Flow Template

TURN
Traversal Using Relay NAT

TP
Telepresence
TLS
Transport Layer Security

TRF
Transit and Roaming Function
UA
User Agent

UAC
User Agent Client

UAS
User Agent Server

UDPTL
UDP Transport Layer

UDVM
Universal Decompressor Virtual Machine

UE
User Equipment

UICC
Universal Integrated Circuit Card

URI
Uniform Resource Identifier

URL
Uniform Resource Locator

URN
Uniform Resource Name

USAT
Universal Subscriber Identity Module Application Toolkit

USIM
Universal Subscriber Identity Module

VPLMN
Visited PLMN

WebRTC
Web Real-Time Communication

WIC
WebRTC IMS Client

WLAN
Wireless Local Area Network
WLCP
WLAN Control Protocol
x
prohibited

xDSL
Digital Subscriber Line (all types)

XGPON1
10 Gigabit-capable Passive Optical Networks
XMAC
expected MAC

XML
eXtensible Markup Language

***** Next change *****
R.2.2.1
Establishment of IP-CAN bearer and P-CSCF discovery

Prior to communication with the IM CN subsystem via WLAN IP access, the UE shall:
NOTE 1:
The UE performs access network discovery and selection procedures as specified in 3GPP TS 24.302 [8U] and executes access authentication signalling for access to the EPC between the UE and 3GPP AAA server, if applicable, as described in 3GPP TS 24.302 [8U] prior to perform the procedure to obtain a local IP address;
a)
the UE establishes an IP-CAN bearer for SIP signalling as follows:

1)
if the UE is configured to establish an IKEv2 security association and the UE does not use 3GPP TS 24.303 [8V] when attempting to establish the IKEv2 security association, when the UE attaches to the EPC via WLAN IP access:

A)
the UE shall obtain a local IP address from the WLAN IP access;
B)
if the UE does not support procedures for access to the EPC via restrictive non-3GPP access network or unless the UE determines that the WLAN IP access is a restrictive non-3GPP access network, then the UE shall establish an IKEv2 security association and an IPsec ESP security association with ePDG as described in 3GPP TS 24.302 [8U]. If the UE supports the Fixed Access Broadband interworking, the UE shall apply the establishment of tunnel specified in 3GPP TS 24.139 [8X];

NOTE 2:
UE can determine that the WLAN IP access is a restrictive non-3GPP access network if no IKEv2 response is received for the IKEv2 IKE_SA_INIT request, or using means out of scope of this specification.

C)
if the UE supports procedures for access to the EPC via restrictive non-3GPP access network, and if the UE determines that the WLAN IP access is a restrictive non-3GPP access network, then the UE may perform procedures for access to the EPC via restrictive non-3GPP access network as described in 3GPP TS 24.302 [8U], and may establish an IKEv2 security association and an IPsec ESP security association with ePDG via the firewall traversal tunnel;
D)
the IKEv2 security association and the IPsec ESP security association (tunnel) shall remain active throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration; and
E)
the UE may carry both signalling and media on an IPsec ESP security association;

2)
if the UE uses 3GPP TS 24.303 [8V] when attempting to establish an IKEv2 security association, when the attaches to the EPC via the WLANaccess:

A)
the UE shall obtain a local IP address;

B)
the UE shall establish an IKEv2 security association and an IPsec ESP security association as described in 3GPP TS 24.302 [8U] and 3GPP TS 24.303 [8V]. If the UE supports the Fixed Access Broadband interworking, the UE shall apply the establishment of tunnel specified in 3GPP TS 24.139 [8X];

C)
the IKEv2 security association and the IPsec ESP security association (tunnel) shall remain active throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration;
D)
the UE may carry both signalling and media on an IPsec ESP security association; or
3)
if the UE determines the WLAN IP access is trusted (i.e by means of pre-configured policies or receipt of the trust relationship indicator (see 3GPP TS 24.302 [8U])) and the UE is not configured to establish an IKEv2 security association as defined in item a), when the UE attaches to the EPC via WLAN access:
A)
the IPv4 address and/or IPv6 prefix is allocated as specified in 3GPP TS 24.302 [8U]; and
B)
the UE IP address shall remain valid throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration;

b)
the UE shall aquire a P-CSCF address(es).
The methods for P-CSCF discovery are:

I.
Use DHCP mechanism

II.
Use DNS


When using IPv4, the UE may request a DNS Server IPv4 address(es) via RFC 2132 [20F]. When using IPv6, the UE may request a DNS Server IPv6 address(es) via RFC 3315 [40] and RFC 3646 [56C].

III.
Obtain the list of P-CSCF address(es) from the IMS management object
IV.
Obtain P-CSCF address(es) using signalling for access to the EPC via WLAN.


If the UE attaches to the EPC via WLAN IP access using an IKEv2 security association established in accordance with item a), the UE shall request P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P-CSCF_IP4_ADDRESS attribute, the P-CSCF_IP6_ADDRESS attribute or both in the CFG_REQUEST configuration payload as described in 3GPP TS 24.302 [8U]. The network can provide the UE with the P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both using the P-CSCF_IP4_ADDRESS attribute, the P-CSCF_IP6_ADDRESS attribute or both in the CFG_REPLY configuration payload as described in 3GPP TS 24.302 [8U]. If the UE receives multiple P-CSCF IPv4 or IPv6 addresses, the UE shall assume that the list is ordered top-down with the first P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the highest preference and the last P-CSCF address within the CFG_REPLY configuration payload as the P-CSCF address having the lowest preference.

If the UE attaches to the EPC via WLAN IP access without using an IKEv2 security association and the UE does not use WLCP signaling (see 3GPP TS 24.244 [8ZB]), the UE shall indicate request for P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both within the PROTOCOL_CONFIGURATION_OPTIONS item of the message with SCM_REQUEST message type as described in 3GPP TS 24.302 [8U]. The network can provide the UE with the P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both within the PROTOCOL_CONFIGURATION_OPTIONS item of the message with SCM_RESPONSE message type as described in 3GPP TS 24.302 [8U]. If the UE receives multiple P-CSCF IPv4 or IPv6 addresses, the UE shall assume that the list is ordered top-down with the first P-CSCF address within the PROTOCOL_CONFIGURATION_OPTIONS item as the P-CSCF address having the highest preference and the last P-CSCF address within the PROTOCOL_CONFIGURATION_OPTIONS item as the P-CSCF address having the lowest preference.

If the UE attaches to the EPC via WLAN IP access and the UE is using WLCP signaling (see 3GPP TS 24.244 [8ZB]), the UE shall indicate request for P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both within the Protocol Configuration Options information element of the PDN CONNECTIVITY REQUEST message as described in 3GPP TS 24.244 [8ZB]. The network can provide the UE with the P-CSCF IPv4 address(es), P-CSCF IPv6 address(es) or both within the Protocol Configuration Options information element of the PDN CONNECTIVITY ACCEPT message as described in 3GPP TS 24.244 [8ZB]. If the UE receives multiple P-CSCF IPv4 or IPv6 addresses, the UE shall shall assume that the list is ordered top-down with the first P-CSCF address within the Protocol Configuration Options information element as the P-CSCF address having the highest preference and the last P-CSCF address within the Protocol Configuration Options information element as the P-CSCF address having the lowest preference.

The UE shall use method III to select a P-CSCF, if a P-CSCF is to be discovered in the home network and the WLAN, to which the UE is attached, is connected to a visited network.

The UE can freely select method I, II, III or IV for P-CSCF discovery if:

-
the UE is in the home network; or
-
the WLAN, to which the UE is attached, is connected to a visited network and the P-CSCF is to be discovered in the visited network.

If DHCP is used, the following procedures apply:


Upon establishing an IP-CAN, the UE may use the Dynamic Host Configuration Protocol (DHCP) specified in RFC 2131 [40A] or Dynamic Host Configuration Protocol for IPv6 (DHCPv6) specified in RFC 3315 [40] to discover the P-CSCF.


Prior to accessing the DHCP server, the UE will have obtained an IP address via means other than DHCP and DHCPv6.

If the UE uses DHCP for P-CSCF discovery and the UE is unaware of the address of the DHCP server, the UE sends the DHCPINFORM using the limited broadcast IP address (i.e., 255.255.255.255) and UDP port 67. If the UE knows the IP address of the DHCP server, the UE shall send the DHCPINFORM to the DHCP server's unicast IP address and UDP port 67. The DHCP server sends the DHCPACK on the IP address specified in the Client IP Address field of the DHCPINFORM. The DHCP server can include, in the DHCPACK, the SIP Server DHCP Option specified in RFC 3361 [35A], which carries either a list of IPv4 address(es) of the P-CSCF(s) or a list of DNS fully qualified domain name(s) that can be mapped to one or more P-CSCF(s). If the UE uses DHCPv6 for P-CSCF discovery and the UE is unaware of the address of the DHCP Server, the UE shall send an Information Request using the IPv6 multicast address FF02::1:2 and the UDP port 547. If the UE knows the IP address of the DHCPv6 server, the UE shall send the Information Request message to the DHCPv6 server's IP address and UDP port 547. In the Information Request, the UE can request either one or both the SIP Servers Domain Name List option and the SIP Servers IPv6 Address List option specified in RFC 3319 [41]. The DHCP server sends the Reply to the IP address specified in the Information Request. The DHCP server can include in the Reply either one or both the SIP Servers Domain Name List option and the SIP Servers IPv6 Address List option, as requested by the UE.


In case several P-CSCF's IP addresses or domain names are provided to the UE, the UE shall perform P-CSCF selection according to RFC 3361 [35A] or RFC 3319 [41]. The UE shall perform the procedure for the resolution of domain name according to RFC 3263 [27A]. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the UE is implementation specific.
When:

-
the UE obtains an IP-CAN bearer for SIP signalling by performing handover of the connection from another IP-CAN;

-
IP address of the UE is not changed during the handover; and

-
the UE already communicates with the IM CN subsystem via the connection with the other IP-CAN, e.g. the UE determines that its contact with host portion set to the UE IP address (or FQDN of the UE) associated with the connection with the other IP-CAN has been bound to a public user identity;
the UE shall continue using the P-CSCF address(es) acquired in the other IP-CAN.
***** Next change *****
R.2.2.3
IP-CAN support of DHCP based P-CSCF discovery

When using 3GPP TS 24.303 [8V] to establish the IKEv2 security association to access the EPC via WLAN, the Home Agent (HA) in case of Mobile IP with reverse tunneling, can forward the packet to one or more local DHCP servers, or relay the packet to a specific DHCP server. The HA in case of Mobile IP with reverse tunnelling, does not forward the DHCPINFORM (or Information-Request) to any UE.

NOTE 1:
For forwarding the DHCPINFORM or Information-Request, the HA in case of Mobile IP with reverse tunnelling, does not change the destination IP address of the packet.

NOTE 2:
For relaying the DHCPINFORM or Information-Request, the HA in case of Mobile IP with reverse tunnelling inserts a DHCP server's IP address in the destination IP address field of the packet.
***** Next change *****
R.2.2.5.1
General requirements

The UE can establish media streams that belong to different SIP sessions on the same tunnel, if the tunnel is not created using procedures in 3GPP TS 24.303 [8V].
During establishment of a session, the UE establishes data streams(s) for media related to the session. When using 3GPP TS 24.303 [8V] to establish the IKEv2 security association to access the EPC via WLAN IP access and without the proedures in subclause R.2.2.1, item a).3), such data stream(s) may result in activation of additional IPsec ESP security associations (tunnels).
If the capabilities of the originating UE, or operator policy at the ePDG prevents the originating UE from establishment of additional IPsec ESP security associations (tunnels) according to the media grouping attributes given by the P-CSCF in accordance with RFC 3524 [54], the UE will not establish such grouping of media streams. Instead, the originating UE shall negotiate media parameters for the session according to RFC 3264 [27B].

If the capabilities of the terminating UE or operator policy at the ePDG prevents the originating UE from establishment of additional IPsec ESP security associations (tunnels) according to the media grouping attributes given by the P-CSCF in accordance with RFC 3524 [54], the UE will not establish such grouping of media streams. Instead, the terminating UE shall handle such SDP offers in accordance with RFC 3388 [53].

The UE can receive a media authorization token in the P-Media-Authorization header field from the P-CSCF according to RFC 3313 [31]. If a media authorization token is received in the P-Media-Authorization header field when a SIP session is initiated, the UE shall reuse the existing tunnel and ignore the media authorization token.

***** Next change *****
R.2.2.6
Emergency service

In this release of the specification, emergency session is supported when the IP-CAN is the EPC over WLAN access if the UE that initiates the emergency session has sufficient credentials to access EPC and if the UE has failed or has not been able to use 3GPP access to set up an emergency sesssion as described in 3GPP TS 23.167 [4B] Annex J.

To support emergency session over WLAN access to EPC, only EPC procedures for WLAN access to EPC using IKEv2 security association established in accordance with subclause R.2.2.1, item a).1) are defined. When the UE detects that an emergency session has been requested, the UE shall select an ePDG from the UE's home PLMN that can support emergency services for tunnel establishment as described in 3GPP TS 24.302 [8U].

Once IPsec tunnel setup is completed, the UE shall follow the procedures described in subclause R.2.2.1 of this specification for establishment of IP-CAN bearer and P-CSCF discovery accordingly.
NOTE 1:
In this release of the specification, no specific mechanisms are defined to support the roaming case. If an UE that is roaming sets up an emergency PDN connection, an ePDG and a PDN GW in the home PLMN are used. This means that a P-CSCF in the home PLMN is always used for emergency session over WLAN access to EPC.
When the IMS network detects that the UE is establishing an emergency session over WLAN access to EPC and P-CSCF can determine that the UE is outside the country of the HPLMN, local policies in the Home IMS network may determine whether to nevertheless handle the emergency session.
NOTE 2:
In this release of the specification, how the UE detects that the target URI or that the dialled digits correspond to an emergency call is not defined. Also no procedures are defined to detect or handle local emergency numbers when the UE issues an emergency session over WLAN access to EPC while it is roaming. 
Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.2A.1.1 and subclause 5.1.3.1, if: 

-
the 380 (Alternate Service) response contains a Contact header field;

-
the value of the Contact header field is a service URN; and
-
the service URN has a top-level service type of "sos";

then the UE determines that "emergency service information is included" as described 3GPP TS 23.167 [4B].

Upon reception of a 380 (Alternative Service) response to an INVITE request as defined in subclause 5.1.3.1 if the 380 (Alternate Service) response does not contain a Contact header field with service URN that has a top-level service type of "sos", then the UE determines that "emergency service information" as described 3GPP TS 23.167 [4B] is not included.

When the emergency registration expires, the UE should disconnect the emergency session and release the tunnel as described in 3GPP TS 24.302 [8U].
***** No more changes *****
