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1. Introduction
This P-CR corrects some errors in subclause 6.3.3 of TS 24.379 v.0.3.0
2. Reason for Change
Subclause 6.3.3 on Controlling MCPTT Function breaks the controlling function into halves with 6.3.3.2 describing the geenral procedures for the controller when requests are terminated at the controller, and with 6.3.3.1 describing the actions that the controller performs when sending out requests, as the MCPTT server is a SIP B2BUA. 

Therefore:

-
in subclause 6.3.3.1 "Request initiated by the controlling MCPTT function", there should only be a subclause for SDP offer, not SDP answer.
-
text is provided for subclause 6.3.3.1.1 for the SDP offer when the controller initiates a session.

-
in subclause 6.3.3.2 " Request terminated by the controlling MCPTT function", there should only be a subclause for SDP answer, not SDP offer.

-
the text in subclause 6.3.3.1.2. which describes the SDP answer generated by the terminating side of the controlling function needs to be moved to subclause 6.3.3.2.2. Additionally there is no need to have a subclause for "On-demand session" as there are no differences for pre-established vs on-demand session at the controller.

-
subclause 6.3.3.1.3 is named "Sending an INVITE request" but it contains aspects of receiving a SIP response. To be in-line with the style of the participating function general procedures, it is proposed to have another subclause for the actions on receipt of a SIP response to a SIP invite request.
-
subclause 6.3.3.2.3 is named "Receipt of an INVITE request" indicating the actions on receipt of an invite, but has aspects regarding sending responses. To be in-line with the style of the participating function general procedures, it is proposed to have another subclause for the actions on sending a SIP response to a SIP INVITE request.

-
subclauses 6.3.3.1.3 and 6.3.3.2.3 are common procedures, but use language related to private call. Modify the procedures to make them generic so that they can be called for private call or for group call. 
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 v.0.3.0
* * * First Change * * * *

6.3.3
Controlling MCPTT function
6.3.3.1
Request initiated by the controlling MCPTT function

6.3.3.1.1
SDP offer generation


The SDP offer is generated based on the received SDP offer. The SDP offer generated by the controlling MCPTT function:

1)
shall contain only one SDP media-level section for MCPTT speech as contained in the received SDP offer; and

2)
shall contain a SDP media-level section for one media-floor control entity, if present in the received SDP offer. 

When composing the SDP offer according to 3GPP TS 24.229 [4], the controlling MCPTT function:

1)
shall replace the IP address and port number for the offered media stream in the received SDP offer with the IP address and port number of the participating MCPTT function; and

2)
shall replace the IP address and port number for the offered media floor control entity, if any, in the received SDP offer with the IP address and port number of the participating MCPTT function;

When receiving a SIP request to add a new MCPTT user to an existing MCPTT Session, the controlling MCPTT function shall offer the media stream currently used in the MCPTT session.





6.3.3.1.2
Sending an INVITE request

NOTE:
This subclause is referenced from other procedures.

The controlling MCPTT function shall generate an initial SIP INVITE request according to 3GPP TS 24.229 [4].
The controlling MCPTT function:

1)
shall include in the Contact header field an MCPTT session identity for the MCPTT private call session with the g.3gpp.mcptt media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];
2)
shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];

3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
5)
shall set the Request-URI to the MCPTT address of the MCPTT user to be invited;
6)
shall include the P-Asserted-Identity header field of the inviting MCPTT client;

7)
shall include a Referred-By header field with the MCPTT address of the inviting MCPTT client;

8)
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [7]. The refresher parameter shall be omitted;
9)
shall include the Supported header field set to "timer";

10)
shall include value "id" in a Privacy header field according to rules and procedures of IETF RFC 3325 [14], if privacy is requested by the inviting MCPTT client; and
11)
shall include an unmodified Answer-Mode header field if present in the incoming SIP INVITE request or in the incoming SIP REFER request that caused the outgoing SIP INVITE request to be generated;
Editor's Note [CT1#94, C1-153739]: RFC 5373 also defines the "Priv-Answer-Mode" header field. It is FFS if "Priv-Answer-Mode" is required for MCPTT.

6.3.3.1.3
Receipt of a SIP response to a SIP INVITE request
6.3.3.1.3.1
Final response
On receipt of the SIP 200 (OK) response to the initial outgoing SIP INVITE request the controlling MCPTT function:

1)
shall start the SIP session timer according to rules and procedures of IETF RFC 4028 [7]; and
2)
shall cache SIP feature tags, if received in the Contact header field, and if the specific feature tags are supported.
6.3.3.2
Requests terminated by the controlling MCPTT function



6.3.3.2.1
SDP answer generation


When composing the SDP answer according to 3GPP TS 24.229 [4], the controlling MCPTT function:

1)
shall replace the IP address and port number in the received SDP offer with the IP address and port number of the controlling MCPTT function, for the accepted media stream in the received SDP offer; and

2)
shall replace the IP address and port number in the received SDP offer with the IP address and port number of the controlling MCPTT function, for the accepted media-floor control entity, if present in the received SDP offer.
6.3.3.2.2
Receipt of an INVITE request

On receipt of an initial SIP INVITE request the controlling MCPTT function shall cache SIP feature tags, if received in the Contact header field, and if the specific feature tags are supported.
6.3.3.2.3
Sending a SIP response to a INVITE request
6.3.3.2.3.1
Provisional response
When sending SIP provisional responses with the exception of the SIP 100 (Trying) response to the SIP INVITE request the controlling MCPTT function:

1)
shall generate the SIP provisional response according to 3GPP TS 24.229 [4];
2)
shall include a P-Asserted-Identity header field received in the incoming SIP INVITE request;

3)
shall include a MCPTT session identity in the Contact header field ; and
4)
shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag.
Editor's Note [CT1#94, C1-153740]: It is FFS inclusion of Warning header.
6.3.3.2.3.2
Final response
When sending a SIP 200 (OK) response to the initial SIP INVITE request, the controlling MCPTT function:

1)
shall generate the SIP 200 (OK) response according to rules and procedures of IETF RFC 3261 [24];

2)
shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [7], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";

3)
shall include the option tag "timer" in a Require header field;

4)
shall include the P-Asserted-Identity header field received in the incoming SIP INVITE request;

5)
shall include a SIP URI for the MCPTT session identity in the Contact header field identifying the MCPTT session at the controlling MCPTT function;
6) shall include the following in the Contact header field:

a)
the g.3gpp.mcptt media feature tag;

b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and

c)
the isfocus media feature tag;
7)
shall include Warning header field(s) received in incoming responses to the SIP INVITE request;
8)
shall include the option tag "tdialog" in a Supported header field according to rules and procedures of IETF RFC 4538 [23]; 
9)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];
10) shall include the "explicitsub" and "nosub" option tags in a Supported header field according to IETF RFC 7614 [xx]; and
11) shall interact with the media plane as specified in 3GPP TS 24.380 [5].
* * * Next Change * * * *

10.1.2.4.1.1
MCPTT chat session establishment

Upon receipt of a "SIP INVITE request for controlling function of an MCPTT Group" for a MCPTT group identity identifying a chat MCPTT group, the controlling MCPTT function: 

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24];
Editor's Note [CT1#94, C1-153737]: It is still to be determined if QoE profiles are to be specified for MCPTT. If so, then the QoE profile may be a factor in determining whether to reject or allow the request.

2)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcptt media feature tag;

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; or
c)
the isfocus media feature tag is present in the Contact header field;
3)
shall determine the MCPTT ID of the calling user and authorise the calling user;
Editor's Note [CT1#94, C1-153737]: It has not been yet determined how the controlling MCPTT function obtains the MCPTT ID. The MCPTT ID could either be 1) included in a body (and encrypted if need be) and then decrypted by the server, with the key management solution being FFS or 2) mapping tables are provided by identity management between the IMS IMPU and the MCPTT ID and then the IMPU is translated to the MCPTT ID at the entities.
4)
if the user identified by the MCPTT ID is not authorised to join this chat group, shall reject the "SIP INVITE request for controlling function of an MCPTT Group " with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to (106 user not authorised to join chat group) in a Warning header field as specified in subclause 4.4. Otherwise, continue with the remaining steps;
5)
if the MCPTT user is not affiliated with the chat MCPTT group the controlling MCPTT function shall affiliate the MCPTT user with the MCPTT chat group and store the affiliation information locally;
Editor's Note [CT1#94, C1-153737]: the mechanism for implicit affiliation is to be determined, including how this information is made available to the participating server to enable its check for maximum simultaneous affiliations (N2).

6)
if the MCPTT user was newly affiliated in step 5) above, update the MCPTT user's affiliation status with the Group Management Server as specified in 3GPP TS 24.381 [jj];

7)
shall determine if the media parameters are acceptable and the MCPTT speech codec is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;8)
shall create a chat group session and allocate a MCPTT session identity for the chat group session if the MCPTT chat group session identity does not already exist;

9)
shall accept the SIP request and generate a SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [4];
10)
shall include in the SIP 200 (OK) response an SDP answer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.3.3.2.2;

11)
should include the Session-Expires header field and start supervising the SIP session according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
12)
shall include the "timer" option tag in a Require header field;
13)
shall include the following in a Contact header field:

a)
the g.3gpp.mcptt media feature tag; 
b)
the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt";
c)
the MCPTT session identity; and

d)
the media feature tag isfocus; 
14)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [22];
Editor's Note [CT1#94, C1-153737]: Need to discuss if the MCPTT client includes the "norefersub" in a Require header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field where applicable, or both.
15)
shall include the "tdialog" option tag in a Supported header field according to IETF RFC 4538 [23];

16)
shall interact with media plane as specified in 3GPP TS 24.380 [5]; and

Editor's Note [CT1#94, C1-153737]: additional interaction with the media plane will be needed to enable the enforcement of call commencement and continuation conditions (e.g., sufficient number of acknowledgements from desired call participants).

17)
shall send the SIP 200 (OK) response to the MCPTT client according to 3GPP TS 24.229 [4].
* * * Next Change * * * *

11.1.1.4.1
Originating procedures

This subclause describes the procedures for inviting an MCPTT user to an MCPTT session. The procedure is initiated by the controlling MCPTT function as the result of an action in subclause 11.1.1.4.2 
The controlling MCPTT function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;

2)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1; and
3)
shall send the SIP INVITE request towards the core network according to 3GPP TS 24.229 [4].

Upon receiving SIP 200 (OK) response for the SIP INVITE request the controlling MCPTT function:

1)
shall cache the contact received in the Contact header field;

2)
shall create and cache an anonymous MCPTT address for the invited MCPTT user, if anonymity is requested via a Privacy header field containing the tag "id" in the SIP response and anonymous MCPTT address has not been created yet for the invited MCPTT user; and
3)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
Editor's Note [CT1#94, C1-153739]: the procedure for anonymous MCPTT address is FFS.
* * * End Changes * * * *

