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1
Abstract

This paper analysis applicability of SIP header fields introduced by IETF RFC 7315 and list discrepancy between SIP header fields support as specified in IETF RFC 7315 and 3GPP TS 24.229.
This paper is a revision of C1-153580 presented to CT1#95 meeting. According to the C1-153580 conclusions 3.5.2, 3.6 and 3.7 errata on RFC 7315 should be written due to the number of inconsistent statements in IETF RFC 7315 related to the presence of private SIP header fields in SIP messages. CT1#95 meeting proposed to include the input data for such errata in revision of C1-153580.
Contradicting statements from RFC 7315 are added in subclauses 2.2 to 2.7 i.e. per a private SIP header field. Clause 3 "Conclusions and Proposed Way Forward" is updated and added annex A which contains proposed input data for errata on RFC 7315, section 5.7.
2
Overview of P-header field applicability

2.1
Introduction

RFC 7315 "Private Header (P-Header) Extensions to the Session Initiation Protocol (SIP) for the 3GPP" describes a set of private SIP header fields used by the 3GPP, along with their applicability.

RFC 7315 obsoletes RFC 3455 (which defines SIP private header extensions) and updates existing private SIP header field's descriptions to address additional requirements needed for 3GPP. Applicability of private SIP header fields as specified in RFC 7315, section 5.7 is not identical to the applicability specified in RFC 3455, section 5.7, table 1.

Possible reasons for discrepancy between RFC 7315 and TS 24.229 are:

-
profile tables in annex A of TS 24.229 were done in accordance to RFC 3455 and it might be that some profile tables in annex A of TS 24.229 were not updated in accordance to RFC 7315; or/and

-
applicability of particular private SIP header field is not correctly specified in RFC 7315.

Following subclauses show per private SIP header filed the applicability of the private SIP header filed as specified in RFC 7315 and in TS 24.229.

2.2
P-Associated-URI header field

IETF RFC 7315

According to section 4.1 and the corresponding subsections the P-Associated-URI header field can only be present in the 200 (OK) response to a REGISTER request:
Section 4.1 specifies: "We define the P-Associated-URI header field, used in the 200 (OK) response to a REGISTER request. The P-Associated-URI header field contains the set of associated URIs that are associated with the registered address-of-record."
Section 4.1.2 specifies: "The registrar inserts the P-Associated-URI header field into the 200(OK) response to a REGISTER request. The header field value is populated with a list of URIs that are associated to the address-of-record. If the registrar supports the P-Associated-URI header field extension and there is at least one associated URI, then the registrar MUST insert the P-Associated-URI header field in all the 200 (OK) responses to a REGISTER request."
Section 4.1.2.1 specifies: "A UAC may receive a P-Associated-URI header field in the 200 (OK) response for a REGISTER request."
Section 4.1.2.2 specifies: "Otherwise, a registrar that supports this specification MUST include a P-Associated-URI header field in the 200 (OK) response to a REGISTER request that contains a contact header."

However section 5.7 specifies that the P-Associated-URI header field can also be present in SIP REGISTER method: "The P-Associated-URI header field can appear in SIP REGISTER method and 2xx resonses."
3GPP TS 24.229

Procedures in clause 5 do not specify adding of the P-Associated-URI header field in the REGISTER request. According to subclause 5.4.1.2.2F "Successful registration" if a 200 (OK) response is to be sent for a REGISTER request, the S-CSCF shall include a P-Associated-URI header field. P-Associated-URI is listed in tables A.123 and table A.279 ("Supported header fields within the REGISTER response") with prerequisite: A.6/102 - - Additional for 2xx response.
Table 1 shows support of the P-Associated-URI header field as specified in RFC 7315 (section 5.7), 24.229 (profile tables in annex A) and RFC 3455 (section 5.7).
Table 1: P-Associated-URI header field support

	Support as specified in
	where
	ACK
	BYE
	CAN
	INV
	OPT
	REG
	PUB

	RFC 7315
	Request and 2xx
	-
	-
	-
	-
	-
	o
	-

	24.229
	2xx
	-
	-
	-
	-
	-
	o
	-

	RFC 3455
	2xx
	-
	-
	-
	-
	-
	o
	

	Support as specified in
	where
	SUB
	NOT
	PRA
	INF
	UPD
	MSG
	REF

	RFC 7315
	Request and 2xx
	-
	-
	-
	-
	-
	-
	-

	24.229
	2xx
	-
	-
	-
	-
	-
	-
	-

	RFC 3455
	2xx
	-
	-
	-
	-
	-
	-
	-


2.3
P-Called-Party-ID header field

IETF RFC 7315

According to section 4.2 and the corresponding subsections a proxy that has access to the contact information of the user can insert a P-Called-Party-ID header field in any of the SIP requests indicated in section 5.7 prior to retargeting the Request-URI in the SIP request. When included, the proxy MUST populate the header field value with the contents of the Request-URI present in the SIP request that the proxy received. A SIP proxy MUST NOT insert a P-Called-Party-ID header field in REGISTER requests. A UAC MUST NOT insert a P-Called-Party-ID header field in any SIP request or response.

Section 4.2.1 specifies: "The P-Called-Party-ID header field is applicable when the UAS needs to be aware of the intended address-of-record that was present in the Request-URI of the request, before the proxy retargets to the contact address."
Section 4.2.2 specifies: "The P-Called-Party-ID header field provides proxies and the UAS with the address-of-record that was present in the Request-URI of the request, before a proxy retargets the request."
Section 4.2.2.2 specifies: "A proxy that has access to the contact information of the user can insert a P-Called-Party-ID header field in any of the requests indicated in Section 5.7. When included, the proxy MUST populate the header field value with the contents of the Request-URI present in the SIP request that the proxy received."
Section 5.7 specifies that the P-Called-Party-ID header field can appear in SIP INVITE, OPTIONS, PUBLISH, SUBSCRIBE and MESSAGE methods: "The P-Called-Party-ID header field can appear in SIP INVITE, OPTIONS, PUBLISH, SUBSCRIBE, and MESSAGE methods and all responses."
3GPP TS 24.229

Procedures in clause 5 do not explicitly specify adding of the P-Called-Party-ID header field in the REFER request. However in subclause 5.4.3.3 "Requests terminated at the served user" there is requirement:
"when the S-CSCF receives, destined for a registered served user, an initial request for a dialog or a request for a standalone transaction, and the request is received either from a functional entity within the same trust domain or contains a valid original dialog identifier or the dialog identifier (From, To and Call-ID header fields) relates to an existing request processed by the S-CSCF, then prior to forwarding the request, the S-CSCF shall:

10)
in case there are no Route header fields in the request

 c)
insert a P-Called-Party-ID SIP header field containing the contents of the Request-URI;".
REFER request creates a dialog and thus according to this requirement the S-CSCF will insert the P-Called-Party-ID header field in REFER request i.e. the P-Called-Party-ID header field should be allowed in the REFER request.
Furthermore in subclause 5.2.6.4.4 "Responses to an initial request for a dialog" there is requirement:
"When the P-CSCF receives any 1xx or 2xx response to the above request, the P-CSCF shall:

1)
remove any P-Preferred-Identity header field or P-Asserted-Identity header field, if present, and insert a P-Asserted-Identity header field with the saved public user identity from the P-Called-Party-ID header field that was received in the request, plus the display name if previously stored during registration, representing the originator of the response;".
As already indicated above the REFER request creates a dialog and thus according to this requirement the P-Called-Party-ID header field can be received within the REFER request and the P-CSCF will insert in the 1xx or 2xx response to the REFER request the P-Asserted-Identity header field with the saved public user identity from the P-Called-Party-ID header field that was received in the REFER request.
TS 24.229 does not specify the presence of the P-Called-Party-ID header field in the responses.
The P-Called-Party-ID header field is listed in tables:

-
A.46 and A.204 ("Supported header fields within the INVITE request");
-
A.62A and A.218A ("Supported header fields within the MESSAGE request");
-
A.77 and A.233 ("Supported header fields within the OPTIONS request");
-
A.104A and A.260A ("Supported header fields within the PUBLISH request");
-
A.105 and A.261 ("Supported header fields within the REFER request"); and
-
A.134 and A.290 ("Supported header fields within the SUBSCRIBE request").
Table 2 shows support of the P-Called-Party-ID header field as specified in RFC 7315 (section 5.7), 24.229 (profile tables in annex A) and RFC 3455 (section 5.7).
Table 2: P-Called-Party-ID header field support

	Support as specified in
	where
	ACK
	BYE
	CAN
	INV
	OPT
	REG
	PUB

	RFC 7315
	Request and responses
	-
	-
	-
	o
	o
	-
	o

	24.229
	Request
	-
	-
	-
	o
	o
	-
	o

	RFC 3455
	Request
	-
	-
	-
	o
	o
	-
	

	Support as specified in
	where
	SUB
	NOT
	PRA
	INF
	UPD
	MSG
	REF

	RFC 7315
	Request and responses
	o
	-
	-
	-
	-
	o
	-

	24.229
	Request
	o
	-
	-
	-
	-
	o
	o

	RFC 3455
	Request
	o
	-
	-
	-
	-
	o
	o


2.4
P-Visited-Network-ID header field

IETF RFC 7315

According to section 4.3 and the corresponding subsections any SIP proxy in the visited network that receives any of the requests indicated in section 5.7 MAY insert a P-Visited-Network-ID header field when it forwards the request. The P-Visited-Network-ID header field is normally used at registration. However, this extension does not preclude other usages. For example, a proxy located in a visited network that does not maintain registration state MAY insert a P-Visited-Network-ID header field into any standalone request outside a dialog or a request that creates a dialog. At the time of writing RFC 7315, the only requests that create dialogs are INVITE requests, SUBSCRIBE requests, and REFER requests.

Section 4.3.2 specifies: "Any SIP proxy in the visited network that receives any of the requests indicated in Section 5.7 MAY insert a P-Visited-Network-ID header field when it forwards the request."
Section 4.3.2.1 specifies: "Therefore, UACs MUST NOT insert a P-Visited-Network-ID header field in any SIP message."
Section 4.3.2.2 specifies: "A SIP proxy that is located in a visited network MAY insert a P-Visited-Network-ID header field in any of the requests indicated in Section 5.7.
Note that a received P-Visited-Network-ID from a UA is not allowed and MUST be deleted when the request is forwarded."
Section 5.7 specifies that the P-Visited-Network-ID header field can appear in all SIP methods except ACK, BYE, and CANCEL and all responses: "The P-Visited-Network-ID header field can appear in all SIP methods except ACK, BYE, and CANCEL and all responses."
3GPP TS 24.229

Procedures in clause 5 only consider the P-Visited-Network-ID header field in the REGISTER request. Subclause 5.2.2.1 specifies:

"When the P-CSCF receives a REGISTER request from the UE, the P-CSCF shall:

4)
insert a P-Visited-Network-ID header field, with the value of a pre-provisioned string that identifies the network of the P-CSCF at the home network;".
TS 24.229 does not specify the presence of the P-Visited-Network-ID header field in the responses. The P-Visited-Network-ID header field is listed in tables:

-
A.46 and A.204 ("Supported header fields within the INVITE request");
-
A.62A and A.218A ("Supported header fields within the MESSAGE request");
-
A.77 and A.233 ("Supported header fields within the OPTIONS request");
-
A.104A and A.260A ("Supported header fields within the PUBLISH request");
-
A.105 and A.261 ("Supported header fields within the REFER request");
-
A.119 and A.275 ("Supported header fields within the REGISTER request"); and
-
A.134 and A.290 ("Supported header fields within the SUBSCRIBE request").
Table 3 shows support of the P-Visited-Network-ID header field as specified in RFC 7315 (section 5.7), 24.229 (profile tables in annex A) and RFC 3455 (section 5.7).
Table 3: P-Visited-Network-ID header field support

	Support as specified in
	where
	ACK
	BYE
	CAN
	INV
	OPT
	REG
	PUB

	RFC 7315
	Reqest and responses
	-
	-
	-
	o
	o
	o
	o

	24.229
	Request
	-
	-
	-
	o
	o
	o
	o

	RFC 3455
	Request
	-
	-
	-
	o
	o
	o
	

	Support as specified in
	where
	SUB
	NOT
	PRA
	INF
	UPD
	MSG
	REF

	RFC 7315
	Request and responses
	o
	-
	-
	-
	-
	o
	o

	24.229
	Request
	o
	-
	-
	-
	-
	o
	o

	RFC 3455
	Request
	o
	-
	-
	-
	-
	o
	o


2.5
P-Access-Network-Info header field

IETF RFC 7315

According to section 4.4 and the corresponding subsections the P-Access-Network-Info header field carries information relating to the access network between the UAC and its serving proxy in the home network and can be present in SIP request or response.
Section 4.4.2 specifies: "When a UA generates a SIP request or response that it knows is going to be securely sent to its SIP proxy that is providing services, the UA inserts a P-Access-Network-Info header field into field the SIP message."
Section 4.4.2.1 specifies: "A UA that supports this extension and is willing to disclose the related parameters MAY insert the P-Access-Network-Info header field in any SIP request or response."
Section 5.7 specifies that the P-Access-Network-Info header field can appear in all SIP methods except ACK and CANCEL: "The P-Access-Network-Info header field can appear in all SIP methods except ACK and CANCEL."
3GPP TS 24.229

The P-Access-Network-Info header field is listed in tables:

-
A.7 and A.165 ("Supported header fields within the ACK request");
-
A.9 and A.167 ("Supported header fields within the BYE request");
-
A.12 and A.170 ("Supported header fields within the BYE response");
-
A.32 and A.190 ("Supported header fields within the INFO request");
-
A.35 and A.193 ("Supported header fields within the INFO response");
-
A.46 and A.204 ("Supported header fields within the INVITE request");
-
A.49 and A.207 ("Supported header fields within the INVITE response");
-
A.62A and A.218A ("Supported header fields within the MESSAGE request");
-
A.62C and A.218C ("Supported header fields within the MESSAGE response");
-
A.63 and A.219 ("Supported header fields within the NOTIFY request");
-
A.77 and A.233 ("Supported header fields within the OPTIONS request");
-
A.80 and A.236 ("Supported header fields within the OPTIONS response");
-
A.91 and A.247 ("Supported header fields within the PRACK request");
-
A.80 and A.250 ("Supported header fields within the PRACK response");
-
A.104A and A.260A ("Supported header fields within the PUBLISH request");
-
A.104C and A.260C ("Supported header fields within the PUBLISH response");
-
A.105 and A.261 ("Supported header fields within the REFER request");
-
A.108 and A.264 ("Supported header fields within the REFER response");
-
A.119 and A.275 ("Supported header fields within the REGISTER request");
-
A.122 and A.278 ("Supported header fields within the REGISTER response");
-
A.134 and A.290 ("Supported header fields within the SUBSCRIBE request");
-
A.136 and A.292 ("Supported header fields within the SUBSCRIBE response");
-
A.150 and A.305 ("Supported header fields within the UPDATE request"); and
-
A.152 and A.307 ("Supported header fields within the UPDATE response").
Table 4 shows support of the P-Access-Network-Info header field as specified in RFC 7315 (section 5.7), 24.229 (profile tables in annex A) and RFC 3455 (section 5.7).
Table 4: P-Access-Network-Info header field support

	Support as specified in
	where
	ACK
	BYE
	CAN
	INV
	OPT
	REG
	PUB

	RFC 7315
	Request
	-
	o
	-
	o
	o
	o
	o

	24.229
	Request and responses
	o
	o
	-
	o
	o
	o
	o

	RFC 3455
	Request and responses
	-
	o
	-
	o
	o
	o
	

	Support as specified in
	where
	SUB
	NOT
	PRA
	INF
	UPD
	MSG
	REF

	RFC 7315
	Request
	o
	o
	o
	o
	o
	o
	o

	24.229
	Request and responses
	o
	o
	o
	o
	o
	o
	o

	RFC 3455
	Request and responses
	o
	o
	o
	o
	o
	o
	o


2.6
P-Charging-Vector header field

IETF RFC 7315

According to section 4.6 and the corresponding subsections the P-Charging-Vector header field can appear in the initial request or response for a dialog or in the request and response of a standalone transaction outside a dialog or in REGISTER request.
Section 4.6 specifies: "We define the SIP private header P-Charging-Vector header field. A proxy MAY include this header, if not already present, in either the initial request or response for a dialog, or in the request and response of a standalone transaction outside a dialog.
The IOI identifies both the originating and terminating networks involved in a SIP dialog or transaction outside a dialog. There MAY be an IOI generated from each side of the dialog to identify the network associated with each side."
Section 4.6.2.1 specifies: "However, it might be possible that a UA be located within the administrative domain of a private network (e.g., a PSTN gateway, or conference mixer), and it may interact with the charging entities. In this case, a UA MAY insert the P-Charging-Vector header field in a SIP request or response when the next hop for the message is a proxy or UA located in the same administrative domain."
Section 4.6.2.2 specifies: "A SIP proxy that supports this extension and receives a request or response without the P-Charging-Vector header field MAY insert a P-Charging-Vector header field prior to forwarding the message."
Section 4.6.3 specifies: "The transit-ioi is added to the P-Charging-Vector header field when traversing transit networks. It is allowed to have multiple transit-ioi values within one SIP message or response. The values within the response are independent from the values set up within the request."
Section 4.6.4.1 specifies: "The UAS acting as a B2BUA MAY add the related-icid into the P-Charging-Vector header field into SIP request or SIP responses."
Section 5.7 specifies that the P-Charging-Vector header field can appear in all SIP methods except CANCEL: "The P-Charging-Vector header field can appear in all SIP methods except CANCEL."
3GPP TS 24.229

TS 24.229 specifies the presence of the P-Charging-Vector header field in the SIP requests and responses. The P-Charging-Vector header field is listed in tables:

-
A.7 and A.165 ("Supported header fields within the ACK request");
-
A.9 and A.167 ("Supported header fields within the BYE request");
-
A.12 and A.170 ("Supported header fields within the BYE response");
-
A.32 and A.190 ("Supported header fields within the INFO request");
-
A.35 and A.193 ("Supported header fields within the INFO response");
-
A.46 and A.204 ("Supported header fields within the INVITE request");
-
A.49 and A.207 ("Supported header fields within the INVITE response");
-
A.62A and A.218A ("Supported header fields within the MESSAGE request");
-
A.62C and A.218C ("Supported header fields within the MESSAGE response");
-
A.63 and A.219 ("Supported header fields within the NOTIFY request");
-
A.77 and A.233 ("Supported header fields within the OPTIONS request");
-
A.80 and A.236 ("Supported header fields within the OPTIONS response");
-
A.91 and A.247 ("Supported header fields within the PRACK request");
-
A.80 and A.250 ("Supported header fields within the PRACK response");
-
A.104A and A.260A ("Supported header fields within the PUBLISH request");
-
A.104C and A.260C ("Supported header fields within the PUBLISH response");
-
A.105 and A.261 ("Supported header fields within the REFER request");
-
A.108 and A.264 ("Supported header fields within the REFER response");
-
A.119 and A.275 ("Supported header fields within the REGISTER request");
-
A.122 and A.278 ("Supported header fields within the REGISTER response");
-
A.134 and A.290 ("Supported header fields within the SUBSCRIBE request");
-
A.136 and A.292 ("Supported header fields within the SUBSCRIBE response");
-
A.150 and A.305 ("Supported header fields within the UPDATE request"); and
-
A.152 and A.307 ("Supported header fields within the UPDATE response").
Table 5 shows support of the P-Charging-Vector header field as specified in RFC 7315 (section 5.7), 24.229 (profile tables in annex A) and RFC 3455 (section 5.7).
Table 5: P-Charging-Vector header field support

	Support as specified in
	where
	ACK
	BYE
	CAN
	INV
	OPT
	REG
	PUB

	RFC 7315
	Request
	o
	o
	-
	o
	o
	o
	o

	24.229
	Request and responses
	o
	o
	-
	o
	o
	o
	o

	RFC 3455
	Request and responses
	-
	o
	-
	o
	o
	o
	

	Support as specified in
	where
	SUB
	NOT
	PRA
	INF
	UPD
	MSG
	REF

	RFC 7315
	Request
	o
	o
	o
	o
	o
	o
	o

	24.229
	Request and responses
	o
	o
	o
	o
	o
	o
	o

	RFC 3455
	Request and responses
	o
	o
	o
	o
	o
	o
	o


2.7
P-Charging-Function-Addresses header field

IETF RFC 7315

According to section 4.5 and the corresponding subsections the P-Charging-Function-Addresses header field can appear in the initial request or response for a dialog or in the request and response of a standalone transaction outside a dialog or in REGISTER request.
Section 4.5 specifies: "We define the SIP private header field P-Charging-Function-Addresses header field. A proxy MAY include this header field, if not already present, in either the initial request or response for a dialog or in the request and response of a standalone transaction outside a dialog."
Section 4.5.2.1 specifies: "However, it might be possible that a UA is located within the administrative domain of a private network (e.g., a Public Switched Telephone Network (PSTN) gateway, or conference mixer), and it may have access to the addresses of the charging entities. In this case, a UA MAY insert the P-Charging-Function-Addresses header field in a SIP request or response when the next hop for the message is a proxy or UA located in the same administrative domain."
Section 4.5.2.2 specifies: "A SIP proxy that supports this extension and receives a request or response without the P-Charging-Function-Addresses header field MAY insert a P-Charging-Function-Addresses header field prior to forwarding the message."
Section 5.7 specifies that the P-Charging-Function-Addresses header field can appear in all SIP methods except ACK and CANCEL: "The P-Charging-Function-Addresses header field can appear in all SIP methods except ACK and CANCEL."
3GPP TS 24.229

TS 24.229 specifies the presence of the P-Charging-Function-Addresses header field in the SIP requests and responses. The P-Charging-Function-Addresses header field is listed in tables:

-
A.9 and A.167 ("Supported header fields within the BYE request");
-
A.12 and A.170 ("Supported header fields within the BYE response");
-
A.32 and A.190 ("Supported header fields within the INFO request");
-
A.35 and A.193 ("Supported header fields within the INFO response");
-
A.46 and A.204 ("Supported header fields within the INVITE request");
-
A.49 and A.207 ("Supported header fields within the INVITE response");
-
A.62A and A.218A ("Supported header fields within the MESSAGE request");
-
A.62C and A.218C ("Supported header fields within the MESSAGE response");
-
A.63 and A.219 ("Supported header fields within the NOTIFY request");
-
A.77 and A.233 ("Supported header fields within the OPTIONS request");
-
A.80 and A.236 ("Supported header fields within the OPTIONS response");
-
A.91 and A.247 ("Supported header fields within the PRACK request");
-
A.80 and A.250 ("Supported header fields within the PRACK response");
-
A.104A and A.260A ("Supported header fields within the PUBLISH request");
-
A.104C and A.260C ("Supported header fields within the PUBLISH response");
-
A.105 and A.261 ("Supported header fields within the REFER request");
-
A.108 and A.264 ("Supported header fields within the REFER response");
-
A.119 and A.275 ("Supported header fields within the REGISTER request");
-
A.122 and A.278 ("Supported header fields within the REGISTER response");
-
A.134 and A.290 ("Supported header fields within the SUBSCRIBE request");
-
A.136 and A.292 ("Supported header fields within the SUBSCRIBE response");
-
A.150 and A.305 ("Supported header fields within the UPDATE request"); and
-
A.152 and A.307 ("Supported header fields within the UPDATE response").
Table 6 shows support of the P-Charging-Function-Addresses header field as specified in RFC 7315 (section 5.7), 24.229 (profile tables in annex A) and RFC 3455 (section 5.7).
Table 6: P-Charging-Function-Addresses header field support

	Support as specified in
	where
	ACK
	BYE
	CAN
	INV
	OPT
	REG
	PUB

	RFC 7315
	Request
	-
	o
	-
	o
	o
	o
	o

	24.229
	Request and responses
	-
	o
	-
	o
	o
	o
	o

	RFC 3455
	Request and responses
	-
	o
	-
	o
	o
	o
	

	Support as specified in
	where
	SUB
	NOT
	PRA
	INF
	UPD
	MSG
	REF

	RFC 7315
	Request
	o
	o
	o
	o
	o
	o
	o

	24.229
	Request and responses
	o
	o
	o
	o
	o
	o
	o

	RFC 3455
	Request and responses
	o
	o
	o
	o
	o
	o
	o


3
Conclusions and Proposed Way Forward
Conclusion 3.1:
since RFC 7315 describes a set of private SIP header fields used by the 3GPP misalignment between TS 24.229 and RFC 7315 should be avoided.
Options to remove misalignment between TS 24.229 and RFC 7315:

1
P-Associated-URI header field:

1.a
errata on RFC 7315, section 5.7 should be written to specify that the P-Associated-URI header field can only appear in 2xx responses SIP REGISTER method; or

1.b
support of the P-Associated-URI header field should be added in TS 24.229, tables A.119 and A.275 ("Supported header fields within the REGISTER request").

Conclusion 3.2:
CT1 should discuss and decide if the P-Associated-URI header field should appear in the REGISTER request.
Due to the contradicting statements in RFC 7315 errata on RFC 7315 is needed (on sections 4.1, 4.1.2, 4.1.2.1, 4.1.2.2 or on section 5.7).

We believe that the P-Associated-URI header field should not be allowed in SIP REGISTER method and according to option 1a errata on section 5.7 is needed.
2
P-Called-Party-ID header field:

2.a
errata on RFC 7315, section 5.7 should be written to specify that the P-Called-Party-ID header field can appear in SIP REFER method; or

2.b
support of the P-Called-Party-ID header field should be removed from TS 24.229, tables A.105 and A.261 ("Supported header fields within the REFER request").

Conclusion 3.3.1:
CT1 should discuss and decide if the P-Called-Party-ID header field should appear in the REFER request.

We believe that the P-Called-Party-ID header field should be allowed in the REFER request and according to option 2a errata on RFC 7315, section 5.7 is needed to add the presence of the P-Called-Party-ID header field in the REFER request.
Since REFER requests create dialogs (as stated in subclause 2.3 of this discussion paper) the P-Called-Party-ID header field should be allowed in REFER request.
Conclusion 3.3.2:
Due to the contradicting statements in RFC 7315 related to the support of the P-Called-Party-ID header field in responses errata on RFC 7315 is needed (on sections 4.2, 4.2.2, 4.2.2.2 or on section 5.7).

We believe that the P-Called-Party-ID header field should not be allowed in SIP responses and errata on RFC 7315, section 5.7 is needed to remove that the P-Called-Party-ID header field can appear in responses to SIP method.
3
P-Visited-Network-ID header field:
3.a
errata on RFC 7315, section 5.7 should be written to remove that the P-Visited-
Network-ID header field can appear in responses to SIP method; or

3.b
support of the P-Visited-Network-ID header field should be added in responses.

Conclusion 3.4:
CT1 should discuss and decide if the P-Visited-Network-ID header field should appear in the responses.
Due to the contradicting statements in RFC 7315 errata on RFC 7315 is needed (on sections 4.3.2, 4.3.2.1, 4.3.2.2 or on section 5.7).

We believe that the P-Visited-Network-ID header field should not be allowed in SIP responses and according to option 3a errata on section 5.7 is needed.
4
P-Access-Network-Info header field:
Support of the P-Access-Network-Info header field in ACK method:

4.a
errata on RFC 7315, section 5.7 should be written to add that the P-Access-Network-Info header field can appear in ACK SIP method; or

4.b
support of the P-Access-Network-Info header field should be deleted from ACK SIP method.

Conclusion 3.5.1:
CT1 should discuss and decide if the P-Access-Network-Info header field can appear in the ACK request.
Conclusion 3.5.2:
Due to the contradicting statements in RFC 7315 errata on RFC 7315 is needed (on sections 4.4.2, 4.4.2.1 or on section 5.7).

We believe that the P-Access-Network-Info header field should be allowed in SIP responses and errata on RFC 7315, section 5.7 should be written to add that the P-Access-Network-Info header field can appear in responses to SIP method.
5
P-Charging-Vector header field:

Conclusion 3.6:
Due to the contradicting statements in RFC 7315 (in sections 4.6, 4.6.2.1, 4.6.2.2, 4.6.3, 4.6.4.1,6.6 and in section 5.7) errata on RFC 7315 is needed.

The P-Charging-Vector header field should be allowed in SIP responses and errata on RFC 7315, section 5.7 should be written to add that the P-Charging-Vector header field can appear in responses to SIP method.
6
P-Charging-Function-Addresses header field:
Conclusion 3.7:
Due to the contradicting statements in RFC 7315 (in sections 4.5, 4.5.2.1, 4.5.2.2, 6.5 and in section 5.7) errata on RFC 7315 is needed.

The P-Charging-Function-Addresses header field should be allowed in SIP responses and errata on RFC 7315, section 5.7 should be written to add that the P-Charging-Function-Addresses header field can appear in responses to SIP method.
Based on the above observations, CT1 is invited to discuss the issues presented in this discussion paper and to make decisions on the proposed conclusions.

We have provided the CR related to support of:

-
the P-Access-Network-Info header field in ACK method, option 4b: removal of the P-Access-Network-Info header field from tables A.7 and A.165 since the P-Access-Network-Info header field should not be allowed in ACK method.

Annex:
Input data for Errata on RFC 7315

Based on conclusions 3.2, 3.3.1, 3.3.2, 3.4, 3.5.2, 3.6 and 3.7 errata on RFC 7315, section 5.7 should be written. This annex contains input data for such errata.

Report New Errata:
RFC 7315
Type of error:
Technical
Section:
5.7
Original text:

5.7.  New Headers

   The P-Associated-URI header field can appear in SIP REGISTER method

   and 2xx resonses.  The P-Called-Party-ID header field can appear in

   SIP INVITE, OPTIONS, PUBLISH, SUBSCRIBE, and MESSAGE methods and all

   responses.  The P-Visited-Network-ID header field can appear in all

   SIP methods except ACK, BYE, and CANCEL and all responses.  The

   P-Access-Network-Info header field can appear in all SIP methods

   except ACK and CANCEL.  The P-Charging-Vector header field can appear

   in all SIP methods except CANCEL.  The P-Charging-Function-Addresses

   header field can appear in all SIP methods except ACK and CANCEL.

Corrected Text:

5.7.  New Headers

   The P-Associated-URI header field can appear in 2xx responses to SIP
   REGISTER method.  The P-Called-Party-ID header field can appear in

   SIP INVITE, OPTIONS, PUBLISH, SUBSCRIBE, MESSAGE, and REFER methods.
   The P-Visited-Network-ID header field can appear in all SIP methods
   except ACK, BYE, and CANCEL.  The P-Access-Network-Info header field
   can appear in all SIP methods except ACK and CANCEL, and in all
   responses.  The P-Charging-Vector header field can appear in all SIP
   methods except CANCEL, and in all responses.  The
   P-Charging-Function-Addresses header field can appear in all SIP
   methods except ACK and CANCEL, and in all responses.

Notes:

RFC 7315 contains contradicting statements related to the presence of private SIP header fields in SIP messages which leave the requirements open to interpretation, leading to different implementations and potential interworking problems.

According to section 4.1 and the corresponding subsections (4.1.2, 4.1.2.1, 4.1.2.2) the P-Associated-URI header field can only be present in the 200 (OK) response to a REGISTER request. However section 5.7 specifies that the P-Associated-URI header field can also be present in SIP REGISTER method.

According to section 4.2 and the corresponding subsections (4.2.2, 4.2.2.2) a proxy that has access to the contact information of the user can insert a P-Called-Party-ID header field in any of the SIP requests indicated in section 5.7 prior to retargeting the Request-URI in the SIP request. Since a SIP REFER request creates a dialog the P-Called-Party-ID header field should be allowed in the SIP REFER request. However section 5.7 does not specify that the P-Called-Party-ID header field can appear in the SIP REFER method and specifies that the P-Called-Party-ID header field can appear in SIP responses.
According to section 4.3 and the corresponding subsections (4.3.2, 4.3.2.1, 4.3.2.2) any SIP proxy in the visited network that receives any of the requests indicated in section 5.7 MAY insert a P-Visited-Network-ID header field when it forwards the request. However section 5.7 specifies that the P-Visited-Network-ID header field can appear in SIP responses.

According to section 4.4 and the corresponding subsections (4.4.2, 4.4.2.1) the P-Access-Network-Info header field carries information relating to the access network between the UAC and its serving proxy in the home network and can be present in SIP request or response. However section 5.7 does not specify that the P-Access-Network-Info header field can appear in SIP responses.
According to section 4.5 and the corresponding subsections (4.5.2.1, 4.5.2.2) and section 6.5 the P-Charging-Function-Addresses header field can appear in the initial request or response for a dialog or in the request and response of a standalone transaction outside a dialog or in REGISTER request. However section 5.7 does not specify that the P-Charging-Function-Addresses header field can appear in SIP responses.

According to section 4.6 and the corresponding subsections (4.6.2.1, 4.6.2.2, 4.6.3, 4.6.4.1) and section 6.6 the P-Charging-Vector header field can appear in the initial request or response for a dialog or in the request and response of a standalone transaction outside a dialog or in REGISTER request. However section 5.7 does not specify that the P-Charging-Vector header field can appear in SIP responses.

