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1. Introduction
3GPP TS 23.179 clause 10.7 specifies the use of pre-established sessions as an alternative method of session establishment to the on-demand method. As per 23.179, pre-established sessions may be used for a number of MCPTT call types as the below excerpt shows.

From 3GPP TS 23.179 clause 10.7: 

"The MCPTT server may use one or more pre-established sessions for the following procedures for on-network:

-
Group calls (as specified in subclause 10.8.2.1);

-
Private calls (as specified in subclause 10.9.2);
-
MCPTT emergency group calls (as specified in subclause 10.11.1);

-
Imminent peril group calls (as specified in subclause 10.11.2);

-
MCPTT emergency private calls (as specified in subclause 10.11.3); and

-
MCPTT emergency alerts (as specified in subclause 10.11.4).

The MCPTT client establishes one or more pre-established sessions to an MCPTT server after SIP registration, and prior to initiating any of the above procedures to other MCPTT users."

Chat group call is one of the group call types that may make use of the pre-established session mechanism. This contribution provides the client procedures for establishing a chat group session within a pre-established session. 

2. Reason for Change
This change is needed to provide the client procedures necessary to provide the required functionality enabling the use of pre-established sessions for chat group call.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 V0.2.2 (2015-09).
* * * First Change * * * *

10.1.2.2.2
Chat group call within a pre-established session

10.1.2.2.2.1
MCPTT client joins a chat MCPTT group session

Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity identifying a chat MCPTT group within the pre-established session, the MCPTT client shall generate a SIP REFER request as specified in IETF RFC 3515 [zz] as updated by IETF RFC 6665 [xx] and IETF RFC 7647 [x], and in accordance with UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

NOTE: this procedure assumes the use of a pre-established session as specified in subclause 8.2.1. 
Editor's Note [CT1#94, C1-153732]: This subclause assumes no encryption of application-related sensitive data in the request (e.g. to hide the MCPTT identities from the SIP layer) is required. Requirements for encryption are FFS, If encryption is required then this SIP request will also exist in a form that identifies that the request carries sensitive data.
Editor's Note [CT1#94, C1-153732]: This procedure and any associated server procedures may need to be revisited for the purposes of decreasing the overall number of sessions consumed by joined members of the group.
Editor’s Note [CT1#94, C1-153732]: the management of the media resource allocation by the pre-established session is FFS.
The MCPTT client:

1)
shall set the Request URI of the SIP REFER request to the session identity of the pre-established session;
Editor's Note [CT1#94, C1-153732]: the above assumes that the MCPTT client has cached the pre-established session identity. If this approach is used there is impact to subclause 8.2.1 as well.

2)
shall set the Refer-To header field of the SIP REFER request to the URI of the chat MCPTT group according to IETF RFC 3515 [zz] and extended with the following URI header fields:
Editor's Note [CT1#94, C1-153732]: it may be necessary to include a session type URI parameter indicating that the request is to establish a chat session..
a)
the Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6]; and

b)
an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
3)
may additionaly include the Resource-Priority header field according to rules and procedures of IETF RFC 4412 [yy];

Editor's Note [CT1#94, C1-153732]: What values the Resource-Priority header field is set to is FFS.
4)
shall include a P-Preferred-Service header field set to the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), according to IETF RFC 6050 [9];
5)
shall include the following according to IETF RFC 4488 [4]:
a)
the option tag "norefersub" in the Supported header field; and

b)
the value "false" in the Refer-Sub header field.

Editor's Note [CT1#94, C1-153732]: Need to discuss if the MCPTT client includes the "norefersub" in a Require header field and the Refer-Sub header field with value "false" as specified in RFC 4488 or whether the MCPTT server should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" and "nosub" option tag in the Require header field, of the REFER request, or both. 
6)
shall include a Target-Dialog header field as specified in IETF RFC 4538 [dd] identifying the pre-established session;


7)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP REFER request according to IETF RFC 3840 [16];
8)
if implicit floor control is required, shall comply with the conditions specified in subclause 4.4; and
9)
shall send the SIP REFER request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx final response to the SIP REFER request, the MCPTT client:
1)
shall interact with the media plane as specified in 3GPP TS 24.380 [5].
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