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1. Introduction
This P-CR introduces the MCPTT server procedures acting as participating role for originating private call.
2. Reason for Change
TS 23.179 subclause 10.9.2 describes on-network private call within one MCPTT system or within several MCPTT systems using automatic or manual commencement mode and with the ability to request or not request floor control.  : 

As MCPTT servers may act as participating or controlling role, it is divided the procedures of MCPTT server into the case of participating MCPTT server and controlling MCPTT server for each originating and terminating call procedures.

This p-CR covers the procedures of participating MCPTT server for terminating private call.

Each MCPTT server is a SIP B2BUA and thus each MCPTT server will need to generate an SDP offer and an SDP answer for each case of “on demand” and “using pre-established session”. These procedures covered in section 11.1.1.3.1 “General” under section 11.1.1.3 “MCPTT server procedures” in P-CR “private call partipating server originating”.
As participating MCPTT server terminating private call need to communicate with the controlling MCPTT server and there is no session established yet, therefore participating MCPTT server and controlling MCPTT server will communicate with unique public MCPTT service identity identifying the private call from each MCPTT server.

When taking the text of  the procedures in subclause 10.9.2 from stage 2, 3GPP TS 23.179, 

“If authorized, MCPTT server includes information that it communicates using MCPTT service, offers the same media types or a subset of the media types contained in the initial received request, automatic commencement mode indication and sends the corresponding MCPTT private call request towards the MCPTT client specified in the original MCPTT private call request (MCPTT client 2). the below table gives a stage 3 analyses of some of the stage 2 text from a participating server point of view in originating private call procedure.”,  the MCPTT server need to authorize the user by the MCPTT identity, here, we reuse the P-Asserted-Identity for this purpose.

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.379 version 0.2.2
* * * First Change * * * *

<Proposed change in revision marks>

11
Private call
Editor's note: Currently this subclause is proposed to cover private call. It is proposed that emergency private call would also be included in this clause. See 3GPP TS 22.179 [2] subclauses 5.6, 5.7. See 3GPP TS 23.179 [3] subclause 10.7.1

11.1
On-network private call
11.1.1
Private call with floor control
11.1.1.1
General
11.1.1.2
MCPTT client procedures
11.1.1.3
MCPTT server procedures
11.1.1.3.1 Server participating role originating procedures

11.1.1.3.2 Server controlling role terminating procedures

11.1.1.3.3 Server controlling role originating procedures
11.1.1.3.4  Server participating role terminating procedures
11.1.1.3.4.1 General 

The MCPTT Server shall generate an initial SIP INVITE request according to rules and procedures of IETF RFC 3261 [33] with the clarifications in this subclause.

The MCPTT Server
Editor's Note [CT1#94, 6.3.2.2.3, #1]: The incoming SIP INVITE request may contain a Privacy header field with "id". The behaviour of the server receiving the Privacy header field with "id" is FFS.
1) shall include in the SIP INVITE request all Accept-Contact header field with their feature tags and their corresponding values along with any parameters according to rules and procedures of IETF RFC 3841 [51] if included in the incoming SIP INVITE request; 
2) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service-Id header field according to IETF RFC 6050 [9] in the SIP INVITE request;

3) 
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [54], "Generating an Initial Session Refresh Request". The "refresher" parameter shall be omitted.

4) 
shall include the option tag 'timer' in the Supported header field;
Editor's Note [CT1#94, 6.3.2.1.5.2, #3]: Need to discuss if the MCPTT server includes the "norefersub" in a Supported header field as specified in RFC 4488 or whether the MCPTT server should instead use the Explicit Subscription mechanism in RFC 7614 with the "explicitsub" option tag in the Supported header.
5) 
shall include the option tags ‘tdialog’ in a Supported header field;

6) 
shall include a Contact header field as follows:

a)
an MCPTT session identity constructed from the MCPTT session identity provided in the Contact header field of the incoming SIP INVITE request; 
b)
shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [16];  
7) 
shall include the P-Asserted-Identity header as received, if received in the incoming SIP INVITE request; 

When sending a SIP provisional responses other than the SIP 100 "Trying" response to the SIP INVITE request, the MCPTT Server:

1) 
shall generate the SIP provisional response according to rules and procedures of IETF RFC 3261 [33];

2) 
shall include a Contact header field with a SIP URI identifying the MCPTT session by this MCPTT Server constructed from the MCPTT session identity provided in the Contact header field of the incoming SIP INVITE request  and the “g.3gpp.mcptt” media feature tag if not previously sent in a provisional response for this dialog; 

3) 
shall include the P-Asserted-Identity header as received in the incoming SIP INVITE request
Editor's Note [CT1#94, 6.3.2.2.3, #1]: The incoming SIP INVITE request may contain a Privacy header field with "id". The behaviour of the server receiving the Privacy header field with "id" is FFS.
When sending a SIP 200 "OK" response to the SIP INVITE request the MCPTT Server

1) 
shall generate the SIP 200 "OK" response according to rules and procedures of IETF RFC 3261 [33] and IETF RFC 3262 [34];

2) 
shall include the P-Asserted-Identity header as received, if received in the incoming SIP 200 “OK” response.
Editor's Note [CT1#94, 6.3.2.2.3, #1]: The incoming SIP INVITE request may contain a Privacy header field with "id". The behaviour of the server receiving the Privacy header field with "id" is FFS.

4) 
shall include the option tag 'timer' in the Require header field;

5) 
shall include the Session-Expires header field in the SIP 200 "OK" before sending the response towards the MCPTT Server performing the Controlling MCPTT Function according to rules and procedures of IETF RFC 4028 [54], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to 'uas';

6) 
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [54];

7) 
shall include a Contact header field with a SIP URI identifying the MCPTT session by this MCPTT Server constructed from the MCPTT session identity provided in the Contact header field of the incoming SIP INVITE request and the “g.3gpp.mcptt” media feature tag;
8) 
shall include the option tag 'tdialog' in the Supported header field

11.1.1.3.4.5
MCPTT Session invitation request with automatic answer
Upon receiving an initial SIP INVITE request that includes a MCPTT Address in the Request-URI the MCPTT Server: 
Editor's Note : The MCPTT server may reject the incoming SIP INVITE request according to the policy from participating MCPTT server for congestion control, etc. The local policy or rule for MCPTT server rejecting is FFT.
1) shall check the presence of the 'isfocus' feature parameter in the URI of the Contact header field and if it is not present then the MCPTT Server shall reject the request with a SIP 403 "Forbidden" response with the warning text.

Editor's Note : The content of warning text will be FFT
Editor's Note [CT1#94, 6.3.2.2.3, #1]: The incoming SIP INVITE request may contain a Privacy header field with "id". The behaviour of the server receiving the Privacy header field with "id" is FFS.
When the Answer Mode Indication of the Invited MCPTT User is set to Automatic Answer and the received SIP INVITE request did not contain an Answer-Mode header filed witht the value set to ‘Manual;Require’, the MCPTT server, 

1) shall generate a SIP 183 "Session Progress" response to the SIP INVITE request as specified in subclause 11.1.1.3.4.1 "General" and according to rules and procedures of IETF RFC 3261 [33] and IETF RFC 3262 [34];

2)  shall include the P-Answer-State header field set to "Unconfirmed";

3)  shall send the SIP 183 "Session Progress" response towards the MCPTT Server performing the Controlling MCPTT Function according to 3GPP TS 24.229 [4].

4)  shall generate a SIP INVITE request as specified in subclause 11.1.1.3.4.1 "General";

5)  shall set the Request-URI to the MCPTT Address of the MCPTT User to be invited;

6) 
shall include an Answer-Mode header field with the value set to 'Auto';

7)  
shall include in the SIP INVITE request a MIME SDP body as an SDP offer based on the SDP offer in the received SIP INVITE request as specified in the subclause 11.1.1.3.1.1 "SDP offer generation" or based on the SDP negotiated during the Pre-established Session establishement as specified in the subclause 7.3.2.1c "SDP answer generation in case of Pre-established Session" if the MCPTT server and invited MCPTT client already have pre-established session;
8) 
shall include the Referred-By header field from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header field; and

9) 
shall send the SIP INVITE request towards the MCPTT Client according to 3GPP TS24.229 [4]

Whenever the MCPTT Server sends the SIP 200 "OK" response the MCPTT Server:

1)  
shall generate a 200 "OK" response as described in the subclause 11.1.1.3.4.1 "General";

2) 
shall include in the SIP 200 "OK" response a MIME SDP body with an SDP answer based on the SDP answer in the received SIP 200 "OK" response as specified in 11.1.1.3.1.3 "SDP answer generation";

3) 
shall interact with the User Plane as specified in 3GPP TS 24.380 [5]
4) 
shall send the SIP 200 "OK" response towards the MCPTT Server performing the Controlling MCPTT Function according to 3GPP TS 24.229 [4];

The MCPTT Server shall forward any other SIP response that does not contain SDP along the signalling path to the originating network according to 3GPP TS 24.229 [4]

1) 
shall include the P-Answer-State header field set to "Unconfirmed";

2) 
shall include value 'id' in the Privacy header field according to rules and procedures of IETF RFC 3325 [41], if the Invited MCPTT Client has requested privacy, when the Pre-established Session was established; 

3) 
shall send the SIP 200 "OK" response to the SIP INVITE request according to rules and procedures of SIP/IP Core; 

4) 
shall interact with the User Plane as specified in 3GPP TS 24.380 [5]; and

5) 
shall send the SIP 200 "OK" Response to the SIP INVITE request

11.1.1.3.4.6
MCPTT Session invitation request with manual-answer

Except the participating MCPTT server having pre-established session with the invited MCPTT client, the MCPTT server follows the procedures as below when receiving an intial SIP INVITE request.

Upon receiving an initial SIP INVITE request that includes a MCPTT Address in the Request-URI the MCPTT Server: 
Editor's Note : The MCPTT server may reject the incoming SIP INVITE request according to the policy from participating MCPTT server for congestion control, etc. The local policy or rule for MCPTT server rejecting is FFT.

2) shall check the presence of the 'isfocus' feature parameter in the URI of the Contact header field and if it is not present then the MCPTT Server shall reject the request with a SIP 403 "Forbidden" response with the warning text.

Editor's Note : The content of warning text will be FFT
Editor's Note [CT1#94, 6.3.2.2.3, #1]: The incoming SIP INVITE request may contain a Privacy header field with "id". The behaviour of the server receiving the Privacy header field with "id" is FFS.
When the received SIP INVITE request contain an Answer-Mode header filed witht the value set to ‘Manual;Require’, 
The MCPTT Server:

1) shall generate a SIP INVITE request as specified in subclause 11.1.1.3.4.1 "General". 

a)
include in the SIP INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request;

b)
set the Request-URI to the MCPTT Address of the MCPTT User to be invited; and

2) 
shall include the Answer-Mode header field set to 'Manual;Require';

3) 
shall include the Referred-By header field from the incoming SIP request if anonymity is not requested by the value 'id' in the Privacy header field; 

4) 
shall send the SIP INVITE request towards the MCPTT Client according to 3GPP TS24.229 [4]

Upon receiving a SIP 180 "Ringing" response to the SIP INVITE request the MCPTT Server:

1) 
shall cache the contact if received in the Contact header field;

2) 
shall generate a SIP 180 "Ringing" response as specified in subclause 11.1.1.3.4.1 "General"
3) 
shall send the SIP 180 "Ringing" response towards the MCPTT Server performing the Controlling MCPTT Function according to 3GPP TS 24.229 [4]

Upon receiving a SIP 200 "OK" response to the SIP INVITE request the MCPTT Server:

1) 
shall perform the following actions, if the MCPTT Server acts as B2BUA 

a)
cache the list of supported SIP methods if received in the Allow header field;

b)
cache the contact received in the Contact header field;
c) 
shall interact with User Plane as specified in 3GPP TS 24.380 [5];
d)
generate a SIP 200 "OK" response as specified in the subclause 11.1.1.3.4.1 "General";

e)
include in the SIP 200 "OK" response a MIME SDP body as the SDP answer the SDP offer received from the MCPTT Server in the SIP INVITE request as specified in the subclause 11.1.1.3.1.3 "SDP answer generation; and

2) 
shall send the SIP 200 "OK" response to the MCPTT Server performing the Controlling MCPTT Function according to 3GPP TS 24.229 [4]

11.1.1.3.4.7
MCPTT Session invitation request with manual-answer using pre-established session

When the MCPTT server received an initial SIP INVITE request including the invited MCPTT client which have pre-established session with the MCPTT server, the MCPTT server follows the procedures as below.
Upon receiving an incoming SIP INVITE from the MCPTT Server performing Controlling MCPTT function, the MCPTT Server 

1) 
shall generate SIP re-INVITE request as described in subclause 7.3.2.1 "General";

NOTE 1:
A SIP re-INVITE request cannot include an Answer-Mode header field as specified in IETF RFC 5373 [77] so Manual Answer is implied with a SIP re-INVITE request within the existing SIP dialog of the Pre-established Session.

2) 
shall set the Request-URI to the MCPTT Address of the MCPTT User to be invited;

3) 
shall include in a Contact header field MCPTT ID which identifies Pre-established Session; 

4) 
shall include the Referred-By header field from the incoming SIP INVITE request if anonymity is not requested by the value 'id' in the Privacy header field.

5) 
shall include in the SIP re-INVITE request a MIME SDP body as an SDP offer on the SDP offer in the received SIP INVITE request as specified in the subclause 11.1.1.3.1.1 "SDP offer generation";

6) 
shall send the SIP re-INVITE request toward the terminating MCPTT Client within the existing SIP dialog according to 3GPP TS24.229 [4].

Upon receiving a SIP 180 "Ringing" response to the SIP re-INVITE request, the MCPTT Server:

1) 
shall generate a SIP 180 "Ringing" response as specified in subclause 11.1.1.3.4.1 "General"
2) 
shall send the SIP 180 "Ringing" response towards the MCPTT Server performing the Controlling MCPTT Function according to 3GPP TS24.229[4];

Upon receiving a SIP 200 "OK" response to the SIP re-INVITE request, the MCPTT Server:

1) 
shall interact with the User Plane for updating the User Plane with the newly negotiated codecs and Media Parameters from the received SDP answer, if the received SDP answer includes changes in codecs or Media formats or Media Parameters from those earlier accepted; 

2) 
shall generate a SIP 200 "OK" response as described in the subclause 11.1.1.3.4.1 "General";

3) 
shall include in the SIP 200 "OK" response, a MIME SDP body with an SDP answer based on the SDP answer in the received SIP 200 "OK" response, as specified in 11.1.1.3.1.3 "SDP answer generation”;

4) 
shall interact with the User Plane as described in 3GPP TS 24.380 [5]; and

5) 
shall send the SIP 200 "OK" Response to the SIP INVITE request according to rules and procedures of 3GPP TS24.229 [4]
