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Abstract: This contribution includes the MCPTT Server Pre-established session establishment procedure and enhances the MCPTT Client procedures to include ICE and session timer.
1. Introduction
TS 23.179 defines the use of pre-established sessions.One of the primary reasons for Pre-established Session is to perform the ICE candidate gathering and evaluation ahead ofthe user iniating a MCPTT call.

2. Summary of Changes
This contribution includes the MCPTT Server Pre-established session establishment procedure based upon the OMA PCPS 1.0 procedure and enhances the MCPTT Client procedures to include ICE and session timer.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.179.

* * * First Change * * * *
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* * * Next Change * * * *
6.3.2.1.2.X
SDP answer generation for pre-established session establishment
When composing the SDP answer according to 3GPP TS 24.229 [4], the MCPTT Server:

1.
shall set the IP address and port number to those of the MCPTT Server for each accepted Media Streams from the list contained in the received SDP offer and for each accepted media stream in the received SDP offer; and,

2.
shall set the IP address and port number to those of the MCPTT Server, for the accepted media-floor control entity, if present in the received SDP offer;

* * * Next Change * * * *
8.2.1
MCPTT client procedures

Editor's Note: This subclause contains the procedures for the MCPTT client establishing a pre-established session. There may be aspects of this clause that may be common for other session initiation procedures and in such cases some of this text may be moved to a common procedures section.

When the MCPTT client initiates a pre-established session the MCPTT client shall: 
· gather ICE candidates according to IETF RFC 5245 [X]: and
NOTE:
If the MCPTT UE only obtains MCPTT service via E-UTRAN access then only ICE candidates for the E-UTRAN interface are used.
· generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:


1)
shall set the Request-URI of the SIP INVITE request to the Public Service Identity of the MCPTT server serving the MCPTT user;

2)
shall include an Accept-Contact header field with the media feature tag g.3gpp.mcptt along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
3)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

4)
shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref contain with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
Editor's Note: It is FFS whether one of or both of the media feature tag and ICSI value are required to be specified.

5)
should include the "timer" option tag in the Supported header field;
6)
should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
7)
shall include an SDP offer in according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1 and:

a)
include ICE candidates in the SDP offer as per IETF RFC 5245 [X];

Editor's Note: When the media is set to a=active is for further study.

8)
shall include value "id" in the Privacy header field according to rules and procedures of IETF RFC 3325 [14], if privacy is requested to be used in the automatically answered terminated MCPTT sessions; and
Editor's Note: use of "id" is FFS.
9)
shall send the SIP INVITE request according to 3GPP TS 24.229 [4].
Upon receiving a SIP 2xx response to the SIP INVITE request the MCPTT client: 
Editor's Note: Need to be consistent whether SIP features that affect the application should be mentioned here (e.g. local storing of information).

Editor's Note: Caching of the contact information related to the "Pre-established session identifier", e.g. for establishing a call using the pre-established session.
1) shall perform ICE connectivity checks based on the ICE candidates received in the SDP answer according to IETF RFC 5245 [X]; and
NOTE:
The result of the ICE connectivity checks could result in a subsequent SDP offer answer exchange as per IETF RFC 5245 [X].
2)
shall interact with the user plane as specified in 3GPP TS 24.380 [5] "MCPTT Client Procedures at Pre-established session initialization".

Editor’s Note: the "MCPTT Client Procedures at Pre-established session initialization" subclause referenced above in 3GPP TS 24.380 [5] does not yet exist. It is assumed that in time a subclause will exist in that document providing a suitable reference for the above.
* * * Next Change * * * *
8.2.2
MCPTT server procedures
Upon receiving an initial SIP INVITE request that includes a Public Service Identity in the Request-URI but no invited member(s), the MCPTT Server: 

Editor’s Note: the use of QoE profiles is FFS.
1)
shall check whether the Public Service Identity is allocated and perform the actions specified in subclause [ABCD Public Service Identity does not exist] if it is not allocated. Otherwise, continue with the rest of the steps;
Editor’s Note: subclause [ABCD Public Service Identity does not exist] needs to be provided in a future contribution.
2)
shall perform actions to verify the MCPTT-ID of the MCPTT Client and authorize the request according to local policy, and if not authorized, the MCPTT Server shall return a SIP 403 (Forbidden) response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause [ABCD Warning header field]. Otherwise, continue with the rest of the steps;

Editor’s Note: validation of the MCPTT-ID according to local policy or according to Identity Management is FFS.
Editor’s Note: subclause [ABCD Warning header field] needs to be provided in a future contribution.
3)
shall validate that there is at least one Media Stream for which the Media Parameters and at least one codec offered in the SIP INVITE request are acceptable to the MCPTT Server and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

Editor’s Note: use of the Priv-Answer-Mode header field is FFS.
4)
shall gather ICE candidates according to IETF RFC 5245 [X];

5)
shall allocate a URI to be used to identify the Pre-established Session;
Editor’s Note: the use of the Resource-Priority header field is FFS.
6)
shall generate a SIP 200 (OK) response to the SIP INVITE request according to subclause 6.3.2.1.5.2 and:

a)
include a Contact header field containing the URI that identifies the Pre-established Session;
b)
include the Public Service Identity in the P-Asserted-Identity header field; and
c)
include an SDP answer as specified in 3GPP TS 24.229 [4] with the clarifications in subclause 6.3.2.1.2.X;
7)
shall interact with the user plane as specified in 3GPP TS 24.380 [5] "Pre-established Session state diagrams – basic";
Editor’s Note: the " Pre-established Session state diagrams – basic" subclause referenced above in 3GPP TS 24.380 [5] does not yet exist. It is assumed that in time a subclause will exist in that document providing a suitable reference for the above.
NOTE 1:
Resulting User Plane processing is completed before the next step is performed.

8)
shall send the SIP 200 (OK) response towards the MCPTT Client according to the rules and procedures of the 3GPP TS 24.229 [4]; and
9)
shall perform ICE connectivity checks based on the ICE candidates received in the SDP offer according to IETF RFC 5245 [X].
NOTE 2:
The result of the ICE connectivity checks could result in a subsequent SDP offer answer exchange as per IETF RFC 5245 [X].
* * * End Changes * * * *
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