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Background
On 08/07/2015 on the 2nd official CT1 Conference Call for MCPTT, Samsung presented a document (co-signed by Nokia Networks, Ericsson and Qualcomm) proposing that OMA PCPS v.1.0 be taken as a baseline for the CT1 work on MCPTT. It was proposed that the rapporteurs of the MCPTT specifications take the relevant OMA specifications, convert them into 3GPP format (e.g. formatting, correct use of normative statements, etc) and then perform some pre-processing of the technical content to refer to TS 24.229 and to remove aspects of OMA PCPS that were not included in 3GPP MCPTT. The idea was to use the Annexes as a "working draft" for the MCPTT procedures, such that companies would add further MCPTT functionality into the Annex and when the procedures were ready, move the procedures into the normative body of the specification. 

During the conference call there was some support for this idea, but there were also some objections to this idea. Although it was seen as a good approach to try and use OMA PCPS to help us to formulate the procedures for 3GPP MCPTT, Alcatel-Lucent stated that a better approach would be to use specific parts of the OMA PCPS specification when contributing a specific procedure (e.g. pre-arranged group call client procedures) as a baseline for a specific contribution to the main body of the specifications. It was also remarked on the call that the structure of the normative clauses in the 3GPP specifications were likely not to be of the same structure as the OMA PCPS clauses, so creating a working draft would require an "conversion procedure" after the draft was completed. No decision was made on the way forward on the conference call. Offline, Samsung received a number of comments from Alcatel-Lucent (see Annex A) regarding initial issues identified with the OMA PCPS text.

On 29/07/2015 – 31/07/2015 the CT1#92-bis e-meeting for MCPTT took place. The rapporteurs of the Group Management, Floor Control and Call Control specifications submitted documents that took the relevant OMA PCPS documents, converted them into 3GPP format along with some initial pre-processing of functionality. For the Call Control document, some initial comments were received from Blackberry and Alcatel-Lucent and the document author spent a considerable amount of time (about 4 hours) trying to address these issues before the end of the e-meeting. Further to providing the revised document, Alcatel-Lucent provided a detailed 24-point list indicating further issues with the document highlighting that there were many many more comments (see Annex B). Motorola Solutions attempted to use the Annex that had converted the OMA-PCPS-TS-Control_Plane-V1_0-20150220-C specification to put together client procedures for pre-arranged group call (following the comments from Alcatel-Lucent on the conference call) by applying an iterative process of identifying the subclauses from the Annex for the procedure targetted as a clause for the main body and then tailoring it by performing technical analyses to make it "MCPTT ready". Even though it was agreed not to accept content to the main body at this early stage in the game, it was remarked in offline conversations that trying to retrofit the text back into the Annex would be very difficult to achieve.

CT1 needs to discuss what the future holds for the Annexes that attempt to create a baseline for the MCPTT specifications out of the OMA PCPS specifications.

Discussion

OMA PCPS 1.0 took about 2 years to specify. CT1 does not have 2 years for MCPTT. Clearly it was the right idea to attempt to use a baseline to try to expedite the work. The initial work to format the specification and to perform some initial functionality analyses took between 1-2 weeks for the Call Control specification. If there had been more time and resources working on this task, then we could come up with a document that represents an acceptable baseline for the MCPTT work, specifically:

1. Analyze the specification together with TS 24.229 to check what conditions are already covered by TS 24.229, referring to TS 24.229 not IETF RFC 3261 and identifying aspects which were beyond TS 24.229 status.

2. Perform a functionality cull, removing all aspects of OMA PCPS which are not relevant to 3GPP MCPTT.

However, we do not have the luxury of "time" and "resources".

Thus, the proposal from the rapporteur of the Call Control specification is:

1. Contributors to create P-CRs to the main body and not the existing Annex. 

2. The Annex is  to be used to help contributors to create their document. Contributors to identify parts of the PCPS Annex that are relevent to a specific procedure in MCPTT and ensure that in their P-CR, these subclauses are clearly identified in the discussion part.

3. Contributors perform the terminology corrections and functionality analyses to ensure that the text of OMA PCPS is "3GPP friendly" (e.g. refer to TS 24.229)

4. Contributors add in the specific MCPTT functionality not addressed by OMA PCPS, with editor's notes as required.

If it is not acceptable to add content to the main body, an intermediate Annex that mimics the structure of the main body can be used as the "working draft" for procedures. When the intermediate Annex is complete, it simply becomes the normative specification.

It is also proposed that when the normative specification is completed, the OMA PCPS Annex is deleted.

Conclusion
A lot of effort was put into the conversion of the OMA PCPS specifications by the rapporteurs of the floor control, group management and call control specifications for MCPTT. We should "freeze" work on the Annex and use it as a source of inspiration and as a reminder of what we should not forget when creating our procedures for MCPTT. 

ANNEX A
In terms of X.6.1.6.3

"The PoC Client shall generate an initial SIP request according to rules and procedures of IETF RFC 3261 [33], except for the case when generating a SIP SUBSCRIBE request to the PoC Client:"

In other application specifications, this would be a general reference to 24.229 in the roles subclause.

"1.
shall include an User-Agent header field to indicate the OMA PoC release version of the PoC Client as specified in subclause F.4.1 "Release version in User-agent and Server header fields"; "

I do not think this is needed - most of the MCPTT application stuff is probably something like a body, and any version info will be there. Does putting it at SIP level break privacy requirements.

"2.
shall include the PoC feature tag '+g.poc.talkburst' in the Contact header field; "

As above?

"3.
should include an Allow header field with the SIP methods supported in this SIP dialog according to rules and procedures of IETF RFC 3261 [33]; "

Do not specify generally for 24.229 so why do we specify it here.

"4.
shall include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";"

At SIP level breaks privacy requirements.

"5.
may include a Nick Name in the Authenticated Originator's PoC Address and, if included, the Nick Name shall be included as specified in subclause 5.4 "Nick Name". "

At SIP level breaks privacy requirements, and do not say anything about name usage in 24.229 anyway.

"The PoC Client shall generate an initial SIP INVITE request according to rules and procedures of IETF RFC 3261 [33]. The PoC Client:"

In other application specifications, this would be a general reference to 24.229 in the roles subclause.

"1.
shall include the option tag 'timer' in the Supported header field; "

Why do we need to change the 24.229 status.

"2.
should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [54], "Generating an Initial Session Refresh Request". It is recommended that the refresher parameter is omitted. If included, the refresher parameter shall be set to 'uac';"

As above.

"3.
shall include an Accept-Language header field to indicate the language to be used by the PoC Server for the warning texts sent to the PoC Client if the PoC Client wishes to get the warning texts in a language different than default;"

Breaks privacy requirements.

"NOTE 2:
The use of the option tag 'precondition', as specified in IETF RFC 3312 [37], and the option tag '100rel', as specified in IETF RFC 3262 [34], is not defined for POC-1 reference point."

Breaks 24.229.

"4.
should include a Resource-Priority header field according to rules and procedures of IETF RFC 4412 [57], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header field shall be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles";"

WHY? Support yes, but require to use, No.

"5.
may include media content in one or more MIME bodies as specified in IETF RFC 2046 [29] with a total size equal to or less than the maximum size indicated in "INCLUDED-MEDIA-CONTENT-SIZE". For each included media content, the PoC Client;"

WHY

"a)
shall include a Content-Disposition header field as specified in IETF RFC 2046 [29] with disposition type set to "render", "attachment", "icon" or "alert" depending on the purpose of the Included Media Content and with "handling" parameter set to "handling=optional";"

Covered by 24.229.

ANNEX B
I am not going to formally object to this, but I think the amount of work Ricky has put into this, and the amount of work that still needs to be done, identifies that attempting to massage the OMA text is the wrong way to go. 

Rather we should have adopted the OMA technical solution where appropriate, and written our own text to address those requirements. Here we are continually picking up problems as we identify them, rather than identify them as we write the text.

I notice the following, some major and some minor (this is additional to an extensive set of comments I already sent privately to Ricky and have been substantially addressed in the input to this meeting).

1)    Claims to have removed all mention of 3GPP2, but X.6.1.1.1 still mentions it, despite the fact that TLS procedures were adopted into common IMS at release 8. Essentially note 5 is not needed at all.

2)    Curly quotes throughout the text. In many places single quotes should be double quotes to align with existing CT1 usage.

3)    I am not convinced we should be defining something named "Official government use". While I believe we should be making extensive use of the Resource-Priority header field, in IMS we have left the definition of those namespaces, and the priority values within them, to national definition. In any case, an MCPTT usage does not preclude any other usage of Resource-Priority by this application or any other application

4)    Use of resource list without any other security mechanisms would appear to break stage 1 security requirements.

5)    Definition of nickname, and usage in X.5.9 and other procedures still exists even though associated subclause has been removed. Usage of nicknames by MCPTT will break the security requirements of stage 1. If nicknames are used, then they will need to be carried in a secure envelope transparent to IMS and only understood by MCPTT 
client and MCPTT server.

6)    Surely references to SIP/IP core should be replaced by references to 24.229, and in any case many usages should disappear as in accordance with other application specifications, this is generally specified near the front of the document.

7)    Definition and usage of PoC Address. Sending this in the clear at the SIP level breaks the security requirements. We will need to use an obfuscated address at the SIP level that does not identify specific MCPTT users.

8)    Reference [10] is never used. Probably means we need to check the entire reference list for usage.

9)    Replacement of PoC specific names with MCPTT specific names, e.g. "PoC server" needs to become "MCPTT server"

10)    Over use of capitals. Just because it is a defined term does not mean it gets capitalised on every usage.

11)    Misuse of the term "registration". In IMS registration is between the UA and the S-CSCF. Third party registration is a means of carrying information from the S-CSCF to the AS. The user does not register and there is no registration at the application.

12)    References should be to the subclause alone, and not include the title of the subclause.

13)    "feature tag" should be either "media feature tag" or "header field parameter".

14)    Are media feature tags an appropriate means of carrying the PoC specific information between the  MCPTT client and the MCPTT server. These would be end to end information from a SIP perspective, and possible may even break the stage 1 security requirements by advertising the MCPTT level action. I could see no SIP level action and they do not seem to have any action in S-CSCF handling of terminating requests. This also seems to depend on mandatory handling of feature tags at the SIP UA which would seem beyond the current IMS specification. Is this handling really meant to happen at the MCPTT client.

15)    The statements on the "q" parameter cannot prevent forking, unless the identities used are unique to MCPTT, which I do not think has been specified.

16)    SIP responses should be "200 (OK) response" rather than "200 "OK""

17)    Insufficient separation between MCPTT client and SIP UE procedures. For example, session timer procedures currently described for the PoC user when they will run in the SIP UE.

18)    I believe we need to discuss the Warning header field usage. Some of this appears to be information between MCPTT server and MCPTT client, and may also need to be secured. None of the errors appear to be specifically SIP errors.

19)    The definition of "PoC session" is a recursive definition, and does not define itself as a result. In addition, the SIP session exists between the MCPTT client and MCPTT server, not between two users. Between two users, that is an MCPTT call or other MCPTT level feature.

20)    At the moment I am not sure we should be defining any requirements or definitions for dispatcher. As far as I aware, the stage 1 defines a set of capabilities, some of which may be more appropriate to a dispatcher. It does not define any requirements that are specific to a dispatcher and to no other user.

21)    I am not convinced that the usage of the Priority header field to indicate "crisisevent" is valid. I am further not convinced that this is SIP level information in the usage to which it is put. Are the events it identifies also meant to be secure according to the stage 1 perspective?

22)    The User-Agent header field usage would appear to be inappropriate. While the usage is not specified at all in IMS, if it is carrying a version number it should surely be the version of the SIP UA. If there is a version of the MCPTT client that should be carried elsewhere. Further does it break security requirements to inform all those with access to the SIP as to the fact that MCPTT is being used and the version of the MCPTT software? Same applies to the Server header field.

23)    I do not see any need to mention any procedures for the Allow header field. This is defined by RFC 3261 and endorsed by 24.229.  I am sure there are other header fields and parameters that have the same issue.

24)    There is still a lot of alignment of terminology to be performed. This should align in all cases with the stage 1. So for example "Crisis" is not a stage 1 term.

There will be many many more comments.


