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1. Background
In some implementations (including those in North America), the E-CSCF always retrieves emergency call routing information from the LRF, using the procedures described in clause 5.11 of 3GPP TS 24.229. Upon receiving a SIP INVITE message from the E-CSCF, the LRF interacts with the RDF to retrieve the emergency call routing information, using location information as the key. The LRF may need to interact with an Location Server (LS) to acquire location information to support emergency call routing and the dispatch of emergency personnel. As described in 3GPP TS 24.229 clause 5.12.2, the LRF returns the emergency call routing information to the E-CSCF within the Contact header of a SIP 300 Multiple Choices message. As the emergency call setup continues, the LRF may also be queried by an ESInet to retrieve the routing location, and by a Public Safety Answering Point (PSAP) to retrieve UE location and the callback number. 

As a part of its emergency call handling procedures, the LRF may also assign a Reference Identifier (referred to as a “reference number” in 3GPP TS 24.229) that identifies the instance of an emergency call. When queried with the Reference Identifier (possibly along with the callback number), the LRF will retrieve the location of the calling UE.
In some countries (e.g., the United States), there is currently a requirement to support the routing of emergency originations from unregistered mobile devices to PSAPs. 3GPP TS 24.229, clauses 5.11.2 and 5.12.2, describe procedures for handling emergency originations from unregistered mobile devices at the E-CSCF and LRF, respectively.  Specifically, the procedures in Step 11 of clause 5.11.2 describe a mechanism by which an E-CSCF may insert a non-dialable callback number (created using the procedures described in ANSI/J-STD-036-B) in a P-Asserted-Identity header prior to an emergency request being routed forward by the E-CSCF. 

To acquire location associated with an emergency request from a unregistered mobile device, the LRF may use the non-dialable callback number, along with a cell identifier, to interact with the LS (e.g., when the E2 protocol is used between the LRF and the LS). To support this interaction, the LRF must know the non-dialable callback number associated with the mobile device. Furthermore, to meet the requirements of emergency call handling in North America, the LRF is expected to return the non-dialable callback number in response to queries from PSAPs via their Automatic Location Identification (ALI) systems.

2. Problem Statement
A common implementation used in the United States for delivering wireless emergency originations to legacy emergency services networks/PSAPs is the Wireline Compatibility Mode (WCM) approach described in ANSI/J-STD-036-C. Using this approach a single 10-digit number (i.e., an Emergency Services Routing Key [ESRK]) is delivered to the legacy Selective Router, and passed by the legacy Selective Router to the PSAP. ANSI/J-STD-036-C defines an ESRK as “A digit string the uniquely identifies an ongoing Emergency Services Call and it is used to correlate the Emergency Services Call with the associated data messages.”  A legacy PSAP will use the ESRK to query its ALI database for location and callback information, and the ALI system will in turn use the ESRK to query a system in the originating network (e.g., a GMLC in a legacy wireless network) to retrieve location and callback information. In the case of an emergency origination from a unregistered mobile device, a legacy PSAP will receive location information and a non-dialable callback number in the response to its ALI query.

A problem arises when emergency calls from unregistered mobile devices that are served by an IMS originating network must be delivered to a legacy Selective Router/PSAP that has implemented the WCM approach. 

Based on the procedures in clauses 5.11.2 and 5.12.2, a PAI header will not be present in the SIP INVITE that the E-CSCF receives from a P-CSCF (or AS, S-CSCF or EATF) for emergency calls that are originated from unregistered mobile devices. If the E-CSCF also does not receive a PAI (as a parameter in the Contact header) in the 300 Multiple Choices message from the LRF, the E-CSCF shall construct a PAI and set it to a non-dialable number (using the procedures described in ANSI/J-STD-036-B). The E-CSCF will insert that PAI header into the SIP INVITE just before it forwards the SIP INVITE to a BGCF or IBCF. If the E-CSCF receives a PAI (e.g., containing a Reference Identifier) in a 300 Multiple Choices message from an LRF, it will not construct a PAI containing a non-dialable callback number, and will instead pass the received PAI value in the PAI header of the outgoing INVITE message.

However, as described above, the LRF must be able to return a non-dialable callback number in response to a query from an ALI system, and may also need to use it in querying an LS to obtain location information for the call. As currently defined, the procedures in 3GPP TS 24.229 do not provide a means by which the non-dialable callback number can be made available to the LRF. This issue could be resolved by having step 11 of 3GPP TS 24.229 clause 5.11.2 (which describes insertion of the non-dialable callback number by the E-CSCF) performed prior to the SIP INVITE message being sent to the LRF, for those implementations where an LRF is used for retrieving emergency call routing information. Therefore, a modification is requested to clause 5.11.3 of 3GPP TS 24.229 to clarify that when the LRF is used for retrieving the emergency call routing information, the E-CSCF shall execute step 11 of clause 5.11.2 before it sends the SIP INVITE to the LRF.  

3. Proposed Solution

To resolve the problem described in Section 3 of this Discussion Paper, it is proposed that the text in 3GPP TS 24.229 clause 5.11.3 be modified as described below to clarify that when the LRF is used for retrieving emergency call routing information, the E-CSCF shall execute step 11 before it sends the SIP INVITE to the LRF.  

5.11.3
Use of an LRF

Where the network operator determines that an LRF is to be used, the E-CSCF shall route initial requests for a dialog and standalone requests that contain a an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], or an emergency number, to the LRF in accordance with the procedures of RFC 3261 [26].

NOTE 1:
The E-CSCF is by definition responsible for emergency service URNs and is therefore allowed to change the Request-URI of requests containing emergency service URNs when a 3xx or 416 response is received. 

For the outgoing request, the E-CSCF shall:

1) insert a type 3 "orig-ioi" header field parameter in the P-Charging-Vector header field. The E-CSCF shall set the type 3 "orig-ioi" header field parameter to a value that identifies the sending network of the request. The E-CSCF shall not include the type 3 "term-ioi" header field parameter; and

2) perform step 11 of clause 5.11.2 before sending the SIP INVITE to LRF.
When the E-CSCF receives any 3xx response to such a request, the E-CSCF shall select a Contact header field URI from the 3xx response according to RFC 3261 [26] and continue processing the steps given in subclause 5.11.2 with the following additions:

a)
at step 6), if item a) applies, place the URI received in the selected Contact header field URI in the 3xx response in the topmost entry in the Route header field;

b)
at step 6), if item b) applies, replace the original Request-URI with the URI received in the selected Contact header field URI in the 3xx response;

c)
if the user did not request privacy or if national regulator policy applicable to emergency services does not require the user be allowed to request privacy, then if the selected Contact header field URI contains a P-Asserted-Identity header field encoded as a header field of the URI, replace all P-Asserted-Identity header fields in the original request with this value; and

NOTE 2:
Such a P-Asserted-Identity header field contains a reference number which is used in the communication between the PSAP and LRF.

d)
if operator local policies allow insertion of UE location information and if the received 3xx response contains a message/external-body MIME type as specified in RFC 4483 [186] with "access-type" MIME type parameter containing "URL" and "URL" MIME type parameter containing an HTTP or HTTPS URI identifying a PIDF location object as defined in RFC 4119 [90], then the E-CSCF shall insert a Geolocation header field containing this PIDF location object by reference (see RFC 6442 [89]).

If no 1xx or 2xx response to the request is received from the addressed PSAP within an operator settable timeout, or a 4xx – 5xx response is received, and additional URI values were included in the Contact header field of the response, the E-CSCF shall use these values according to RFC 3261 [26] in new requests that are otherwise generated according to the rules specified above.

If no 1xx or 2xx response to the request is received from the addressed PSAP within an operator settable timeout, or a 4xx – 5xx response is received, and all URI values included in the Contact header field of the 3xx response have been attempted, the E-CSCF shall use a default URI value configured in the E-CSCF in a new request that is otherwise generated according to the rules specified above.

If a 6xx response to the request is received, the E-CSCF acts in accordance with RFC 3261 [26].

When the E-CSCF receives any response related to the above request containing a "term-ioi" header field parameter, the E-CSCF shall store the value of the received "term-ioi" header field parameter received in the P-Charging-Vector header field, if present, and remove all received "orig-ioi" and "term-ioi" header field parameters from the forwarded response.

NOTE 3:
Any received "term-ioi" header field parameter will be a type 3 IOI. The IOI identifies the sending network of the response message.

If no 3xx response to the request is received from the LRF within an operator settable timeout, the E-CSCF shall use a default URI value configured in the E-CSCF in a request that is otherwise generated according to the rules specified above.

With this change, Step 11 won’t be executed again once the E-CSCF receives the SIP 300 Multiple Choices message because: 1) the PAI would be present; and 2) PAI may contain the Reference Identifier. For implementations where the LRF is not involved in processing the emergency request, Step 11 would be executed by the E-CSCF before it forwards the SIP INVITE (i.e., to the BGCF or IBCF) for further routing purposes (as described in Step 13 of clause 5.11.2 of 3GPP TS 24.229).

