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	Reason for change:
	In the current version of the document, there is no mention of the interaction between emergency calls and OCB whereas it is mentioned in stage 1 TS22.173 since R8 with the following sentence: "The ability of the served user to receive communications and to originate emergency communications shall be unaffected by OCB."
Its proposed:

· To preclude the registration of emergency service identities as barred destination.

· That the OCB AS shall always allow communications towards emergency services. This is to avoid that barring rules that are not based on the called identity (e.g. barring calls in a given period of time) to lead to barring communication towards emergency services.

	
	

	Summary of change:
	In 4.5.1A: text added to preclude the registration of emergency service identities as barred destination
In 4.5.2.4.1, text added to specify that outgoing communications towards emergency services shall always be allowed, even if barring rule applies.
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***** Next change *****
4.5.1A
Registration/erasure

For registration of information for the services ICB, OCB and ACR, the mechanisms specified in subclause 4.5.0 should be used. The detailed information for the services ICB, OCB and ACR can individually be registered at the subscribers request by using the mechanisms specified in subclause 4.5.0.  The registration of an emergency service identity as a barred destination shall be precluded. The list of emergency service identities is configured by the operator. 
For erasure of information for the services ICB, OCB and ACR, the mechanisms specified in subclause 4.5.0 should be used. The detailed information for the services ICB, OCB and ACR can individually be erased at the subscribers request by using the mechanisms specified in subclause 4.5.0.

***** Next change *****
4.5.2.4.1
Actions for OCB at the originating AS
The AS providing the OCB service shall operate as either an AS acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [2] or an AS providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [2]. An AS providing the OCB service and rejecting the request shall operate as a terminating UA, as specified in subclause 5.7.2 of 3GPP TS 24.229 [2].

NOTE:
For the case when the session is not subject to OCB according the requirements in this document, and is the only service being applied by the AS, then the AS only needs to act as a SIP proxy. If additional services are applied, then the AS might need to act as a routeing B2BUA.
The AS providing the OCB service shall reject outgoing communications when the evaluation of the served users outgoing communication barring rules according to the algorithm as specified in subclause 4.9.1.2 evaluates to (allow="false"), except when the called party identity corresponds to an emergency service. Outgoing communications towards emergency services shall always be allowed. The list of emergency service identities is configured by the operator. For the purpose of OCB, the AS shall evaluate the "cp:identity" and "ocp:external-list" conditions against the called party identity taken from Request-URI or additionally taken from the To header field.

When the AS providing the OCB service rejects a communication, the AS shall send an indication to the calling user by sending a 603 (Decline) response Additionally, before terminating the communication the AS can provide an announcement to the originating user. The procedure of invoking an announcement is described within 3GPP TS 24.628 [10].
