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*********************  First Change  *********************
4.4.1
General

RFC 3325 [34] provides for the existence and trust of an asserted identity within a trust domain. For the IM CN subsystem, this trust domain consists of the functional entities that belong to the same operator's network (P-CSCF, the eP-CSCF, the E-CSCF, the I-CSCF, the IBCF, the S-CSCF, the BGCF. the MGCF, the MRFC, the MRB, the EATF, the ATCF, the ISC gateway function, and all ASs that are included in the trust domain). Additionally, other nodes within the IM CN subsystem that are not part of the same operator's domain may or may not be part of the trust domain, depending on whether an interconnect agreement exists with the remote network. SIP functional entities that belong to a network for which there is an interconnect agreement are part of the trust domain. ASs outside the operator's network can also belong to the trust domain if they have a trusted relationship with the home network.
NOTE 1:
Whether any peer functional entity is regarded as part of the same operator's domain, and therefore part of the same trust domain, is dependent on operator policy which is preconfigured into each functional entity.

NOTE 2:
For the purpose of this document, the PSAP is typically regarded as being within the trust domain, except where indicated. National regulator policy applicable to emergency services determines the trust domain applicable to certain header fields. This means that e.g. the handling of the P-Access-Network-Info header field, P-Asserted-Identity header field and the History-Info header field can be as if the PSAP is within the trust domain, and trust domain issues will be resolved accordingly.

Within the IM CN subsystem trust domains will be applied to a number of header fields. These trust domains do not necessarily contain the same functional entities or cover the same operator domains. The procedures in this subclause apply to the functional entities in clause 5 in the case where a trust domain boundary exists at that functional entity.

Where the IM CN subsystem supports business communication, different trust domains can apply to public network traffic, and to private network traffic belonging to each supported corporate network.

NOTE 3:
Where an external attached network (e.g. an enterprise network) is in use, the edges of the trust domains need not necessarily lie at the P-CSCF. In this release of the specification, the means by which the P-CSCF learns of such attached devices, and therefore different trust domain requirements to apply, is not provided in the specification and is assumed to be by configuration or by a mechanism outside the scope of this release of the specification.

A trust domain applies for the purpose of the following header fields: P-Asserted-Identity, P-Access-Network-Info, History-Info, Resource-Priority, P-Asserted-Service, Reason (only in a response), P-Profile-Key, P-Private-Network-Indication, P-Served-User, P-Early-Media, Feature-Caps, Restoration-Info, Relayed-Charge and Service-Interact-Info. A trust domain applies for the purpose of the CPC and OLI tel URI parameters. A trust domain applies for the iotl SIP URI parameter. The trust domains of these header fields and parameters need not have the same boundaries. Clause 5 defines additional procedures concerning these header fields.
*********************  Next Change  *********************
4.4.X
Service-Interact-Info
The values of Service-Interact-Info header field can be defined by operators by following specific syntax.

A functional entity at the boundary of the trust domain shall remove all Service-Interact-Info header fields and sends corresponding messages to the external networks outside the trust domain.
*********************  Next Change  *********************
5.2.6.3.2
General for all responses

When the P-CSCF receives from the UE a response sent on a dialog for which logging of signalling is in progress, the P-CSCF shall check whether a trigger for stopping logging of SIP signalling has occurred, as described in draft-dawes-sipping-debug [140]. If a stop trigger event has occurred then the P-CSCF shall stop logging of signalling, else the P-CSCF shall determine, by checking its debug configuration, whether to log the request.
When the P-CSCF receives from the UE a response sent on a dialog for which logging of signalling is not in progress, and the request contains a P-Debug-ID header field, the P-CSCF shall remove the P-Debug-ID header field before forwarding the response.
When forwarding SIP responses to the UE, the P-CSCF shall remove the Service-Interact-Info header field if any.
*********************  Next Change  *********************
5.2.6.4
Requests terminated by the UE

5.2.6.4.1
General for all requests

When the P-CSCF receives, destined for the UE, an initial request for a dialog or a request for a standalone transaction, and the request matches a trigger for starting logging of SIP signalling, as described in draft-dawes-sipping-debug [140], the P-CSCF shall start to log SIP signalling for this dialog according to its debug configuration.
When the P-CSCF receives, destinged for the UE, a request sent on a dialog for which logging of signalling is in progress, the P-CSCF shall check whether a trigger for stopping logging of SIP signalling has occurred, as described in draft-dawes-sipping-debug [140]. If a stop trigger event has occurred then the P-CSCF shall stop logging of signalling, else the P-CSCF shall determine, by checking its debug configuration, whether to log the request.
If the serving network supports PCRF based P-CSCF restoration and the Restoration-Info header field is included in the incoming request, and the P-CSCF has no binding for the identity in the Request-URI, the P-CSCF shall:

-
initiate the PCRF based P-CSCF restoration procedure as specified in 3GPP TS 23.380 [7D] using the IMSI value contained in the Restoration-Info header field; and

-
reject the request with a 404 (Not Found) response.
If the P-CSCF supports PCRF based P-CSCF restoration procedures, the P-CSCF shall remove the Restoration-Info header field, if included in the incoming request.

If the serving network supports HSS based P-CSCF restoration procedures and the P-CSCF has no binding for the identity in the Request-URI, the P-CSCF shall reject the request with a 404 (Not Found) response.
Before P-CSCF sends terminating request to the UE, it should delete the Service-Interact-Info header if the header is included in the request message and store the value of Service-Interact-Info header field.
5.2.6.4.2
General for all responses

When the P-CSCF receives, destined for the UE, a response sent on a dialog for which logging of signalling is in progress, the P-CSCF shall check whether a trigger for stopping logging of SIP signalling has occurred, as described in draft-dawes-sipping-debug [140]. If a stop trigger event has occurred then the P-CSCF shall stop logging of signalling, else the P-CSCF shall determine, by checking its debug configuration, whether to log the request.
The P-CSCF shall forward the response to the UE using the mechanisms described in RFC 3261 [26] and RFC 3581 [56A], i.e. the P-CSCF shall send the response to the IP address indicated in the "received" header field parameter and, in case UDP is used, to the port indicated in the "rport" header field parameter (if present) of the Via header field associated with the UE. In case TCP is used, the P-CSCF shall use the TCP connection on which the REGISTER request was received for sending the response back to the UE.
Before P-CSCF sends the response from UE to the network side, it should add the Service-Interact-Info header if P-CSCF has stored the value when it sends the request to the UE.
*********************  Next Change  *********************
5.7.1.Y
Dynamic Service Interaction
If an AS support dynamic service interaction, the AS should insert the Service-Interact-Info header field into the SIP messages before those messages are sent out. The Service-Interact-Info field is filled with the service identities of the services which have been executed. Additionally, the AS may insert into the Service-Interact-Info header field with the identities of the services which may have confliction with the executed services according to local policy.
If the AS supports dynamic service interaction, it should take the information contained in the Service-Interact-Info header field into account when executing service logic.
If the Service-Interact-Info header field or the service identities contained in the Service-Interact-Info header field cannot be recognized by the AS, they should be ignored.
*********************  Next Change  *********************

7.2.Z
Definition of Service-Interact-Info header field

Editor's note: [WI: IMSProtoc7, CR#5264] as per RFC 5727 an IETF expert review is needed in order to obtain the IANA registration of this header field.
7.2.Z.1
Introduction

One subscriber can subscribe to more than one services provided by different ASs, and one service may have confliction with another service. Since the confliction can be subject to the status of the service execution, it cannot be avoided during the service provisioning phase.
To avoid such service confliction, it’s needed to have a mechanism to convey service information which have been executed between AS, and the AS can take such information into account to see if there has been some service with confliction with the local service logic.
7.2.Z.2
Applicability statement for the Service-Interact-Info header field
The Service-Interact-Info header field is applicable within a trust domain. The Service-Interact-Info header field can be included in initial SIP requests and responses to initial SIP requests. 
AS can include the service identity which has been executed into the Service-Interact-Info header field and also insert the service identity which has confliction with the already executed service and should be suppressed.  
7.2.Z.3
Usage of the Service-Interact-Info header field

Upon receiving a SIP message and executing service logic, the AS should take the information contained in the Service-Interact-Info header field into account. If 
-
the executed services indicated by the Service-Interact-Info header field have confliction with the local service logic; or

-
the local service logic is indicated by the Service-Interact-Info header field that it has confliction with the previously executed service,
the AS should decide whether or not toexecute the corresponding service according to local policy.
When certain service logic has been executed, the AS should include the corresponding service identity into the Service-Interact-Info header field. Additionally, the AS can also include the identity of service which may have conflicition with the executed service.
7.2.Z.4
Procedures at the UA

There are no specific procedures specified for a UA. A UAC in a B2BUA can add an Service-Interact-Info header field into the SIP message, or insert service identity into the Service-Interact-Info header field, or remove the Service-Interact-Info header field when sending a SIP message
7.2.Z.5
Procedures at the proxy

A SIP proxy that supports this extension can add an Service-Interact-Info header field into the SIP message, or insert service identity into the Service-Interact-Info header field, or remove the Service-Interact-Info header field when forwarding the SIP message.
7.2.Z.6
Security considerations

The Service-Interact-Info header field can contain sensitive information. The Service-Interact-Info header field should be removed when sent outside the trust domain.
A UE is not expected to receive the Service-Interact-Info header field.
7.2.Z.7
Syntax
The syntax for Service-Interact-Info header field is specified in table 7.2.Z-1.

Table 7.2.Z-1: Syntax of Service-Interact-Info
Service-Interact-Info    = "Service-Interact-Info" HCOLON executed-service-params*(COMMA executed-service-params)
executed-service-params  = executed-service / avoid-service
executed-service         = "executed-service" EQUAL service-spec
avoid-service            = "avoid-service" EQUAL service-spec
service-spec             = service-id *(SEMI service-param)
service-id               = token/qouted-string
service-param            = generic-param
*********************  Next Change  *********************

