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***** First change *****
5.10.4
THIG functionality in the IBCF

5.10.4.1
General

NOTE 1:
THIG functionality is performed in I-CSCF in Release-5 and Release-6 and is compatible with the procedures specified in this subclause.

The following procedures shall only be applied if network topology hiding is required by the network. The network requiring network topology hiding is called the hiding network.

NOTE 2:
Requests and responses are handled independently therefore no state information is needed for that purpose within an IBCF.

The IBCF shall apply network topology hiding to all header fields which reveal topology information, such as Via, Route, Record-Route, Service-Route, and Path.

NOTE 3:
If the P-CSCF is located in the visited network, in order to allow the subscription of the P-CSCF to the registration-state event package and to allow the UE to validate the 504 (Server Time-out) response, the IBCF cannot apply network topology hiding on the Path header field contained in the REGISTER request.
Upon receiving an incoming REGISTER request for which network topology hiding has to be applied and which includes a Path header field, the IBCF shall add the routeable SIP URI of the IBCF to the top of the Path header field. The IBCF may:

1)
include in the inserted SIP URI an indicator that identifies the direction of subsequent requests received by the IBCF i.e., from the S-CSCF towards the P-CSCF, to identify the UE-terminating case. The IBCF may encode this indicator in different ways, such as, e.g., a unique parameter in the URI, a character string in the username part of the URI, or a dedicated port number in the URI; and
2)
if:

a)
IBCF supports indicating traffic leg associated with a URI as specified in draft-holmberg-dispatch-iotl [225]; and

b)
if the SIP URI in the bottommost hidden Path header field contains an "iotl" SIP URI parameter;


then append an "iotl" SIP URI parameter with the same value to its own SIP URI in the Path header field.
NOTE 4:
Any subsequent request that includes the direction indicator (in the Route header field) or arrives at the dedicated port number, indicates that the request was sent by the S-CSCF towards the P-CSCF.

Upon receiving an incoming initial request for which network topology hiding has to be applied and which includes a Record-Route header field, the IBCF shall add its own routeable SIP URI to the top of the Record-Route header field.

Upon receiving a 200 (OK) response to a REGISTER request for which network topology hiding has to be applied and which includes an URI identifying the IBCF in the topmost Service-Route header field and: 

1)
if IBCF supports indicating the traffic leg associated with a URI as specified in draft-holmberg-dispatch-iotl [225]; and

2)
if an "iotl" parameter is included in the bottommost SIP URI;

then append an "iotl" SIP URI parameter with the same value to its own SIP URI in the Service-Route header field.
Upon receiving a 200 (OK) response to a REGISTER request for which network topology hiding has to be applied to the Service-Route header field the IBCF shall save the Service-Route header field SIP URIs both before and after topology hiding was applied and associate them with the UE that sent the REGISTER request.
When the IBCF receives a 504 (Server Time-out) response for a UE for which the IBCF applied network topology hiding to the 200 (OK) response sent during registration of the UE, the response containing a P-Asserted-Identity header field set to a value equal to a SIP URI from the saved Service-Route header field value (before network topology hiding was applied) then the IBCF shall replace the P-Asserted-Identity header field with a P-Asserted-Identity header field set to a value equal to a SIP URI from the saved Service-Route header field value sent during registration (after topology hiding was applied).

