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	Reason for change:
	TS 24.302 is not clear on whether an IKEv2 authentication and security association establishment is performed when an additional PDN connection is being established via untrusted non-3GPP access network.
Subclause 6.5.3 points out that an IPSec tunnel is established but leaves it open whether existing IKEv2 security association is reused, or whether an additional IKEv2 authentication and security association establishment is performed.

Given that APN in the additional PDN connection can differ from the APN of the existing PDN connection, and given that the APN is provided to the ePDG during the IKEv2 authentication and security association establishment, establishment of the additional PDN connection should also include an new IKEv2 authentication and security association establishment. Also, the new IPSec tunnel should be a IPSec tunnel on the newly established IKEv2 security association.

	
	

	Summary of change:
	Each PDN connection establishment includes a new IKEv2 authentication and security association establishment and a new IPSec tunnel establishment using the newly established IKEv2 authentication and security association.
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	Failure of establishment of second PDN connection via untrusted non-3GPP access.
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***** Next change *****
6.5.3
Multiple PDN support for untrusted non-3GPP access network

Connectivity to multiple PDNs via untrusted non-3GPP access is supported in the EPS when the network policies, the non-3GPP access and the user subscription allow it.
NOTE 1:
In 3GPP, there is a limitation to the maximum number of simultaneous PDN connections per UE which is 11 (caused by the EPS bearer identity, see 3GPP TS 24.007 [49]). Not complying with this limitation when accessing non-3GPP access can lead to unexpected consequences, e.g. connectivity loss in case of handover to 3GPP access.
If the UE supports dynamic mobility management selection the UE shall use the same mobility protocol when multiple connections are established, see 3GPP TS 23.402 [6].
When using the S2b interface to establish additional PDN connections, the UE performs a new IKEv2 authentication and security association establishment and shall establish a new IPSec tunnel on the newly established IKEv2 security association, with the same ePDG for each PDN connection. For each tunnel establishment procedure, the UE shall indicate to the ePDG an APN to the desired PDN and an attach type indication as specified in subclause 7.2.2.
When using the S2c interface, the UE shall follow the procedures described in 3GPP TS 24.303 [11] when establishing multiple PDN connections. For multiple PDN connections over the S2c interface, the UE shall establish only one IPsec tunnel to the ePDG.
If the UE had more than one PDN connection to a given APN in the source access network and the UE is performing a handover to a target untrusted non-3GPP access network via an ePDG that supports the S2b interface, the UE shall transfer all the PDN connections for the given APN to the target untrusted non-3GPP access network as specified in 3GPP TS 23.402 [6].
If multiple PDN connections to a single APN are not supported over the target untrusted non-3GPP access network, only one PDN connection to that given APN shall be established in the target non-3GPP access network as specified in 3GPP TS 23.402 [6] if NBM is used. The UE, if supporting IP address preservation for NBM, shall include the home address information during the tunnel establishment procedure as specified in subclause 7.2.2. If multiple PDN connection requests to the same APN are received but the network does not support multiple PDN connections to the same APN, the ePDG shall reject the additional PDN connection requests to the same APN received from the UE as described in subclause 7.4.1, in the following circumstances:
-
when one PDN connection to the same APN has already been established;

-
only after the network has successfully established one PDN connection in the case that the additional PDN connections requests were received prior to the successful establishment of a single PDN connection.
In the above cases, the UE shall determine which PDN connection is re-established in the non-3GPP access based on the home address information provided by the network.
The UE behaviour, when PDN connection re-establishment is rejected by the network during handover to the untrusted non-3GPP access network, is described in sublause 7.2.2.
NOTE 2:
When a UE supporting IP address preservation for NBM with multiple PDN connections to the same APN hands over to the non-3GPP access network, the UE can, as an implementation option, prioritise the re-establisment for a particular PDN connection before re-establishing the remaining PDN connections. The UE indicates the prioritised PDN connection by including both the APN in the IDr payload and the home address information in the Handover Attach indicator as specified in subclause 7.2.2. Another implementation option can be to send multiple re-establishment requests concurrently. 

If the UE did not handover all the PDN connections for a given APN to the target untrusted non-3GPP access network, the source network may disconnect the remaining PDN connections for that given APN after an implementation dependent time.
