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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AAA
Authentication, Authorization and Accounting

ACL
Access Control List
AKA
Authentication and Key Agreement

ANDSF
Access Network Discovery and Selection Function
ANDSF-SN
Access Network Discovery and Selection Function Server Name

ANID
Access Network Identity
ANQP
Access Network Query Protocol
APN
Access Point Name

DHCP
Dynamic Host Configuration Protocol

DM
Device Management
DNS
Domain Name System

DSMIPv6
Dual-Stack MIPv6

eAN/PCF
Evolved Access Network Packet Control Function

EAP
Extensible Authentication Protocol

EPC
Evolved Packet Core
ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

ESP
Encapsulating Security Payload

FQDN
Fully Qualified Domain Name
GAA
Generic Authentication Architecture

GBA
Generic Bootstrapping Architecture
HA
Home Agent
H-ANDSF
Home-ANDSF

HRPD
High Rate Packet Data

HSGW
HRPD Serving Gateway

IEEE
Institute of Electrical and Electronics Engineers
IFOM
IP Flow Mobility

IKEv2
Internet Key Exchange version 2

IARP
Inter-APN Routing Policy
IPMS
IP Mobility Mode Selection

ISMP
Inter-system Mobility Policy

ISRP
Inter-system Routing Policy

IANA
Internet Assigned Numbers Authority
I-WLAN
Interworking – WLAN
MAPCON
Multi Access PDN Connectivity

MCM
Multi-connection mode

MO
Management Object
NAI
Network Access Identifier

NAP
Network Access Provider

NBM
Network based mobility management

NSP
Network Service Provider

NSWO
Non-Seamless WLAN Offload

OMA
Open Mobile Alliance
PCO
Protocol Configuration Options

P-GW
PDN Gateway

PDU
Protocol Data Unit

SCM
Single-connection mode

S-GW
Serving Gateway

SPI
Security Parameters Index

TSCM
Transparent single-connection mode

UE
User Equipment

UICC
Universal Integrated Circuit Card
V-ANDSF
Visited-ANDSF

W-APN
WLAN APN

WiMAX
Worldwide Interoperability for Microwave Access
WLAN
Wireless Local Area Network
WLCP
WLAN Control Protocol
WMF
WiMAX Forum
***** Next change *****
5.1.3.2
Specific intra-technology access network selection

In this release of the specification the use of the following specific intra-technology access network selection procedures is specified.

5.1.3.2.1
cdma2000® HRPD access network selection

The access network selection process for cdma2000® HRPD access networks shall follow 3GPP2 X.S0057 [20].

5.1.3.2.2
WiMAX NAP selection

The access network selection process for WiMAX which encompasses the NAP discovery and access, shall follow the WiMAX Forum Network Architecture Release 1.0 version 1.2 – Stage 3 [25].

5.1.3.2.X
WLAN selection
5.1.3.2.X.1
General
5.1.3.2.X.2
Manual mode WLAN selection
5.1.3.2.X.3
Automatic mode WLAN selection
The purpose of this procedure is to determine WLAN(s) that fulfil the selection criteria with the highest priority configured in the active ANDSF WLANSP rule. These WLAN(s) are called selected WLAN(s) that take part in the service provider selection procedure described in clause 5.2.3.2.3. There may be one or more selected WLAN(s). 
The UE determines the selected WLAN(s) according to the following steps:

1)  The UE shall use the procedures specified in IEEE 802.11-2012 [57] to discover the available WLANs and their attributes and capabilities. The UE may perform ANQP procedures as specified in IEEE 802.11-2012 [57] to discover the attributes and capabilities of available WLANs. The UE shall compare the attributes and capabilities of the available WLANs with the selection criteria in the active WLANSP rule, and construct a prioritized list of available WLANs which fulfil the selection criteria. The priority of the WLAN in the list is set to the priority of the matching selection criteria. If a WLAN matches multiple selection criteria, the priority of the WLAN is set to the highest priority among all the matching selection criteria. The WLANs with the highest priority on the list are the selected WLANs. There may be one or more selected WLANs.

Editor’s Note [WID WLAN_NS-CT; CR#0307]: How to select the active WLANSP rule is TBD.

2)  If the following conditions are fulfilled:

-    the UE supports the PDN connection establishment over WLAN using the applicable S2a procedures specified in 3GPP TS 23.402 [6]; and

-    the "S2a connection preference" indicator exists and indicates that PDN connection establishment over WLAN using the applicable S2a procedures specified in 3GPP TS 23.402 [6] is preferred; and

-    there are one or more WLANs supporting S2a connectivity in the list of selected WLANs constructed in step 1) 

the UE removes from the list of selected WLANs constructed in step 1) those WLANs that do not support S2a connectivity. Otherwise, the UE retains the list of selected WLANs determined in step 1) without considering S2a connectivity.

Editor’s Note [WID WLAN_NS-CT; CR#0307]: Use of ANQP procedures in IEEE 802.11-2012 [57] to discover if the S2a connectivity is supported over a WLAN is FFS.

3) If the list of selected WLANs is empty, the UE may repeat the procedure from step 1) taking into consideration selection criteria with lower priority from the active WLANSP rule.
The UE shall use the list of selected WLANs to select a WLAN service provider as described in sub-clause 5.2.3.2.3.
***** Next change *****
5.2.3.2.3
Automatic mode service provider selection procedure

The purpose of this procedure is to:

- select a service provider over WLAN; and

- construct a NAI for authentication with the selected service provider.

The UE shall select the service provider over WLAN as follows:

1) The UE shall select a WLAN from the list of selected WLAN(s) constructed using the WLAN selection procedure described in sub-clause 5.1.3.2.X.3.  

2) If the WLAN selected in step 1) 
supports ANQP specified in IEEE Std 802.11-2012 [57], the UE shall send an ANQP request for a list of realms (i.e. ANQP-elements “NAI Realm”) and/or PLMN identities (i.e. ANQP-element “3GPP Cellular Network”) of service providers interworking with that WLAN. If the UE does not receive a response that includes any service provider realms or PLMN identities the behaviour of the UE is outside the scope of this specification.
NOTE: The UE uses procedures defined in IEEE Std 802.11-2012 [57] to determine if the WLAN supports ANQP and to send the ANQP request. The ANQP request corresponds to ANQP query request for ANQP-elements “NAI Realm” and/or “3GPP Cellular Network” specified in IEEE Std 802.11-2012 [57].
If the WLAN selected in step 1) does not support ANQP but supports IEEE 802.1x authentication, the UE shall request a list of realms and/or PLMN identities of service providers interworking with that WLAN by sending the EAP-Response/Identity message including as identity the alternative NAI defined in 3GPP TS 23.003 [3].
Editor’s note [WID WLAN_NS-CT; CR#0307]: the usage of RFC 4284 to help resolve the alternative NAI into a routable realm is FFS. RFC 4284 only support limited number of realms that can limit the number of service providers that the WLAN can support. This could lead to UE roaming even if the HPLMN is available at the access point if the number of service providers available is larger than the space available in EAP signaling. Whether the solution to this issue is needed is FFS.
The UE shall convert all received PLMN identities into PLMN realms using the rules defined in 3GPP TS 23.003 [3] and use it as the service provider realms in the remaining steps of this sub-clause. 
3) If:

- the "3GPP RPLMN preferred" indicator is configured to prioritize 3GPP RPLMN; and

-  the realm of the RPLMN or of a PLMN equivalent to the RPLMN is included in the list or PLMN realms received in step 2)

the UE shall select the RPLMN or the PLMN equivalent to the RPLMN as the service provider. The UE shall convert the RPLMN identity into selected PLMN realm using the rules defined in 3GPP TS 23.003 [3] and use it as the service provider realms in the remaining steps of this sub-clause.
4) If the condition in step 3) is not satisfied, the UE shall select the highest priority service provider realm from the Preferred Service Provider List that is contained in the list of service provider realms constructed in step 2) as the selected service provider realm. 
If a service provider could not be selected for the WLAN selected in step 1), the UE shall remove the selected WLAN from the list of selected WLANs and repeat the procedure from step 1). If a service provider could not be selected for any of the WLANs in the list of selected WLANs the UE shall proceed in implementation-dependent way.
Editor’s note [WID WLAN_NS-CT; CR#0307]: the determination of the HPLMN realm when the service provider is the HPLMN identified with a non-PLMN realm is FFS.







The UE shall construct a NAI for authentication with the selected service provider as follows:
i)
Root NAI corresponding to the HPLMN, if the selected service provider is the HPLMN advertised using a PLMN identity; or
ii)
Decorated NAI corresponding to the realm of the selected service provider, otherwise.


***** No more changes *****
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