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***** Next change *****
4.9.1.4
Communication Barring rule conditions

The following conditions are allowed by the XML Schema for the communication barring service.

presence-status: This condition evaluates to true when the called user's current presence activity status is equal to the value set for this condition. In all other cases the condition evaluates to false.

cp:identity: This condition evaluates to true when a provided user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in the common policy document
(see IETF RFC 4745 [16]). In all other cases the condition evaluates to false.

anonymous: To comply with the requirements as set for simulation of the ACR service, the anonymous element only evaluate to true when the conditions as set out in subclause 4.5.2.6.2 for asserted originating public user identity apply.
request-name: This condition evaluates to true when the incoming SIP request name matches with the value of the request-name element.

NOTE 1:
The absence of this condition means that the barring rules apply to all initial incoming requests.

wildcardedPUI: the <wildcardedPUI> element is a new child element of the <conditions> element defined as per [IETF RFC 4745 [16]. This new <wildcardedPUI> element contains a "value" attribute representing a wildcarded Public User Identity as defined in TS 23.003 [7]. The <wildcardedPUI> element can contain an <except> child element with attributes "id" and "domain" as defined in RFC 4745 [16] to exclude particular user or domain of the wildcarded PUI value. The <wildcardedPUI> condition is evaluated to true when a provided user-identity matches with the wildcarded Public User Identity contained in the "value" attribute and is not in the 'except' element.
cp:sphere: Not applicable in the context of the Communication Barring service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period expressed by the value of this condition. In all other cases the condition evaluates to false.

media: This condition evaluates to true when the value of this condition matches the media field in one of the "m=" lines in IETF RFC 4566 [5] offered in an INVITE request. It allows for barring of specific media.

communication-diverted: This condition evaluates to true when the incoming communication has been previously diverted.

NOTE 2:
Diverted communication can be recognized by the presence of the History header field, as specified in 3GPP TS 24.604 [9].

roaming: This condition evaluates to true when the served user is registered from an access network other than the served users home network.

NOTE 3:
Whether the served user is registered from another network then the served users home network can be determined from the P-Visited-Network-ID header field specified in IETF RFC 3455 [15] and the P-Access-Network-Info header field specified in IETF RFC 3455 [15] both are provided during the registration process, see 3GPP TS 24.229 [2], subclause 5.7.1.3.

rule-deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing information. By removing this condition the rule can be activated again.

ocp:external-list: This condition evaluates to true when a provided users identity is contained in an external URI list stored in a OMA-TS-XDM_Shared [17] to which the value of external-list refers. The exact interpretation of this element is specified in OMA-TS-XDM_Core [17].

ocp:other-identity: If present in any rule, the "other-identity" element, which is empty, matches all identities that are not referenced in any rule. It allows for specifying a default policy. The exact interpretation of this condition is specified in OMA-TS-XDM_Core [17].

international: This condition evaluates to true when the request URI of the outgoing SIP request:

-
corresponds to a telephone number, i.e. a SIP URI with a "user" URI parameter set to "phone" or a tel URI; and

-
does not point to a destination served by a network within the country where the originating user is located when initiating the communication. 

international-exHC: This condition for international barring, excluding the home country, evaluates to true when the request URI of the outgoing SIP request:

-
corresponds to a telephone number, i.e. a SIP URI with a "user" URI parameter set to "phone" or a tel URI; 

- 
does not point to a destination served by a network within the country where the originating user is located when initiating the communication; and

-
does not point to a destination served within the served users home network.

NOTE 4:
In case of international and international-exHC, called users subscribed to a network in the country in which the served user roams, can be called irrespective where they roam. Subscribers, subscribed to any network in another country than the one in which the served user is located cannot be called even if they roam in the same network area as the served users or in the served user's home network.

The condition elements that are not taken from the common policy document (see IETF RFC 4745 [16]) or OMA common policy schema ETSI TS 183 038 [4] are defined in the simservs document schema specified in 3GPP TS 24.623 [6].
Information of which of the above mentioned conditions the user is allowed to use can be obtained from the network by using the schema defined in subclause 4.9.3.

The "serv-cap-media" element lists the elements that can be used in the "media" rule condition.
4.9.1.5
Communication Barring rule actions

The action supported by the communication barring service is (un)conditional barring of communications. For this the allow action has been defined. The allow action takes a Boolean argument when the value is true the communication  is allowed to continue, when it is false the communication is barred.

4.9.1.6
Supported Conditions for Communication Barring
The supported conditions for communication barring are configured with a list of condition capability elements. These capability elements are read only and indicate which capabilities related to communication barring the network has provisioned for a user. There is one rule capability element per each rule condition.

EXAMPLE:
An instance of the simulation services configuration containing a service capabilities document for communication barring is shown in the following example. In this example, the same capabilities as in Call Barring in a CS network are supported.
<?xml version="1.0" encoding="UTF-8"?>

<simservs>

xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap"

  <communication-barring-serv-cap active="true">

    <serv-cap-conditions>
       <serv-cap-communication-diverted provisioned="false"></serv-cap-communication-diverted>
       <serv-cap-external-list provisioned="false"></serv-cap-external-list>
       <serv-cap-identity provisioned="false"></serv-cap-identity>
       <serv-cap-media>

          <media>audio</media>

          <media>video</media>

       </serv-cap-media>

       <serv-cap-other-identity provisioned="false"></serv-cap-other-identity>
       <serv-cap-presence-status provisioned="false"></serv-cap-presence-status>
       <serv-cap-roaming provisioned="false"></serv-cap-roaming>
       <serv-cap-rule-deactivated provisioned="false"></serv-cap-rule-deactivated>
       <serv-cap-request-name provisioned="false"></serv-cap-request-name>
       <serv-cap-validity provisioned="false"></serv-cap-validity>
    </serv-cap-conditions>
</communication-barring-serv-cap>
</simservs>

***** Next change *****
4.9.2
XML Schema

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap" xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

xmlns:ocp="urn:oma:xml:xdm:common-policy" targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap" elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!-- import common policy definitions -->

  <xs:import namespace="urn:ietf:params:xml:ns:common-policy" schemaLocation="common-policy.xsd"/>

  <!-- import OMA common policy extensions -->

    <xs:import namespace="urn:oma:xml:xdm:common-policy" schemaLocation="xdm_commonPolicy-V1_0"/>

  <!-- incoming communication barring rule set based on the common policy rule set.-->

  <xs:element name="incoming-communication-barring" substitutionGroup="ss:absService">

    <xs:annotation>

      <xs:documentation>This is the incoming communication barring configuration document.</xs:documentation>

    </xs:annotation>

    <xs:complexType>

      <xs:complexContent>

        <xs:extension base="ss:simservType">

          <xs:sequence>

            <!-- add service specific elements here-->

            <xs:element ref="cp:ruleset" minOccurs="0"/>          


  </xs:sequence>

        </xs:extension>

        <!-- service specific attributes can be defined here -->

      </xs:complexContent>

    </xs:complexType>

  </xs:element>

  <!-- outgoing communication barring rule set based on the common policy rule set.-->

  <xs:element name="outgoing-communication-barring" substitutionGroup="ss:absService">

    <xs:annotation>

      <xs:documentation>This is the outgoing communication barring configuration document.</xs:documentation>

    </xs:annotation>

    <xs:complexType>

      <xs:complexContent>

        <xs:extension base="ss:simservType">

          <xs:sequence>

            <!-- add service specific elements here-->

            <xs:element ref="cp:ruleset" minOccurs="0"/>
          </xs:sequence>

        </xs:extension>



<!-- service specific attributes can be defined here -->

      </xs:complexContent>

    </xs:complexType>

  </xs:element>

  <!-- communication barring specific extensions to IETF common policy actions-->

  <xs:element name="allow" type="ss:allow-action-type"/>

  <!-- communication barring specific type declarations -->

  <xs:simpleType name="allow-action-type" final="list restriction">

    <xs:restriction base="xs:boolean"/>

  </xs:simpleType>


<!-- communication barring specific extension to IETF common policy conditions -->
<!-- //rule/conditions -->

<xs:element name="wildcardedPUI" type="ss:wildcardedPUIType" minOccurs="0"/>

<!-- //conditions/wildcardedPUI -->

<xs:complexType name="wildcardedPUIType">


<xs:complexContent>



<xs:restriction base="xs:anyType">




<xs:attribute name="value" type="xs:string" use="required"/>



<xs:element name="except" type="cp:exceptType"/>


</xs:restriction>


</xs:complexContent>

</xs:complexType>
</xs:schema>
4.9.2.1 Barring with wildcarded Public User Identity example

<outgoing-communication-barring active="true">
   <cp:ruleset>

       <cp:rule id="f3g44r1">

           <cp:conditions>

               <wildcardedPUI value="sip:a!.*!@example.com">

                   <cp:except id="sip:alice@example.com"/>
               </wildcardedPUI>

           </cp:conditions>

           <cp:actions/>

       </cp:rule>

   </cp:ruleset>

</outgoing-communication-barring>
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