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*****Start of Change***** 
5.4.2
Access technology or access network selection
When selecting the access technologies or access networks or both to route the data traffic of IP flows, a UE configured for IFOM or a UE configured for non-seamless WLAN offload provided with user preferences and having ISRP, or Local Operating Environment Information or both may perform the following:
-
when selecting the access technology or access network or both for routing data traffic of specific IP flow the user preference settings take precedence over ISRP (if present) and Local Operating Environment Information (if present).
When selecting the access technologies or access networks or both to route the data traffic of IP flows, a UE configured for IFOM or a UE configured for non-seamless WLAN offload having both ISRP and Local Operating Environment Information may perform the following:

-
if based on the content of Local Operating Environment the UE configured for IFOM or the UE configured for non-seamless WLAN offload decides that an access technology or access network or both do not meet implementation specific criteria for routing data traffic of certain IP flows, the UE configured for IFOM or the UE configured for non-seamless WLAN offload may exclude that access technology or access network or both when deciding on the routing of the data traffic for those IP flows.
When selecting the access technologies or access networks or both to route the data traffic of IP flows, a UE configured for IFOM or a UE configured for non-seamless WLAN offload with Local Operating Environment Information having no available ISRP nor user preference settings may perform the following:
-
the UE configured for IFOM or the UE configured for non-seamless WLAN offload selects the access technology or access network or both for routing data traffic of specific IP flow by evaluating the available access technologies or access networks against the Local Operating Environment Information.
When a UE configured for MAPCON selects the access technologies or access networks or both, to route the data traffic of a specific APN, the user preference settings shall take precedence over ISRP (if present).
The user preference settings shall take precedence over IARP (if present). If no valid IARP present, then Inter-APN routing policy configuration is UE implementation dependent.
*****Next Change***** 
6.8.1
General

In order to assist the UE with performing access network discovery and selection, ANDSF provides a set of information to the UE. This information contains the access network discovery and selection information to assist the UE with selecting the access network or the inter-system mobility policy to control and assist the UE with performing the inter-system change or both. This information also contain ISRP information to control and assist a UE configured for IFOM, or MAPCON or both with selecting the access network to be used for routing different IP flows or establishing PDN connections or both. Additionally, the ISRP provided by ANDSF can include information for identifying IP flows applicable for non-seamless offload to WLAN for a UE supporting this optional capability. In addition, this information contains Inter-APN Routing Policy (IARP) information to control and assist a UE configured for Inter-APN routing with selecting a prioritised APN which is associated with an existing PDN connection for routing different IP flows.The IARP provided by ANDSF can also include information for identifying IP flows applicable for non-seamless offload to WLAN.
This set of information can either be provisioned in the UE by the home operator, or provided to the UE by the ANDSF over the S14 reference point via pull or push mechanisms as defined in 3GPP TS 23.402 [6] by means of the access network discovery and selection procedures as described in subclause 6.8.2. While roaming, the UE can receive a set of information from H-ANDSF or V-ANDSF or both. The V-ANDSF shall not provide any IARP to a roaming UE. If the roaming UE receives any IARP delivered by a V-ANDSF then the roaming UE shall ignore it.
The UE, located in the home PLMN, needs to discover the H-ANDSF by means of the discovery procedure as described in subclause 6.8.2.2.1. The UE, located in the visited PLMN, needs to discover the H-ANDSF or V-ANDSF or both by means of the discovery procedure as described in subclause 6.8.2.2.1.
Through push mechanisms the ANDSF can provide assistance information to the UE e.g. if the UE has previously used pull based ANDSF procedure or if OMA-DM bootstrapping is used as described in subclause 6.8.2.2.1A. Through pull mechanisms the UE can send a request to the ANDSF in order to get assistance information for access network discovery and selection.

ANDSF shall comply with local, national and regional requirements regarding the privacy and confidentiality of location information.
NOTE:
The regulation and legislations of the home operator of the ANDSF server determines whether the ANDSF server can store the user's location information.
*****Next Change***** 
6.8.2.2.2
Role of UE for Push model

The UE shall implement the push model of ANDSF in accordance with OMA-ERELD-DM-V1_2 [39] using WAP Push, which is applicable for 3GPP access networks only.
If the UE operates according to the GAA bootstrap framework specified in 3GPP TS 33.220 [42] and if the UE supports GBA Push as specified in 3GPP TS 33.223 [47], the UE shall accept the SMS as a valid ANDSF notification SMS if:

-
the notification SMS contains valid GBA Push Information (GPI) as specified in 3GPP TS 24.109 [52],

-
the X-WAP-Application-ID field (Push Application ID) in the WSP header indicates ANDSF, 

-
the WSP payload contains only the header part defined in 3GPP TS 24.109 [52] and the GPI parameter without any additional identifiers and 

-
the NAF FQDN in GPI conforms to the ANDSF-SN specified in 3GPP TS 23.003 [3].

The short code for the X-WAP-Application-ID is specified in subclause 8.1.3.

If the UE operates according to OMA DM bootstrap procedures as specified in OMA DM Enabler Release v.1.2, see OMA-ERELD-DM v1_2 [39], the UE shall accept the SMS as a valid ANDSF notification SMS if it contains an OMA DM General Package #0 message according to OMA-ERELD-DM v1_2 [39].

In the push model of communication, if the UE receives a valid ANDSF notification SMS from the ANDSF, the UE shall establish a secure data connection using the information received in the notification SMS.
If the UE receives an invalid ANDSF notification SMS it shall be ignored by the UE.
Upon establishing a secure connection between the UE and ANDSF, the UE may be provided with updated inter-system mobility policy, information about available access networks and ISRP. The list of the information is described in subclause 6.8.2.3.3 and the correspondent ANDSF MO is defined in 3GPP TS 24.312 [13].
A UE that is capable of IFOM or MAPCON or both, can be configured to support one or more of these capabilities (i.e. enable or disable one or more of these capabilities).
The ANDSF may provide a list of Inter-System Routing Policies to a UE independent of the UE's capability of routing IP traffic simultaneously over multiple radio access interfaces. When a UE capable of any combination of IFOM or MAPCON has these capabilities disabled, the UE shall not apply the Inter-System Routing Policies received from the ANDSF. In addition, the ANDSF may provide a list of Inter-APN Routing Policies to a UE for routing IP traffic.
*****Next Change***** 
6.8.2.2.3
Role of UE for Pull model

In the pull model of communication, the UE sends a query to ANDSF to retrieve or update inter-system mobility policy or information about available access networks in its vicinity or both. A UE capable of IFOM or MAPCON or both may also request ISRP. As a result of the ISRP request, a UE may also obtain information used to identify IP flows permissible for non-seamless offload to a WLAN. A UE may request IARP. The UE will wait for an implementation dependent time for an answer from the ANDSF. If ANDSF does not respond within that time, further action by the UE is implementation dependent. The UE may provide to ANDSF the UE's location information including, if available, the location parameters (for example, cell identities or the MAC address of the WLAN AP) associated with the Radio Access Networks the UE has discovered in its current location at the time the UE sends a query to ANDSF; the format of the location information is described as UE_Location in ANDSF MO defined in 3GPP TS 24.312 [13].
After communicating with ANDSF, the UE may be provided with updated inter-system policy and information about available access networks. The list of the information is described in subclause 6.8.2.3.3 and the correspondent ANDSF MO is defined in 3GPP TS 24.312 [13].

The UE may start Pull model communication with ANDSF based upon the information previously received from the ANDSF (e.g. based on the value of UpdatePolicy leaf defined in 3GPP TS 24.312 [13]). The UE capable of IFOM, MAPCON, or both can have both of these capabilities disabled and have no ISRP. If the UE enables one (or more) of these capabilities, the UE may start Pull model communication with ANDSF. The UE capable of IFOM, MAPCON, or both can have one (or more) of these capabilities enabled and have no ISMP. If the UE disables both of these capabilities, the UE may start Pull model communication with ANDSF. If the UE has no IARP, the UE may start Pull model communication with ANDSF.
NOTE:
Mechanisms to limit the frequency of queries transmission from the UE to the ANDSF are implementation dependant.
A UE that is capable of IFOM or MAPCON or both, can be configured to support one or more of these capabilities (i.e. enable or disable one or more of these capabilities).
The ANDSF may provide a list of Inter-System Routing Policies to a UE independent of the UE's capability of routing IP traffic simultaneously over multiple radio access interfaces. When a UE capable of IFOM or MAPCON or both has these capabilities disabled, the UE shall not apply the Inter-System Routing Policies received from the ANDSF. In addition, the ANDSF may provide a list of Inter-APN Routing Policies to a UE for routing IP traffic.
*****Next Change***** 
6.8.2.2.4.1
General
Network detection and selection shall take into account the access network specific requirements and the UE's local policy, e.g. user preference settings, access history, etc, along with the information provided by the ANDSF when selecting an access network. The local policy and the information provided by the ANDSF shall be used by the UE in an implementation dependent way to limit the undesired alternating between access systems, e.g. ping-pong type of inter-system changes. However, the use of such information from the ANDSF shall not be in contradiction to functions specified in 3GPP TS 23.122 [4], 3GPP TS 24.234 [9], 3GPP TS 25.304 [14] and 3GPP TS 36.304 [16].
If the UE is roaming in a VPLMN, the UE may receive Inter-system mobility policies or Access network discovery information or ISRP or combinations of these from H-ANDSF or V-ANDSF or both. The formats of the Inter-system mobility policies, Access network discovery information and ISRP are defined in 3GPP TS 24.312 [13].
The maximum number of sets of Inter-system mobility polices or Access network discovery information or ISRP or combinations of these that the UE may keep is implementation dependent. However, the UE shall retain at least one set of Inter-system mobility policies and one set of Access network discovery information from the same ANDSF. In addition, an IFOM and/or MAPCON capable UE shall retain at least one set of ISRP from the same ANDSF. Additionally, a UE shall retain at least one set of IARP from the same ANDSF.
For a UE with IFOM, MAPCON, or bothenabled, if ISMP and ISRP are available, then ISRP shall be used for the routing of IP traffic. The relation between ISRP and user preferences is described in subclause 5.4.2.
For a UE with IFOM or MAPCON enabled, if ISMP, ISRP and IARP are available, then IARP and ISRP shall be used. In this case, the UE shall first apply IARP followed by ISRP as follows:
-
If non-seamless WLAN offload is selected by IARP then the IP flow is routed to the non-seamless WLAN offload and ISRP shall not be used for the routing of IP traffic.
-
If a certain APN is selected by IARP then the IP flow is routed to the PDN connections corresponding to this APN. If there is a ForFlowBased ISRP rule matching the IP flow after the APN is selected, then the UE shall use the ForFlowBased ISRP rule matching the IP flow to select the access for this IP flow.
-
If neither certain APN nor non-seamless WLAN offload is selected by IARP, then ISRP shall be used for the routing of IP traffic.
The relation between IARP and user preferences is described in subclause 5.4.2.
For a UE not supporting any of IFOM, MAPCON or both or with these capabilities disabled, if ISMP and ISRP are available, the ISMP shall be used.
This information shall be deleted if there is a change of USIM. This information may be deleted when UE is switched off.
*****Next Change***** 
6.8.2.2.4.X
Use of Inter-APN Routing Policies
The UE shall use the IARP if available.
A UE uses the IARP to:
-
select an APN or non-seamless WLAN offload for routing user plane traffic matching specific IP flows; and
-
decide if an APN or non-seamless WLAN offload is restricted for routing a specific IP flows.
An IARP for APN can be applied only when it steers IP traffic to an existing (i.e. already established) PDN connection. Also, the scenario where multiple PDN connections via the same access network are associated with the same APN is not specified in the present document. 

When applying IARP the same requirements defined for inter-system mobility policy in subclause 6.8.2.2.4.2 applies.
*****End of Change***** 
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