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***** Next change *****
5.2.6.4.1
General for all requests

When the P-CSCF receives, destined for the UE, an initial request for a dialog or a request for a standalone transaction, and the request matches a trigger for starting logging of SIP signalling, as described in draft-dawes-sipping-debug [140], the P-CSCF shall start to log SIP signalling for this dialog according to its debug configuration.
When the P-CSCF receives, destinged for the UE, a request sent on a dialog for which logging of signalling is in progress, the P-CSCF shall check whether a trigger for stopping logging of SIP signalling has occurred, as described in draft-dawes-sipping-debug [140]. If a stop trigger event has occurred then the P-CSCF shall stop logging of signalling, else the P-CSCF shall determine, by checking its debug configuration, whether to log the request.
When the P-CSCF receives, destined for the UE, an initial request for a dialog or a request for a standalone transaction, the P-CSCF shall remove all hi-service-executed header field parameter and hi-service-to-suppress header field parameter of the History-Info header field if any.
***** Next change *****
5.7.1.x
Service confliction handling
When receiving initial request or stand-alone transaction exluding registration, the AS shall, prior to executing service logic, evaluate the service interaction information carried by hi-service-executed header field parameter and hi-service-to-suppress header field parameter contained in History-Info header field if any. If some value of the hi-service-to-suppress represents the service logic to be executed or , some value of the hi-service-executed represents a service logic that has conflictin with the service logic to be executed, the AS may:

· skip executing the service logic and continue with the other steps specified in subclause 5.7, or

· continue with the service logic executing according to local policy.

The AS shall ignore all hi-service-executed values or hi-service-to-suppress values that are not recognized.

After executing service logic if any, the AS shall appends the hi-service-executed parameter value to History-Info header field, or add a  History-Info header field with hi-service-executed parameter when Histor-Info header field is absent. The value of hi-service-executed shall represent the service logic that has just been executed. And optionally, appends the hi-service-to-suppress parameter value to History-Info header field, or add a  History-Info header field with hi-service-to-suppress parameter when Histor-Info header field is absent. The value of hi-service-to-suppress shall represent the services that may have conflictions with the service that has just been executed.

***** Next change *****
5.10.6.2
IBCF procedures for SIP header fields

If specified by local policy rules, the IBCF may omit or modify any received SIP header fields prior to forwarding SIP messages, with the following exceptions.

As a result of any screening policy adopted, the IBCF should not modify at least the following header fields which would cause misoperation of the IM CN subsystem:

-
Authorization; and

-
WWW-Authenticate.

Where the IBCF appears in the path between the UE and the S-CSCF, some header fields are involved in the registration and authentication of the user. As a result of any screening policy adopted as part of normal operation, e.g. where the request or response is forwarded on, the IBCF should not modify as part of the registration procedure at least the following header fields:

-
Path; and

-
Service-Route.

NOTE 1:
If the IBCF modifies SIP information elements (SIP header fields, SIP message bodies) other than as specified by SIP procedures (e.g., RFC 3261 [26]) caution needs to be taken that SIP functionality (e.g., routeing using Route, Record-Route and Via) is not impacted in a way that could create interoperability problems with networks that assume that this information is not modified.

NOTE 2:
Where operator requirements can be achieved by configuration hiding, then these procedures can be used in preference to screening.

The IBCF may add, remove, or modify, the P-Early-Media header field within forwarded SIP requests and responses according to procedures in RFC 5009 [109].

NOTE 3:
The IBCF can use the P-Early-Media header field for the gate control procedures, as described in 3GPP TS 29.214 [13D]. In the presence of early media for multiple dialogs due to forking, if the IBCF is able to identify the media associated with a dialog, (i.e., if symmetric RTP is used by the UE and and the IBCF can use the remote SDP information to determine the source of the media) the IBCF can selectively open the gate corresponding to an authorized early media flow for the selected media.

The IBCF may add, or omit any P-Asserted-Identity header fields prior to forwarding SIP messages according to local policy.

NOTE 4:
The IBCF can use the P-Asserted-Identy header field to trigger identity specific procedures in subsequent entities, e.g. for malicious call identification. As an example, a P-Asserted-Identity header field will be deleted and a new P-Asserted-Identity header field with operator specific content will be added to the outgoing request, if the request was received from a network which cannot support the deletion of INFO request which is needed for the support of the malicious call identification service.

When the IBCF, located in the home network, receives a SIP request from another entity within the same trust domain, the IBCF may police the ICSI value contained in the P-Asserted-Service header field.
If acting as an exit point, the IBCF shall remove all hi-service-executed header field parameter and hi-service-to-suppress header field parameter of the History-Info header field if any when sending SIP message outside the trust domain.
***** Next change *****
7.2A.y
Extension to History-Info header field
7.2A.y.1
Introduction

This extension defines two new service history parameters (hi-service-executed and hi-service-to-suppress) for the History-Info header field used to capture the request history information as specified in RFC 4244 [66]. 

7.2A.y.2
Syntax

The syntax for for hi-service-executed and hi- service-to-suppress is specified in table 7.2A.z.

Table 7.2A.z: Syntax of hi-service-executed and hi-service-to-suppress
hi-service-executed
= "hi-service-executed" EQUAL service-list

hi-service-to-suppress = "hi-service-to-suppress" EQUAL service-list

service-list = 1*(service-info SEMI)

service-info = icsi/quoted-string

7.2A.y.3
Operation
These service history parameters will be used in initial request and stand-alone transaction excluding registration.

The Application Server appends the hi-service-executed parameter value to History-Info header field, or add a  History-Info header field with hi-service-executed parameter when Histor-Info header field is absent. The value of hi-service-executed shall represent the service logic that has just been executed.

The Application Server appends the hi- service-to-suppress parameter value to History-Info header field, or add a  History-Info header field with hi-service-to-suppress parameter when Histor-Info header field is absent. The value of hi- service-to-suppress shall represent the services that may have conflictions with the services that have just been executed.

When doing service logic, the Application Server should take into account the informations present in these service history parameters.

The P-CSCF shall remove all hi-service-executed header field parameter and hi-service-to-suppress header field parameter when sending SIP messages to UE.

The IBCF shall remove all hi-service-executed header field parameter and hi-service-to-suppress header field parameter when sending SIP messages outside the trust domain.
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