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***** Next change *****
5.2.1
Service Point Triggers (SPTs)
Service Point Triggers (SPTs) are those points in the SIP signalling on which Filter Criteria can be set. The following SPTs are defined:

-
any initial known or unknown SIP method;

-
registration type – indicates if the REGISTER request is initial registration, re-registration, or de-registration;

-
presence or absence of any known or unknown header field;

-
content of any known or unknown header field or of the Request-URI;

NOTE 1:
The presence of a "gruu" parameter in the Request-URI as defined in IETF RFC 5627 [22] indicates that the request is targeted towards a GRUU. Requests targeted towards GRUUs can need different service logic handling to those targeted towards a public user identity. e,g a request targeted towards a GRUU normally would not be routed to voicemail.

-
direction of the request with respect to the served user – either UE-originating or UE-terminating to registered user; UE-terminating to unregistered user, UE-originating for unregistered user, UE-terminating to registered user for which the requested service is not subscribed or UE-terminating to unregistered user for which the requested service is not subscribed; see 3GPP TS 29.228 [8] for the details of the direction information in service point trigger;
NOTE 2:
REGISTER is considered part of the UE-originating. See 3GPP TS 24.229 [5] for further information about how to determine UE-originating or UE-terminating.

NOTE 3:
The S-CSCF shall verify if the end user is barred before checking if any trigger applies for that end user.

-
session description information.
5.2.2
Filter Criteria
A Filter Criteria triggers one or more SPTs in order to send the related request to one specific application server or to anoter entity in case the terminating user is not subscribed for the requested service. The set of Filter Criteria that is stored for a service profile of a specific user is called "Application Server Subscription Information". In order to allow the S-CSCF to handle the different Filter Criteria in the right sequence, a priority shall be assigned to each of them. If the S-CSCF can not reach the specified Application Server, the S-CSCF shall apply the default handling associated with the trigger. This default handling shall be :

-
to continue verifying if the triggers of lower priority in the list match; or

-
to abandon verification of matching of the triggers of lower priority in the list; and to release the dialogue.

Therefore a Filter Criteria shall contain the following information:

-
address of the Application Server to be contacted or the address of another entity in case of a terminating  request for a user who has not subscribed for the requested service;

-
priority of the Filter Criteria providing the sequence in which the criteria shall be applied;

-
Trigger Point composed by 1 to n instances of the Service Point Triggers (SPTs). The SPTs may be linked by means of logical expressions (AND, OR, NOT, etc.);

-
default handling ( as described above);

-
optional Service Information that shall be added to the message body before it is sent to the Application Server (as an example this may include the IMSI for the IM-SSF). 
-
optionally an indication to include the incoming REGISTER request in the third party REGISTER request. 
-
optionally an indication to include the final response to the incoming REGISTER request in the third party REGISTER request.
The same priority shall not be assigned to more than one initial Filter Criteria for a given served user.
5.2.3
S-CSCF Filter Criteria processing

The S-CSCF shall request from the HSS the relevant set of iFCs that applies to the served user (i.e., registered, unregistered, or both). If the S-CSCF has a set of iFCs that is deemed valid (e.g., from a previous request), the S-CSCF need not request a new set.

In the case that multiple Filter Criteria are sent from the HSS to the S-CSCF, the S-CSCF shall check the filter criteria one by one according to their indicated priority when the S-CSCF receives a message via the Mw interface.

On reception of a REGISTER request, the S-CSCF shall send a third-party REGISTER request to each Application Server that matches the Filter Criteria sent from the HSS for the REGISTER request. The S-CSCF shall include in the third-party REGISTER request the incoming REGISTER request if indicated by the Filter Criteria. The S-CSCF shall include in the third-party REGISTER request the final response to the incoming REGISTER request if indicated by the Filter Criteria.
On an event that causes network-initiated deregistration, the S-CSCF shall send a third-party REGISTER request to each Application Server that matches the Filter Criteria sent from the HSS as if a equivalent REGISTER request had been received from the user deregistering that public user identity, or combination of public user identities.

On reception of any other request the S-CSCF shall:

1.
set up the list of filter criteria for that request according to their priority – the sequence of the filter criteria shall not be changed until the request finally leaves the S-CSCF via the Mw interface again;

2.
parse the received request in order to find out the Service Point Triggers (SPTs) that are included in it;

3.
check whether the trigger points of the filter criteria with the next highest priority are matched by the SPTs of the request and 

a)
if it does not match the S-CSCF shall immediately proceed with step 4;

b)
if it matches and the associated session case is different from "Terminating_Registered-ServiceNotSubscribed" and "Terminating_Unregistered-ServiceNotSubscribed", the S-CSCF shall:

i)
add an Original Dialog Identifier (ODI) to the request which will allow the S-CSCF to identify the message on the incoming side, even if its dialog identification has been changed e.g. due to the Application Server performing third party call control;

ii)
forward the request via the ISC interface to the Application Server indicated in the current filter criteria. The Application Server then performs the service logic, may modify the request and may send the request back to the S-CSCF via the ISC interface;

iii)
proceed with step 4 if a request with the same ODI is received from the Application Server via the ISC interface;
c)
if it matches and the associated session case equal to "Terminating_Registered-ServiceNotSubscribed" or to "Terminating_Unregistered-ServiceNotSubscribed", the S-CSCF shall route the request based on normal SIP routing behaviour.
4.
repeat the above steps 2 and 3 for every filter criteria which was initially set up (in step 1) until the last filter criteria has been checked; 

5.
route the request based on normal SIP routing behaviour.

If an Application Server decides to locally terminate a request and sends back a final response for that request via the ISC interface to the S-CSCF, the S-CSCF shall abandon verification of the matching of the triggers of lower priority in the list.

NOTE 4:
If AS has service logic whereby it wishes to send a request to the S-CSCF to continue with filter criteria evaluation from where it left off with the final response to the previous request, then a new request must be sent with data that can be used by the S-CSCF to determine where it left off with filter criteria evaluation.  For example, a parameter can be included in the request that is also defined in a service point trigger.
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Figure 5.2.1: Application triggering architecture

Each invoked Application Server/service logic may decide not to be engaged with the invoked session by indicating that during the very first SIP transaction when the Record-Route/Route is generated for subsequent SIP requests. The denial shall mean that subsequent requests shall not be routed to such Application Servers/service logic any more during the lifetime of that session. Any Application Server, which has determined that it will not receive subsequent requests for a session cannot revoke this determination by means of Initial Filter Criteria (iFC).

NOTE 5:
Care should be taken in design of the Initial Filter Criteria when designing services to avoid unintended loops being setup, where requests from an Application Server may be sent back to the same Application Server. This does not imply that it is not allowed for requests to be sent back to the same Application Server when that is intended behaviour as part of the design of the service and the Application Server is able to handle this correctly. Special care should be taken for the case when an Application Server may act as an originating UA or B2BUA and may originate an initial request causing evaluation of Initial Filter Criteria.
***** Next change *****
6.5.1
S-CSCF handling of UE-terminating requests, registered user

The served user can be included in different information elements than the called identity The S-CSCF shall determine the apprpriate identity of the served user from one of those information elements. If the selected information element includes a GRUU associated with a particular public user identity it is the associated public user identity that is the served user for the request and the S-CSCF shall use that served user for the following terminating request handling procedures.

The S-CSCF shall verify if the public user identity is barred of the served user. If so, it shall respond with a 4xx error code and stop further processing of the request.

The S-CSCF only looks for initial filter criteria when receiving an initial request. A UE-terminating initial request may also originate from an Application Server via the ISC interface. Terminating Initial requests from an Application Server via the ISC interface also cause the S-CSCF to look for initial filter criteria.

When such a request comes in, the S-CSCF shall first check whether this is an UE-originating request or a UE-terminating request. For UE-terminating initial requests the S-CSCF shall first perform any routing of the request to Application Server based on matching of initial Filter Criteria before performing other routing procedures towards the terminating UE, (e.g. forking, caller preferences etc). This subclause describes the requirements for the S-CSCF when this request is a UE-terminating request. So, if this request is a UE-terminating request, the S-CSCF shall:

-
if the request contains an authenticated ICSI value the S-CSCF shall check whether the IMS communication service identified by the authenticated ICSI value is allowed for the subscribed services for the served user and is consistent with the contents of the request (i.e. SDP and other content is consistent with the unauthenticated ICSI value) and if not remove the authenticated ICSI value otherwise use this as the authenticated ICSI value;

-
if the request does not contain an authenticated ICSI value then check whether the request matches a subscribed service (i.e. SDP and other content matchs appropriate SDP and other content for each and any of the subscribed services for the served user).  If the contents of the request do not match a subscribed service:

a)
if an IFC with session case to "Terminating_Registered-ServiceNotSubscribed" exists, the S-CSCF shall forward the request to the URI indicated in that iFC. If not,
b)
as an operator option, the S-CSCF may reject the request.
-
include an authenticated ICSI value if the contents of the request are related to an IMS communication service based upon the previous checks and use this authenticated ICSI value as the IMS communication service identifier when applying the initial filter criteria in the subsequent steps; 
-
if unavailable, download the relevant subscriber profile including the initial filter criteria from the HSS;

-
use the initial Filter Criteria for the UE-terminating request to registered served user;

-
in case the Request-URI changes when visiting an Application Server, terminate the checking of filter criterias, and either:

a)
route the request, without attempting to verify the barring status of the changed public user identity, based on the changed value of the Request-URI and do not execute the subsequent steps;
b)
use the initial Filter Criteria for the UE-originating case after retargeting and perform the matching procedure with SPTs within this initial Filter Criteria as described in subclause 6.4.1; or
c)
continue to use the intial Filter Criteria for the UE terminating case and perform the matching procedure with SPT within the UE terminating UE case.
NOTE:
The S-CSCF determines whether to apply a), b) or c) based on information in the initial Filter Criteria.
-
the subsequent requirements for the S-CSCF are the same as those for handling UE-originating requests.

Originating UE and terminating UE can share the same S-CSCF and Application Server, therefore the shared application server may interact with the S-CSCF twice in one transaction but in UE-originating and UE-terminating procedures respectively.

6.5.2
S-CSCF handling of UE-terminating requests, unregistered user

The Served user can be included in different information elements than the called identity The S-CSCF shall determine the appropriate identity of the served user from one of those information elements. If the selected information element includes a GRUU associated with a particular public user identity it is the associated public user identity that is the served user for the request and the S-CSCF shall use that served user for the following terminating request handling procedures.

The S-CSCF shall verify if the public user identity of the served user is barred. If so, it shall respond with a 4xx error code and stop further processing of the request.

The S-CSCF only looks for initial filter criteria when receiving an initial request. 
A UE-terminating initial request may also originate from an Application Server via the ISC interface. Terminating initial requests from an Application Server via the ISC interface also cause the S-CSCF to look for initial filter criteria.

When such a request comes in, the S-CSCF shall first check this is an UE-originating request or a UE-terminating request. This subclause describes the requirements for the S-CSCF when this request is a UE-terminating request. So, if this request is a UE-terminating request, the S-CSCF shall:

-
if the request contains an authenticated ICSI value the S-CSCF shall check whether the IMS communication service identified by the authenticated ICSI value is allowed for the subscribed services for the served user and is consistent with the contents of the request (i.e. SDP and other content is consistent with the unauthenticated ICSI value) and if not remove the authenticated ICSI value otherwise use this as the authenticated ICSI value;

-
if the request does not contain an authenticated ICSI value then check whether the request matches a subscribed service (i.e. SDP and other content matchs appropriate SDP and other content for each and any of the subscribed services for the served user user).  If the contents of the request do not match a subscribed service:
a)
if an IFC with session case to "Terminating_Registered-ServiceNotSubscribed" exists, the S-CSCF shall forward the request to the URI indicated in that iFC. If not,

b)
as an operator option, the S-CSCF may reject the request.
-
include an authenticated ICSI value if the contents of the request are related to an IMS communication service based upon the previous checks and use this authenticated ICSI value as the IMS communication service identifier when applying the initial filter criteria in the subsequent steps;
-
if unavailable, download the relevant subscriber profile including the initial filter criteria from the HSS;

-
use the initial Filter Criteria for the UE-terminating request to unregistered served user;

-
in case the Request-URI changes when visiting an Application Server, terminate the checking of filter criterias, and either:

a)
route the request, without attempting to verify the barring status of the changed public user identity, based on the changed value of the Request-URI and do not execute the subsequent steps;
b)
use the initial Filter Criteria for the UE-originating case after retargeting and perform the matching procedure with SPTs within this initial Filter Criteria as described in subclause 6.4.1; or
c)
continue to use the intial Filter Criteria for the UE terminating case and perform the matching procedure with SPT within the UE terminating UE case.
NOTE:
The S-CSCF determines whether to apply a), b) or c) based on information in the initial Filter Criteria.
-
the subsequent requirements for the S-CSCF are the same as those for handling UE-originating requests with one exception: if no more (or none) of the initial filter criteria apply, the S-CSCF shall reject the request.

Originating UE and terminating UE can share the same S-CSCF and Application Server, therefore the shared application server may interact with the S-CSCF twice in one transaction but in UE-originating and UE-terminating procedures respectively.
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