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	Reason for change:
	The syntax of mediasec header field parameter is incorrectly specified as: 

mediasec = mechanism-name

The mediasec header field parameter does not take a value. In a Security-Client, Security-Server, or Security-Verify header field, "mediasec" is appended to a security mechanism name to indicate that the security mechanism applies to the media plane e.g.

Security-Client: sdes-srtp; mediasec
The related ABNF from RFC 3329 is: 
2.2 Syntax

   We define three new SIP header fields, namely Security-Client, Security-Server and Security-Verify.  The notation used in the Augmented BNF definitions for the syntax elements in this section is as used in SIP [1], and any elements not defined in this section are as defined in SIP and the documents to which it refers:

      security-client  = "Security-Client" HCOLON

                         sec-mechanism *(COMMA sec-mechanism)

      security-server  = "Security-Server" HCOLON

                         sec-mechanism *(COMMA sec-mechanism)

      security-verify  = "Security-Verify" HCOLON

                         sec-mechanism *(COMMA sec-mechanism)

      sec-mechanism    = mechanism-name *(SEMI mech-parameters)

      mechanism-name   = ( "digest" / "tls" / "ipsec-ike" /

                          "ipsec-man" / token )

      mech-parameters  = ( preference / digest-algorithm /

                           digest-qop / digest-verify / extension )

      preference       = "q" EQUAL qvalue

      qvalue           = ( "0" [ "." 0*3DIGIT ] )

                          / ( "1" [ "." 0*3("0") ] )

      digest-algorithm = "d-alg" EQUAL token

      digest-qop       = "d-qop" EQUAL token

      digest-verify    = "d-ver" EQUAL LDQUOT 32LHEX RDQUOT

      extension        = generic-param

Appendix A. Syntax of ipsec-3gpp

This appendix extends the security agreement framework described in this document with a new security mechanism: "ipsec-3gpp".  This security mechanism and its associated parameters are used in the 3GPP IP Multimedia Subsystem [12].  The Augmented BNF definitions below follow the syntax of SIP [1].

      mechanism-name   = ( "ipsec-3gpp" )

      mech-parameters    = ( algorithm / protocol /mode /

                             encrypt-algorithm / spi /

                             port1 / port2 )

      algorithm          = "alg" EQUAL ( "hmac-md5-96" /

                                         "hmac-sha-1-96" )

      protocol           = "prot" EQUAL ( "ah" / "esp" )

      mode               = "mod" EQUAL ( "trans" / "tun" )

      encrypt-algorithm  = "ealg" EQUAL ( "des-ede3-cbc" / "null" )

      spi                = "spi" EQUAL spivalue

      spivalue           = 10DIGIT; 0 to 4294967295

      port1              = "port1" EQUAL port

      port2              = "port2" EQUAL port

      port               = 1*DIGIT

	
	

	Summary of change:
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	Other comments:
	


***** First change *****
7.2A.7.2.2
"mediasec" header field parameter 

The "mediasec" header field parameter may be used in the Security- Client, Security-Server, or Security-Verify header fields defined in RFC 3329 [48] to indicate that a header field applies to the media plane. Any one of the media plane security mechanisms supported by both client and server, if any, may be applied when a media stream is started. Or, a media stream may be set up without security.

Values in the Security-Client, Security-Server, or Security-Verfiy header fields labelled with the "mediasec" header field parameter are specfic to the media plane and specific to the secure media transport protocol used on the media plane.
Syntax of mediasec header field parameter is:

mech-parameters = ( mediasec )
mechanism-name = ( "sdes-srtp" )

The parameters described by the BNF above have the following semantics:

sdes-srtp: SDES security mechanism for SRTP applied end to access edge.
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