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	Reason for change:
	Regarding the discussed LS in C1-132745, based on GSMA IREG RILTE, a mechanism was agreed, that when the XCAP client receives an HTTP 403 (Forbidden), the XCAP client should not retry to manipulate the supplementary service settings via XCAP for a certain time.

RFC 4825 already defines 3 usages for an HTTP 404 (Not Found) response:

• Application usage not understood

• XUI not recognised

• Extension-selectors received that are not understood

For all 3 usages it would be the right behaviour that the XCAP client should not retry to manipulate the supplementary service settings via XCAP for a certain time. Therefore the error cause has to be changed to HTTP 404 (Not Found) which is in accordance to RFC 4825.
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*** change ***

5.3.1.2
Manipulating supplementary services
When the XCAP client intends to manipulate a resource list, it shall generate an HTTP PUT, HTTP GET or 
HTTP DELETE request in accordance with IETF RFC 4825 [8] and the supplementary services application usage specified in clause 6.
If the XCAP client receives an HTTP 404 (Not Found) response to an HTTP PUT, HTTP GET or HTTP DELETE request, the XCAP client should not retry to manipulate the supplementary service settings via XCAP for a certain time.

NOTE 1:
If for a user supplementary services configuration settings are not allowed via XCAP, the UE can use an other available mechanism to manipulate the supplementary services configuration settings (e.g. using the CS domain if available).
NOTE 2:
When the terminal can retry the manipulation of supplementary services settings via XCAP depends on the implementation and kind of the terminal (e.g. mobile terminals can retry after a power off/power on).
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