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	Reason for change:
(

	According to TS 23.402 clause 4.1.4, during initial attach or handover attach a UE needs to discover the trust relationship of the non-3GPP access network in order to know which non-3GPP IP access procedure to initiate. Furthermore, if the non-3GPP access supports 3GPP-based access authentication, the UE discovers the trust relationship during the 3GPP-based access authentication. This the requirement is very clear:
4.1.4
Trusted/untrusted non-3GPP access network detection

During initial attach or handover attach a UE needs to discover the trust relationship (whether it is a Trusted or Untrusted Non-3GPP Access Network) of the non-3GPP access network in order to know which non-3GPP IP access procedure to initiate. The trust relationship of a non-3GPP access network is made known to the UE with one of the following options:

1)
If the non-3GPP access supports 3GPP-based access authentication, the UE discovers the trust relationship during the 3GPP-based access authentication.

…

However in current TS 24.302 clause 6.2.3, the 3GPP AAA server sending a trust relationship indicator of the non-3GPP access network to the UE during the EAP-AKA or EAP-AKA' based access authentication is made optional, which means there is no guarantee that the UE will receive the "trusted" attribute:
6.2.3
Dynamic Indication

If the UE performs 3GPP-based access authentication, the 3GPP AAA server  may send a trust relationship indicator of the non-3GPP access network to the UE during the EAP-AKA or EAP-AKA' based access authentication (i.e. EAP-AKA, EAP-AKA') as specified in 3GPP TS 33.402 [15]. The indicator is sent using a AT_TRUST_IND attribute, by extending the EAP-AKA (and EAP-AKA') protocol as specified in subclause 8.2 of IETF RFC 4187 [33]. This attribute is provided in EAP-Request/AKA-Challenge or EAP- Request/AKA'-Challenge message payload respectively. The detailed coding of this attribute is described in subclause 8.2.3.1.

This creates a problem as illustrated below:

1. A Rel-11 UE is triggered to access EPC over WLAN by an active IPMS rule. 

2. The UE selects a WLAN and uses EAP-AKA for authentication. 

3. The WLAN establishes an S2a tunnel to EPC as per the current Rel-11 procedures. 

4. The UE does not know about the S2a tunnel and thus attempts to discover an ePDG and to establish an IKEv2/IPsec connection.
In this case, Step 4 is not desired. When Non-3GPP access over a Trusted WLAN is possible, the UE should not attempt to select an ePDG and establish an IKEv2/IPsec connection. 
To avoid such UE behavior, when Non-3GPP access over a Trusted WLAN is possible, it shall be mandatory for the 3GPP AAA server to send a trust relationship indicator of the non-3GPP access network to the UE during the authentication. 


	
	

	Summary of change:
(

	Specify that when Non-3GPP access over a Trusted WLAN is possible, it shall be mandatory for the 3GPP AAA server to send a trust relationship indicator of the non-3GPP access network to the UE during the authentication.  
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not approved:
	S2c procedure is unnecessarily started when non-3GPP access over Trusted WLAN is possible.
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	*** First Change ***


6.2.3
Dynamic Indication

If the UE performs 3GPP-based access authentication, the 3GPP AAA server may send a trust relationship indicator of the non-3GPP access network to the UE during the EAP-AKA or EAP-AKA' based access authentication (i.e. EAP-AKA, EAP-AKA') as specified in 3GPP TS 33.402 [15]. If Non-3GPP access is over a Trusted WLAN, the 3GPP AAA server shall set this trust relationship indicator. The indicator is sent using a AT_TRUST_IND attribute, by extending the EAP-AKA (and EAP-AKA') protocol as specified in subclause 8.2 of IETF RFC 4187 [33]. This attribute is provided in EAP-Request/AKA-Challenge or EAP- Request/AKA'-Challenge message payload respectively. The detailed coding of this attribute is described in subclause 8.2.3.1.

	*** End Change ***
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