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1. Abstract
This document evaluates the alternatives for MIME body encoding in USSD messages and proposes to select one of them for.
2. Discussion
2.1 Alternatives
Following alternatives on the MIME body encoding in USSD messages were discussed so far:
- Alternative1, documented in 24.390 and CRs (C1-123670 - C1-123677), proposing to encode the USSD messages using the same encoding as used in CS domain.

- Alternative 1b, documented in CR (C1-123559), proposing to encode the USSD messages using the XML encoding.

- Alternative4, documented in 24.390 and CR (C1-123807), proposing to encode the USSD messages using MIME body of a new MIME type and using parameter of the the MIME type.

2.1 Evaluation of the alternatives

2.1.1 Criterion 1: overhead comparison
Description: number of octets which need to be transmitted in addition to the USSD string should be as small as possible

Evaluation:

Alternative 1 has 15 octets (invoke component) or 17 octets (return result component) overhead.

Alternative 1b has at least 100 octets overhead. 

Alternative 4 has 7 octets overhead. 

2.1.2 Criterion 2: estimation of re-use of existing code in existing entities
Description: the existing USSD over CS code should preferably be re-used for USSD over IMS so that the development, test and deployment costs are minimized.

Evaluation:

Alternative 1 enables re-use of the existing UE code handling the USSD related components of Facility information element of CS domain messages and enables re-use of the existing MSC server code in USSI AS for handling the components of the Facility information element in CS domain messages.
Alternative 1b does not enable re-use of existing code.

Alternative 4 enables re-use of the existing UE code handling the USSD string and USSD data coding scheme in non-error situations and enables re-use of the existing MSC server code handling the USSD string and USSD data coding scheme in non-error situations. Not possible to re-use code handling error situations.
2.1.3 Criterion 3: technical correctness of error situation handling
Description: the handling in the error situations needs to be aligned with IETF RFCs (particularly RFC 6086).

Evaluation:

Alternative 1 - UE and USSI AS indicate errors in the return error components or the reject components transported in INFO request or BYE request. No contradictions with RFC 6086 found.
Alternative 1b - UE and USSI AS indicate errors in XML body with result-code element transported in INFO request or BYE request. No contradictions with RFC 6086 found.

Alternative 4:
- UE reports the errors to the USSI AS using failure response to INFO request and possibly also BYE (mentioned in cover page of the CR but not in the actual changes). 

- USSI AS reports the errors to the UE using failure response to INVITE request, failure response to INFO request and possibly also Reason header field of BYE request (mentioned in cover page of the CR but not in the actual changes). Particularly, when failure response to INFO request is used, the USSI AS passes the USSD data received in INFO request to the USSD application, waits for the response of the application and, after the application finishes its handling with error report, the USSI AS responds with failure response to the INFO request. This contradicts RFC 6086 stating:
----------------------

   The UA MAY send other error responses, such as Request Failure (4xx),

   Server Failure (5xx), and Global Failure (6xx), in accordance with

   the error-handling procedures defined in RFC 3261.

   Otherwise, if the INFO request is syntactically correct and well

   structured, the UA MUST send a 200 (OK) response.

      NOTE: If the application needs to reject the information that it

      received in an INFO request, that needs to be done on the

      application level.  That is, the application needs to trigger a

      new INFO request, which contains information that the previously

      received application data was not accepted.  Individual Info

      Package specifications need to describe the details for such

      procedures. 

----------------------
3. Proposal
It is proposed to select the Alternative 1 for USSD MIME body encoding since:

- messages of the Alternative 1b have large overhead as shown in Criterion 1.
- handling of the Alternative 4 contradics the RFC 6086 description on how errors are reported to information received in an INFO request as shown in Criterion 3.

