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3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TS 22.173 [1] and in 3GPP TS 22.041[21] apply.

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:
ACR
Anonymous Communication Rejection

AP
Authentication Proxy

AS
Application Server

CB
Communication Barring

CDIV
Communication DIVersion services

CONF
CONFerence calling

ECT
Explicit Communication Transfer

HOLD
communication session HOLD
ICB
Incoming Communication Barring

IFC
Initial Filter Criteria
IP
Internet Protocol

MCID
Malicious Call IDentification

OCB
Outgoing Communication Barring
ODB
Operator Determined Barring 
OIP
Originating Identification Presentation

OIR
Originating Identification Restriction

S-CSCF
Server - Call Session Control Function

TIP
Terminating Identification Presentation

TIR
Terminating Identification Restriction

UE
User Equipment

XCAP
eXtended Camel Application Part

XML 
eXtensible Markup Language

********** End of change **********
4.1
Introduction

The Communication Barring (CB) service offers the following services:

-
The Incoming Communication Barring (ICB) is a service that rejects incoming communications that fulfil certain provisioned or configured conditions on behalf of the terminating user.
-
The Anonymous Communication Rejection (ACR) is a particular case of the ICB service, that allows barring of incoming communications from an anonymous originator on behalf of the terminating user.

-
The Outgoing Communication Barring (OCB) is a service that rejects outgoing communications that fulfil certain provisioned or configured conditions on behalf of the originating user.
-
The Operator Determined Barring (ODB) is similar to ICB and OCB services with the exception that barring conditions are determined by the service provider. Unless otherwise stated, procedures specified in this document for ICB and OCB services apply to ODB service. 
4.2
Description

4.2.1
General description

The Incoming Communication Barring (ICB) service makes it possible for a user to have barring of certain categories of incoming communications according to a provisioned or user configured barring program and is valid for all incoming communications. A barring program is expressed as a set of rules in which the rules have a conditional part and an action part. Examples of conditions are whether the asserted originating public user identity matches a specific public user identity or whether the originating public user identity is restricted (anonymous). The action part could specify for a rule that contains a matching condition that the specific incoming communication is barred. The complete set of conditions and actions that apply to this service and their semantics is described in subclause 4.9.

The Inhibition of Incoming Forwarded Calls is a special case of the ICB and allows the served user to reject incoming communications from users or subscribers who have diverted the communication towards the served user. The communication history information will be used to trigger the service as described in subclause 4.9.

The Anonymous Communication Rejection (ACR) service allows the served user to reject incoming communications on which the asserted public user identity of the originating user is restricted. In case the asserted public user identity of the originating user is not provided then the communication is allowed by the ACR service.

An example where the originating user restricts presentation of the asserted public user identity is when he activated the OIR service 3GPP TS 24.607 [3].

The originating user is given an appropriate indication that the communication has been rejected due to the application of the ACR service.

The Anonymous Communication Rejection (ACR) service is a special case of the ICB service, which is highlighted here because it is a regulatory service in many countries. The ACR service can be activated for a specific subscriber by configuring an ICB service barring rule where the conditional part contains the "Condition=anonymous" and the action part "allow=false".

The Outgoing Communication Barring (OCB) service makes it possible for a user to have barring of certain categories of outgoing communications according to a provisioned or user configured barring program and is valid for all outgoing communications. A barring program is expressed as a set of rules in which the rules have a conditional part and an action part. An example condition is whether the request uri matches a specific public user identity. The action part can specify for a rule that contains a matching condition that the specific outgoing communication is to be barred. The complete set of conditions and actions that apply to this service and their semantics is described in subclause 4.9.
The Operator Determined Barring (ODB) service makes it possible for the service provider to have barring of certain categories of incoming and outgoing communications according according to a provisioned barring program and is valid for all outgoing and incoming communications. A barring program is expressed as a set of rules in which the rules have a conditional part and an action part. An example condition is whether the request uri matches a specific public user identity. The action part can specify for a rule that contains a matching condition that the specific outgoing communication it to be barred. The complete set of conditions and actions that apply to this service and their semantics is described in subclause 4.9.
4.5
Signalling requirements

4.5.0
General

Configuration of ACR, ICB, OCB supplementary services by the user should: 

-
take place over the Ut interface using XCAP as enabling protocol as described in 3GPP TS 24.623 [6]; or

-
use SIP based user configuration as described in 3GPP TS 24.238 [20].

NOTE 1:
Other possibilities for user configuration, such as web-based provisioning or pre-provisioning by the operator are outside the scope of the present document, but are not precluded 
The enhancements to the XML schema for use over the Ut interface are described in subclause 4.9.
Configuration of ODB supplementary service is under the responsability of the operator and it shall not be possible for the user to configure the service neither through Ut interface nor via SIP based user configuration defined in 3GPP TS 24.238 [20]. 
NOTE 2:
The operator can give the possibility to the subscriber to configure certain OCB entries via specific configuration mechanisms such as web-based provisioning. Such mechanisms are outside the scope of the present document. Especially ODB can be used to implement barring service where only the subscriber can access to their configuration, such as parental control service.
4.5.1
Activation/deactivation

The services ICB, OCB, ODB and ACR are individually activated at provisioning or at the subscribers request by using the mechanisms specified in subclause 4.5.0.

The services ICB, OCB, ODB and ACR are individually deactivated at withdrawal or at the subscribers request by using the mechanisms specified in subclause 4.5.0.
4.5.1A
Registration/erasure

For registration of information for the services ICB, OCB, ODB and ACR, the mechanisms specified in subclause 4.5.0 should be used. The detailed information for the services ICB, OCB, ODB, and ACR can individually be registered at the subscribers request by using the mechanisms specified in subclause 4.5.0.

For erasure of information for the services ICB, OCB, ODB and ACR, the mechanisms specified in subclause 4.5.0 should be used. The detailed information for the services ICB, OCB, ODB and ACR can individually be erased at the subscribers request by using the mechanisms specified in subclause 4.5.0.

4.5.1B
Interrogation

For interrogation of the services ICB, OCB, ODB and ACR, the mechanisms specified in subclause 4.5.0 should be used.
For interrogation of the supported conditions and actions for ICB, OCB and ACR that can be used in the network the Ut interface should be used.Ut interface is not used for ODB service.
4.5.2
Invocation and operation
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