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Introduction/purpose

The document outlines the stage 3 design issue for identification of data traffic based on application ID as required by 3GPP DIDA Work Item. 

Reference USE CASE

This section outlines the stage 2 use case where ANDSF is used to download policies for routing traffic identified by the application that generated it. It is assumed in this paper that ANDSF is already able to provide routing policies based on application-id (i.e. that application-id leaf is defined withing IPFlow leaf of the ANDSF MO).
The requirement for routing traffic based on Application ID introduced by DIDA refers to the scenario in Figure 1 where the device is endowed with multiple interfaces: in this case, it is desired that the device uses operator input (expressed in form of ANDSF policies) to establish the interface to use for routing the traffic generated by an application. Figure 1 outlines the step by step procedure describing how the system elements interact to implement the DIDA design for routing data traffic generated by an application (see 3GPP TS 23.402 and 3GPP TR 23.855). 
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Figure 1 Flow chart of DIDA application ID usage

Step 0: the device has an available application (e.g. it is downloaded from a server named “application store” as shown in Figure 1 steps 1 and 2). 

Steps 1 and 2: the device interacts with ANDSF server in the network and downloads policies that provide indication of routing traffic generated by a specific application. 

NOTE: the interaction with ANDSF is not supposed to be triggered by step 0 or by any state change in the set of applications available to the UE. 

Step 3: the application is started and requires to transmit some data in form of IP traffic (using e.g. TCP as transport layer protocol) to an end point in the internet. In order to do so, the application will use some API offered by the Operating System.

Step 4: when sending the data to the end point and multiple interfaces are up and running, the device can chose which interface to use to exchange the data traffic generated by the application. In the decision process, the device takes into consideration the policies received by ANDSF. 

Steps 5 and 6: data is exchanged with the application end point and, when received by the device, is provided to the application.

Problem Description
In a multivendor environment as the one considered by DIDA, ANDSF is expected to provide routing indications for application IDs of apps that are running over different platforms (e.g. the application X is available both for OS #1 and OS #2). As a consequence, the application may have different application IDs for different platforms (e.g. an application X will have Application ID in the form of Xos1 for OS #1 and Xos2 for OS #2). 
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When UEs with different OSes interacts with ANDSF and a policy for a specific application is provided, ANDSF is expected to provide the policy with the appropriate Application ID, i.e. with the Application ID assigned for the OS platform of the UE downloading the policy. This can be achieved in the following ways:

· Based on UE indication to the ANDSF. The OS/Platform supported by the UE is provided by the UE to the ANDSF. The ANDSF can use such information to download the policies with the Application ID coherent with the supported OS.

· Based on downloaded information redundancy. For each application that is considered in the routing policies, ANDSF provides all the application IDs for all the OS types. 

The approach based on downloaded information redundancy consists on the provisioning from ANDSF server of all the application IDs used within different platform to identify a specific application (e.g. for a application X with Application ID in the form of Xos1 for OS #1 and Xos2 for OS #2, ANDSF will provide rules for both Xos1 and Xos2 and only the rule with the Application ID of the OS supported by the UE will be used).

As the approach based on downloaded information redundancy implies useless bandwidth consumption when downloading the policies, it is proposed to use the approach based on UE indication to the ANDSF.
Conclusion
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