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	Reason for change:
(

	When network receives a Service Request from UE, if it rejects the request, it will send a Service Reject. If it accepts the request, it will send an Initial Context Setup Request to eNB. In some cases though the Initial Context Failure sent by the eNB indicates certain causes e.g. “Radio Connection with UE Lost", "Failure in the Radio Interface Procedure", or "Radio Resources not available" that may or may not be considered “lower layer failure” by the MME. Therefore Lower layer failure could still happen after the Service Request has been accepted and during the Initial Context Setup procedure. This needs to be properly handled, i.e, in 5.6.1.7 a) lower layer failure. MME should be able to detect lower layer failure before the Service Request procedure has been “completed”, and not before it has been “accepted”. All other bullets in 5.6.1.7 (c, d, e) have correct description except a).
The “security mode control procedure” used in TS 24.301 refers to NAS security. This is clearly described in 5.4.3, and many other sections referencing the “security mode control procedure” except 5.6.1.7. For NAS security, earlier approved CR0331 (C1-093883) already explained why it is not applicable for UE in 5.6.1.6, it is not clear why this still remains as a criteria in 5.6.1.7. A possible explanation is this could be a copy/paste from TS 24.008 for the AS security procedure. But this is also wrong for LTE. In LTE, the success of Service Request procedure is indicated by AS layer indication of data bearer setup or inter-system change, not AS layer security mode procedure. This is shown in TS 24.301, figure 5.6.1.1.1 and section 5.6.1.4:
For cases a, b, c, h and k in subclause 5.6.1.1, the UE shall treat the indication from the lower layers that the user plane radio bearer is set up as successful completion of the procedure. The UE shall stop the timer T3417 and enter the state EMM-REGISTERED.
Additionally, SecurityModeCommand on the air interface is a part of the overall Initial Context Setup procedure from MME (the other part being the RRCReconfiguration, see TS 36.331), as such MME doesn’t really know when the security mode procedure is completed.

	
	

	Summary of change:
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	1) Change the lower layer failure detection point to the point that the Service Request procedure has been completed at MME.
2) Remove the “security mode control procedure” as one of the condition in abnormal case handling at MME.

3) Added explanation for Service Request procedure being considered as completed from the network side

	
	

	Consequences if 
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not approved:
	1) Lower layer failure cannot be detected in some cases before Initial Context Failure is received by the MME. As a result the MME may not be able to follow the procedures correctly and stay or move to the right EMM state.
2) Unclear interpretation of “security mode control procedure” in 5.6.1.7 which leads to possible wrong implementation.
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****************First Change*****************
5.6.1.7
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
Lower layer failure 


If a lower layer failure occurs before a SERVICE REJECT message has been sent to the UE or the service request procedure has been completed by the network, the network enters/stays in EMM-IDLE.

For all cases in subclause 5.6.1.1 that involve radio bearer establishment, the network considers the service request procedure successfully completed when it receives an indication from the lower layer that the user plane is setup.


For all cases in subclause 5.6.1.1 that do not involve radio bearer establishment, the network considers the service request procedure successfully completed when it receives an indication from the lower layer that UE has been redirected to the other RAT (GERAN or UTRAN in CS fallback or cdma2000® 1x access network for 1xCS fallback).
b)
Protocol error


If the SERVICE REQUEST or the EXTENDED SERVICE REQUEST message is received with a protocol error, the network shall return a SERVICE REJECT message with one of the following EMM cause values:

#96:
invalid mandatory information;

#99:
information element non-existent or not implemented;

#100:
conditional IE error; or

#111:
protocol error, unspecified.


The network stays in the current EMM mode.

c)
More than one SERVICE REQUEST or EXTENDED SERVICE REQUEST received before the procedure has been completed (i.e., SERVICE REJECT message has been sent or service request procedure has been completed)

-
If one or more of the information elements in the SERVICE REQUEST message or EXTENDED SERVICE REQUEST for packet services differs from the ones received within the previous SERVICE REQUEST message or an EXTENDED SERVICE REQUEST message for packet services, the previously initiated service request procedure shall be aborted and the new service request procedure shall be progressed;
NOTE:
The network actions are implementation dependent for the case that more than one EXTENDED SERVICE REQUEST messages for CS fallback or 1xCS fallback are received and their information elements differ.
-
If the information elements do not differ, then the network shall continue with the previous service request procedure and shall not treat any further this SERVICE REQUEST or EXTENDED SERVICE REQUESTmessage.

d)
ATTACH REQUEST received before a SERVICE REJECT message has been sent or the service request procedure has been completed


If an ATTACH REQUEST message is received and the service request procedure has not been completed or a SERVICE REJECT message has not been sent, the network may initiate the EMM common procedures, e.g. the EMM authentication procedure. The network may e.g. after a successful EMM authentication procedure execution, abort the service request procedure, delete the EMM context, EPS bearer contexts, if any, and progress the new ATTACH REQUEST. 

e)
TRACKING AREA UPDATE REQUEST message received before the service request procedure has been completed or a SERVICE REJECT message has been sent


If a TRACKING AREA UPDATE REQUEST message is received and the service request procedure has not been completed or a SERVICE REJECT message has not been sent, the network may initiate the EMM common procedures, e.g. the EMM authentication procedure. The network may e.g. after a successful EMM authentication procedure execution, abort the service request procedure and progress the tracking area updating procedure.
f)
Default or dedicated bearer set up failure


If the lower layers indicate a failure to set up a radio or S1 bearer, the MME shall locally deactivate the EPS bearer as described in subclause 6.4.4.6.
****************End of Change*****************
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