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Abstract of the contribution: This is a proposed QoS related text for Fixed Access Broadband interworking
1. Introduction

This is a proposed QoS related text for fixed access broadband interworking with S2c over trusted BBF
2. Reason for Change

3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.820 v 0.2.0.

* * * First Change * * * *

2
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Editor note: additional reference. 
* * * Next Change * * * *

9.2
Procedures for trusted Fixed Broadband Access network over S2c

Editor note: UE- EPC function description and procedure of 3GPP access and trusted Fixed Broadband Access network interworking using S2c DSMIPv6.
9.2.1
Supporting QoS with S2c procedure over trusted access

9.2.1.1
UE procedure

The UE may support UE Reflective QoS function for uplink traffic as specified in subclause 7.2.
If UE Reflective QoS function for uplink traffic is enabled, S2c data integrity protection is used and the IPsec anti-replay feature specified in IETF RFC 4301 [x] is implemented, the UE should create dedicated child SA for each IP flow which has the same DSCP marking value.

9.2.1.2
HA procedure
The HA shall set per QoS flow DSCP marking on IP outer header as specified in subclause 7.3.

If S2c data integrity protection is used and the IPsec anti-replay feature specified in IETF RFC 4301 [x] is implemented, the HA should create dedicated child SA for each IP flow which has the same DSCP marking value.

* * * End of Change * * * *
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